
[令和７年５月　様式４]

 個人のプライバシー等の権利利益の保護の宣言

 評価書名

子どものための教育・保育給付等に関する事務　全項目
評価書

評価書番号

18

  令和8年3月27日

名古屋市は、子どものための教育・保育給付等に関する事務における特定
個人情報ファイルの取り扱いについて、特定個人情報の漏えいやその他の
事態発生による個人のプライバシー等の権利利益に与える影響を認識し、
このようなリスクを軽減するための適切な措置を講じたうえで、個人のプライ
バシー等の権利利益の保護を実施していることを宣言する。

 評価実施機関名

特定個人情報保護評価書（全項目評価書）

 公表日

名古屋市長

 個人情報保護委員会　承認日　【行政機関等のみ】

特記事項



　（別添３）　変更箇所

Ⅵ　評価実施手続

Ⅴ　開示請求、問合せ

Ⅳ　その他のリスク対策

　（別添１） 事務の内容

項目一覧

Ⅰ　基本情報

　（別添２） 特定個人情報ファイル記録項目

Ⅱ　特定個人情報ファイルの概要

Ⅲ　特定個人情報ファイルの取扱いプロセスにおけるリスク対策



子どものための教育・保育給付等に関する事務は、子ども・子育て支援法及び児童福祉法に基づき、以
下の事務を行う。
　(1) 教育・保育給付認定事務（認定要件の確認、認定区分の決定、給付）
　(2) 施設等利用給付事務（認定要件の確認、認定区分の決定、給付）
　(3) 負担区分決定事務 (利用料階層の決定、実費徴収補足給付の実施)
　(4) 保育所等の利用調整事務 (保育所等の利用申請受理、利用調整、)
　(5) 民間保育所保育料、公立保育所保育料、公立幼児給食費、公立延長保育料の収滞納管理
　
　上記の事務を行うために必要となる情報を入手するため、行政手続における特定の個人を識別するた
めの番号の利用等に関する法律（平成25年5月31日法律第27号。以下「番号利用法」という。）第9条第1
項、同法別表9の項及び127の項で定める範囲内で、他情報保有機関への照会を行う。

＜子ども・子育て支援の個別機能＞
(1)支給認定情報の登録・管理機能
　　 教育・保育給付認定及び施設等利用給付認定(以下「支給認定」という。)申請、届出情報の管理
　(2)負担区分判定機能
　　  利用者負担額、副食費減免判定等の利用者負担区分の判定、管理
　(3)保育所等の利用調整・入退所管理機能
　　　保育所等の利用調整のための情報の管理と、入退所情報の管理
  (4)請求処理・収納処理・滞納整理機能
　民間保育所保育料、公立保育所保育料、公立幼児給食費、公立延長保育料の請求データ作成、収
納・滞納管理
　(5)給付機能
　　　給付計算、給付データ作成機能。
　(6)その他機能
　　　各種帳票出力機能
　　　統計機能

　＜福祉総合情報システムの共通機能＞
（1）住民情報管理機能
　　本市に居住する住民及び対象者のうち本市外に居住する住民の情報を管理する機能。
（2）受給状況参照機能
　　操作者の利用権限がある事務について、対象者の受給状況を一覧で表示する機能。
（3）利用者管理機能
　　操作者のシステムの利用権限の有無、事務ごとの利用権限（更新・参照）について管理する機能。

 ③他のシステムとの接続

[ ] 情報提供ネットワークシステム [

Ⅰ　基本情報
 １．特定個人情報ファイルを取り扱う事務

 ①事務の名称 子どものための教育・保育給付等に関する事務

 ②事務の内容　※

 ①システムの名称 福祉総合情報システム

 ②システムの機能

 ③対象人数
[ 30万人以上

 ２．特定個人情報ファイルを取り扱う事務において使用するシステム

 システム1

＜選択肢＞

1) 1,000人未満

3) 1万人以上10万人未満

5) 30万人以上

2) 1,000人以上1万人未満

4) 10万人以上30万人未満
]

○

[ ○ ] 宛名システム等 [

[ ○ ] その他 （ 申請管理システム

] 庁内連携システム

）

] 税務システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム



] 既存住民基本台帳システム

] 庁内連携システム

 システム2～5

 システム2

 ①システムの名称 情報連携基盤システム（庁内連携システム、宛名システム等及び申請管理システム）

 ②システムの機能

(1) 宛名番号付番機能
団体内統合宛名番号が未登録の個人について、新規に団体内統合宛名番号を付番する機能。既存業
務システムからの団体内統合宛名番号要求に対し、団体内統合宛名番号を付番し既存業務システム及
び中間サーバーに対し返却する。

(2)住登外者宛名番号管理機能
既存業務システムからの住登外者宛名番号の紐付情報を保存し、管理する機能。既存システム連携時
には各既存業務システムの住登外者宛名番号を置換する。

(3) 宛名情報等管理機能
宛名情報を団体内統合宛名番号、個人番号と紐付けて保存し、管理する機能。

(4) 中間サーバー連携機能
中間サーバーまたは中間サーバー端末からの要求に基づき、団体内統合宛名番号に紐付く宛名情報等
を通知する機能。

(5) 既存システム連携機能
既存業務システムからの要求に基づき、宛名番号、個人番号、団体内統合宛名番号又は受付番号に紐
付く宛名情報等を通知する機能。

(6) セキュリティ管理機能
暗号化機能及び情報照会・提供記録等を管理する機能。

(7) 職員認証・権限管理機能
情報連携基盤システムを利用する職員または業務システムの認証と付与された権限に基づいた各種機
能や宛名情報へのアクセス制御を行う機能。

(8) システム管理機能
バッチの状況管理、業務統計情報の集計、稼動状態の通知、保管期限切れ情報の削除を行う機能。

(9)ぴったりサービス連携機能
ぴったりサービス（サービス検索・電子申請機能）で受け付けた電子申請データを申請管理システムに連
携する（受け渡す）機能。

(10)申請管理システム
連携サーバーから連携された電子申請データを参照する機能。

(11)電子証明書シリアル番号変換機能
連携サーバーから連携された電子申請データに含まれるマイナンバーカードの電子証明書のシリアル番
号と宛名番号を紐付ける機能。

(12)申請状況確認機能
ぴったりサービスから受信した申請情報及び処理状況等を確認する機能。

[ ] 住民基本台帳ネットワークシステム [ ○

 ③他のシステムとの接続

[ ] 情報提供ネットワークシステム [

[ ] 宛名システム等 [ ○

[ ○ ] その他 （
中間サーバー、情報連携基盤システムを利用する業務システム、ぴったり
サービス（サービス検索・電子申請機能）

）

] 税務システム



] 庁内連携システム

 システム3

 ①システムの名称 中間サーバー

 ②システムの機能

(1) 符号管理機能
符号管理機能は情報照会、情報提供に用いる個人の識別子である「符号」と、情報保有機関内で個人を
特定するために利用する「団体内統合宛名番号」とを紐付け、その情報を保管・管理する機能。

(2) 情報照会機能
情報照会機能は、情報提供ネットワークシステムを介して、特定個人情報(連携対象)の情報照会及び情
報提供受領（照会した情報の受領）を行う機能。

(3) 情報提供機能
情報提供機能は、情報提供ネットワークシステムを介して、情報照会要求の受領及び当該特定個人情
報(連携対象)の提供を行う機能。

(4) 既存システム接続機能
中間サーバーと既存業務システム、宛名システム及び既存住民基本台帳システムとの間で情報照会内
容、情報提供内容、特定個人情報（連携対象）、符号取得のための情報等について連携するための機
能。

(5) 情報提供等記録管理機能
特定個人情報(連携対象)の照会、又は提供があった旨の情報提供等記録を生成し、管理する機能。

(6) 情報提供データベース管理機能
特定個人情報（連携対象）を副本として、保持・管理する機能。

(7) データ送受信機能
中間サーバーと情報提供ネットワークシステム（インターフェイスシステム）との間で情報照会、情報提
供、符号取得のための情報等について連携するための機能。

(8) セキュリティ管理機能
暗号化／復号機能と、鍵情報及び照会許可用照合リスト情報を管理する機能。

(9) 職員認証・権限管理機能
中間サーバーを利用する職員の認証と職員に付与された権限に基づいた各種機能や特定個人情報(連
携対象)へのアクセス制御を行う機能。

(10)システム管理機能
バッチの状況管理、業務統計情報の集計、稼動状態の通知、保管期限切れ情報の削除を行う機能。

 ③他のシステムとの接続

[ ○ ] 情報提供ネットワークシステム [ ○

[ ○ ] 宛名システム等 [

[ ] その他 （ ）

] 税務システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

] 既存住民基本台帳システム

] 庁内連携システム

 システム4

 ①システムの名称 住民基本台帳ネットワークシステム

 ②システムの機能

地方公共団体情報システム機構への情報照会
全国サーバに対して住民票コード、個人番号又は４情報の組合せをキーとした本人確認情報照会要求
を行い、該当する個人の本人確認情報を受領する。

[ ] 住民基本台帳ネットワークシステム [ ○
 ③他のシステムとの接続

[ ] 情報提供ネットワークシステム [

[ ] 宛名システム等 [

[ ] その他 （ ）

] 税務システム



] 庁内連携システム

 システム5

 ①システムの名称 電子申請システム

 ②システムの機能

(1)申請機能（市民等向け）
・市民等が、行政手続等を検索して、オンラインで届出・申請できる機能
(2)申請受付・通知機能（職員向け）
・市民等が(1)の機能で申請した申請情報を取得する機能
・市民等に対して申請に対する通知等を行う機能
(3)申請フォーム作成機能（職員向け）
・(1)で市民等が届出・申請するための申請フォームを作成する機能
(4)市民等が(1)の機能で申請した申請情報を取得する機能（端末より当システムからCSVをダウンロード
し、外部ツールを介する等により福祉総合情報システムに取り込む）

 ③他のシステムとの接続

[ ] 情報提供ネットワークシステム [

[ ] 宛名システム等 [

[ ] その他 （ ）

] 税務システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

 システム6～10

 システム11～15

 システム16～20

 ５．個人番号の利用　※

 法令上の根拠

・番号利用法第9条第1項、同法別表9の項及び127の項。
・番号利用法第9条第2項
・行政手続における特定の個人を識別するための番号の利用等に関する法律別表の主務省令で定める
事務を定める命令（平成26年内閣府・総務省令第5号）第8条第7号及び第68条
・名古屋市行政手続における特定の個人を識別するための番号の利用等に関する法律施行条例別表
第1 47項、別表第2 48項、49項、58項

 ６．情報提供ネットワークシステムによる情報連携 ※

 ①実施の有無 [ 実施する

 ３．特定個人情報ファイル名

子ども・子育て支援ファイル

 ４．特定個人情報ファイルを取り扱う理由

 ①事務実施上の必要性
多くの小学校就学前子どもの支給認定情報及び施設入退所等を支給認定受給世帯ごとに管理し、支給
認定申請及び変更についての管理、毎月の保育所等の利用調整事務、また、さまざまな帳票を出力した
り、収滞納の管理を行うため。

 ②実現が期待されるメリット
他市町村とネットワークを通じて情報連携することにより、利用料算定の際に使用する市民税情報を取
得でき、利用者が税額証明を取得する手間が省ける。

]

＜選択肢＞
1) 実施する
2) 実施しない
3) 未定

 ８．他の評価実施機関

 ②法令上の根拠

＜情報照会＞
・番号利用法第19条第8号
・行政手続における特定の個人を識別するための番号の利用等に関する法律第十九条第八号に基づく
利用特定個人情報の提供に関する命令（令和6年デジタル庁・総務省令第9号。以下「番号利用法情報
提供省令」という。）第2条の表17の項及び155の項

 ７．評価実施機関における担当部署

 ①部署 子ども青少年局保育部幼保企画課

 ②所属長の役職名 幼保企画課長



 （別添1） 事務の内容

　【教育・保育給付2、3号認定・利用調整・負担区分決定、収滞納管理】

（備考）



 （別添1） 事務の内容

　【教育・保育給付1号認定及び施設等利用給付認定】

（備考）



[ ] その他 （ ）

[ ○ ] 学校・教育関係情報

[ ] 災害関係情報

[ ○ ] 雇用・労働関係情報 [ ] 年金関係情報

] 国税関係情報 [ ○ ] 地方税関係情報

・連絡先等情報

[ ○ ] 5情報（氏名、氏名の振り仮名、性別、生年月日、住所） [ ○ ] 連絡先（電話番号等）

○ ] 障害者福祉関係情報

[ ○ ] 生活保護・社会福祉関係情報 [ ] 介護・高齢者福祉関係情報

[ ] 健康・医療関係情報

[ ] 医療保険関係情報 [ ○ ] 児童福祉・子育て関係情報 [

[ ○ ] 個人番号対応符号 [ ○ ] その他識別情報（内部番号）

2） 10項目以上50項目未満
3） 50項目以上100項目未満 4） 100項目以上

 主な記録項目　※

・識別情報

[ ○ ] 個人番号

 その必要性
情報提供ネットワークシステムによる情報照会・提供及び情報連携基盤システムを利用した団体内の情
報連携にあたり、団体内で個人を一意に識別する必要があるため。

 ④記録される項目

＜選択肢＞

[ 100項目以上 ] 1） 10項目未満

[ ○ ] その他住民票関係情報

・業務関係情報

[

Ⅱ　特定個人情報ファイルの概要
 １．特定個人情報ファイル名

子ども・子育て支援ファイル

 ２．基本情報

 ①ファイルの種類　※

＜選択肢＞

[ システム用ファイル ]

2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ③対象となる本人の範囲　※

(1) 区域内の住民（住基法第5条（住民基本台帳の備付け）に基づき住民基本台帳に記録された住民を
指す）
※住民基本台帳に記録されていた者で、転出・死亡等の事由により住民票が消除された者を含む。
(2) 区域外の住民で、情報連携基盤システムを利用する個人番号利用事務で対象となる者
(3) 区域外の住民で、情報連携基盤システムを利用する個人番号利用事務以外の事務で対象となる者

1） システム用ファイル
2） その他の電子ファイル（表計算ファイル等）

 ②対象となる本人の数

＜選択肢＞
1） 1万人未満

[ 100万人以上1,000万人未満 ]



 ⑤本人への明示
申請書により市町村に提出しなければならない項目については、子ども・子育て支援法施行規則第二条
に明示されている。

住民基本台帳ネットワークシステム　、電子申請システム ）

 ③入手の時期・頻度
支給認定申請、支給認定変更申請のあった都度入手する。住所情報等の異動については、住民基本台
帳の更新される都度、随時入手する。

 ④入手に係る妥当性

子ども・子育て支援法施行規則第2条により認定を受けようとする小学校就学前子どもの保護者は申請
書を提出することになっているため。また、申請された情報が正しいかの確認や、世帯状況が変更となっ
た際の支給認定情報の変更や負担額の変更の為に庁内連携システム及び情報提供ネットワークシステ
ムで確認する必要があるため。

[ ○ ] 庁内連携システム

[ ○ ] 情報提供ネットワークシステム

○ ] 地方公共団体・地方独立行政法人 （ 他市町村、地方公共団体情報システム機構 ）

] 電子記録媒体（フラッシュメモリを除く。） [ ] フラッシュメモリ

[ ] 電子メール [ ] 専用線
 ②入手方法

[ ○ ] 紙 [ ○

[ ○ ] その他 （

（

スポーツ市民局地域振興部住民課(既存住民基本台
帳システム)、財政局税務部市民税課、健康福祉局生
活福祉部保護課、健康福祉局生活福祉部医療福祉
課、健康福祉局障害福祉部障害企画課、子ども青少
年局子ども未来企画部子ども未来企画課、子ども青少
年局子育て支援部子育て支援課

）

[ ] 行政機関・独立行政法人等 （ ）

 ⑥事務担当部署 子ども青少年局保育部幼保企画課、総務局行政DX推進部デジタル改革推進課

 ３．特定個人情報の入手・使用

 ①入手元　※

[ ○ ] 本人又は本人の代理人

[ ○ ] 評価実施機関内の他部署

[ ] その他 （ ）

[ ] 民間事業者 （ ）

[

 その妥当性

【識別番号(個人番号、個人番号対応符号、その他識別番号(内部番号))】
　これらの情報がないと、団体内で各業務システムが管理する個人を一意に識別できず、情報提供ネッ
トワークシステムによる情報照会・提供及び情報連携基盤システムを利用した団体内の情報連携ができ
ない。なお、「③対象となる本人の範囲」の(3)については、個人番号及び個人番号対応符号は記録項目
に含まない。また、その他識別番号については支給認定証に関する発行番号及び入所児童についての
連番を付番し、福祉総合情報システムでの検索や帳票出力を行うため必要である。
【連絡先等情報(５情報(氏名、性別、生年月日、住所)、連絡先(電話番号等)、その他住民票関係情報)】
　申請者本人であるかどうかの確認の為必要である。また、支給認定及び利用調整結果通知、納入の
通知、利用料等の請求のためにも必要となる。
【業務関係情報】
　①地方税関係情報
　　　市民税関係情報について、施設の利用料算定に使用する。
　②児童福祉・子育て関係情報
　　　業務自体が、児童福祉・子育て関係情報にあたるもの。ひとり親手当受給状況は利用調整及び
　　　利用料の算定に使用する。
　③障害者福祉関係情報
　　　手帳所持情報について、利用調整及び利用料の算定に使用する。
　④生活保護・社会福祉関係情報
　　　生活保護情報について、利用調整及び利用料の算定に使用する。
　⑤雇用・労働関係情報
　　　就労状況の確認等を行い、利用調整に利用する。
　⑥学校・教育関係情報
　　　業務自体が、学校・教育関係情報にあたるもの。また、就学状況の確認等をし利用調整に利用
　　　するもの。

 全ての記録項目 別添２を参照。

 ⑤保有開始日

平成28年1月。ただし、生活保護参照情報、ひとり親手当参照情報、身体障害者手帳情報、愛護手帳情
報、精神障害者保健福祉手帳情報、特別児童扶養手当受給状況、住民税情報については、「名古屋市
行政手続における特定の個人を識別するための番号の利用等に関する法律施行条例」が制定された令
和5年12月20日より保有開始している。



 ⑨使用開始日 平成28年1月1日

 ⑧使用方法　※

＜情報連携基盤システム・中間サーバー＞
団体内統合宛名番号で団体内で個人を一意に識別することにより、情報提供ネットワークシステムによ
る情報照会・提供及び情報連携基盤システムを利用した団体内の情報連携に対応する。また、住民番
号及び住登外者宛名番号で情報連携基盤システムを利用した団体内の情報連携に対応する。

＜事務における使用方法＞
①支給認定申請があった場合、福祉総合情報システム内に申請者の世帯台帳を作成し、情報連携を行
い、申請者が提出した申請書の内容と住基情報とを突合し、申請内容に間違いがないかの確認を行う。
②支給認定申請の記載事項を福祉総合情報システム内に入力し、市民税、生活保護、ひとり親情報、
障害者手帳情報等との連携を行いその情報を元に支給認定証を出力する。
③併せて保育の申込があった場合は、申込情報等を福祉総合情報システム内に入力し、毎月一定の期
日で区切り、データを出力し、翌月の利用希望者の利用調整を行い、利用調整結果を入力、帳票出力す
る。
④公立保育所・民間保育所の利用料、公立保育所幼児給食費、公立延長保育料の口座振替申込用紙
を受理した際に、福祉総合情報システム内に情報を入力し、次回以降の請求データの作成に使用する。
⑤支給認定情報及び契約情報を保育施設ごとに出力し、施設へ事実の確認を依頼するために使用す
る。
⑥施設への給付額の確認、支払及び国への請求について、施設ごとの人数等の確認に使用する。
⑦公立保育所・民間保育所の利用料、公立保育所幼児給食費、公立延長保育料の収納管理及び滞納
整理事務について、徴収金の滞納情報、世帯の状況及び連絡先の確認を行い督促、催告等に使用す
る。

 情報の突合　※

＜情報連携基盤システム・中間サーバー＞
同一個人の重複登録が行わないように、新規登録の際に登録済みの者との突合を行う。

＜事務における使用方法＞
支給認定申請の内容確認のために、情報連携を行い、世帯状況、生活保護、ひとり親手当、障害手帳
情報等の情報を申請内容と確認する

 情報の統計分析
※

＜情報連携基盤システム・中間サーバー＞
実施しない。

＜事務における使用方法＞
利用調整、保護者負担額等の検討、待機調査・給付費支払等の国への報告等のための統計は行うが、
特定の個人を判別しうるような情報の統計や分析は行わない。

 権利利益に影響を
与え得る決定　※

＜情報連携基盤システム・中間サーバー＞
該当なし

＜事務における使用方法＞
世帯状況、市民税課税状況、生活保護、ひとり親手当、障害手帳情報等の受給状況による、利用調整
にかかる点数の増減、利用者負担区分の決定が行われる。

2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満 6） 1,000人以上

 ⑦使用の主体

 使用部署
※

子ども青少年局保育部幼保企画課　、子ども青少年局保育部保育運営課　、子ども青少年局企画経理
課、区役所民生子ども課　、支所区民福祉課　、公立保育所

 使用者数

＜選択肢＞

[ 500人以上1,000人未満 ] 1） 10人未満

 ⑥使用目的　※
保育所等の利用調整や入所・契約管理、利用料の算定、支給認定を行い個人ごとの給付情報及び施
設・国への給付を管理を行う。また、保育所等の利用料、公立保育所幼児給食費の収滞納の管理を行
う。

 変更の妥当性 －



5） 500人以上1,000人未満 6） 1,000人以上

 ③委託先における取扱者数

＜選択肢＞

[ 50人以上100人未満 ] 1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満

4） 100万人以上1,000万人未満
5） 1,000万人以上

 対象となる本人の
範囲　※

2．③対象となる本人の範囲と同じ

 その妥当性 システムの改修、運用保守、安定稼働の為に専門性が求められるため。

 対象となる本人の
数

＜選択肢＞
1） 1万人未満

[ 100万人以上1,000万人未満 ] 2） 1万人以上10万人未満
3） 10万人以上100万人未満

 ②取扱いを委託する特定個
人情報ファイルの範囲

＜選択肢＞

[ 特定個人情報ファイルの一部 ] 1） 特定個人情報ファイルの全体
2） 特定個人情報ファイルの一部

 ⑨再委託事項
情報連携基盤システムの開発、運用保守に関する業務の一部（プロジェクトマネージャー及び運用管理
責任者に関する業務は除く。）

 委託事項2～5

 委託事項2 福祉総合情報システムの運用保守委託

 ①委託内容 福祉総合情報システムの運用保守

] 1） 再委託する 2） 再委託しない

 ⑧再委託の許諾方法
再委託先名称、再委託先の業務範囲、業務期間、業務従事者名簿、再委託の理由、再委託先の選定
理由、再委託先に取得情報の取扱いに関して委託先に課せられている事項と同一の事項を遵守させる
旨が記載された申請書の提出を受け、承諾を判断する。

 ⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果等の公表、名古屋市電子調達システムでの随意契約内
容の公表、名古屋市情報公開条例に基づく公開請求により確認することができる。

 ⑥委託先名 日本電気株式会社　東海支社

再
委
託

 ⑦再委託の有無　※

＜選択肢＞

[ 再委託する

[ ○ ] その他 （ 情報連携基盤システムを設置する情報管理室内でのシステムの直接操作 ）

[ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

5） 500人以上1,000人未満 6） 1,000人以上

 ④委託先への特定個人情報
ファイルの提供方法

[ ] 専用線 [ ] 電子メール

 ③委託先における取扱者数

＜選択肢＞

[ 10人以上50人未満 ] 1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満

4） 100万人以上1,000万人未満
5） 1,000万人以上

 対象となる本人の
範囲　※

２．③対象となる本人の範囲と同じ

 その妥当性
システムの開発・運用保守を実施するために、特定個人情報ファイル全体を委託の対象にする必要が
ある。

 対象となる本人の
数

＜選択肢＞
1） 1万人未満

[ 100万人以上1,000万人未満 ] 2） 1万人以上10万人未満
3） 10万人以上100万人未満

 ②取扱いを委託する特定個
人情報ファイルの範囲

＜選択肢＞

[ 特定個人情報ファイルの全体 ] 1） 特定個人情報ファイルの全体
2） 特定個人情報ファイルの一部

（ 4 ）　件

 委託事項1 情報連携基盤システムの開発委託、運用保守委託

 ①委託内容 情報連携基盤システムの開発、運用保守

 ４．特定個人情報ファイルの取扱いの委託

 委託の有無　※
[ 委託する ] ＜選択肢＞

1） 委託する 2） 委託しない



 ⑨再委託事項

] 1） 再委託する 2） 再委託しない

 ⑧再委託の許諾方法

 ⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果等の公表、名古屋市情報公開条例に基づく公開請求に
より確認することができる。

 ⑥委託先名 アデコ株式会社　名古屋第1支社

再
委
託

 ⑦再委託の有無　※

＜選択肢＞

[ 再委託しない

[ ○ ] その他 （
電子申請システム及び福祉総合システムを設置する執務室内でのシステム
直接操作

）

[ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

5） 500人以上1,000人未満 6） 1,000人以上

 ④委託先への特定個人情報
ファイルの提供方法

[ ] 専用線 [ ] 電子メール

 ③委託先における取扱者数

＜選択肢＞

[ 10人以上50人未満 ] 1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満

4） 100万人以上1,000万人未満
5） 1,000万人以上

 対象となる本人の
範囲　※

2．③対象となる本人の範囲と同じ

 その妥当性
委託事務処理のために、特定個人情報ファイルにアクセスできるシステムへの入力、検索等を行う必要
がある。

 対象となる本人の
数

＜選択肢＞
1） 1万人未満

[ 10万人以上100万人未満 ] 2） 1万人以上10万人未満
3） 10万人以上100万人未満

 ②取扱いを委託する特定個
人情報ファイルの範囲

＜選択肢＞

[ 特定個人情報ファイルの一部 ] 1） 特定個人情報ファイルの全体
2） 特定個人情報ファイルの一部

 ⑨再委託事項

 委託事項3 保育業務オンライン申請等事務処理センター

 ①委託内容 教育・保育給付2号、3号認定及び保育所等利用調整における申請の電子申請に係る事務処理等

] 1） 再委託する 2） 再委託しない

 ⑧再委託の許諾方法

 ⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果等の公表、名古屋市電子調達システムでの随意契約内
容の公表、名古屋市情報公開条例に基づく公開請求により確認することができる。

 ⑥委託先名 株式会社　アイネス　中部支社

再
委
託

 ⑦再委託の有無　※

＜選択肢＞

[ 再委託しない

[ ○ ] その他 （ 福祉総合情報システムを設置する情報管理室内でのシステム直接操作。 ）

[ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙
 ④委託先への特定個人情報
ファイルの提供方法

[ ] 専用線 [ ] 電子メール



 委託事項16～20

 委託事項11～15

 委託事項6～10

 ⑨再委託事項

 委託事項5

] 1） 再委託する 2） 再委託しない

 ⑧再委託の許諾方法

 ⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果等の公表、名古屋市情報公開条例に基づく公開請求に
より確認することができる。

 ⑥委託先名 株式会社　パソナ

再
委
託

 ⑦再委託の有無　※

＜選択肢＞

[ 再委託しない

[ ○ ] その他 （
電子申請システム及び福祉総合システムを設置する執務室内でのシステム
直接操作

）

] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

6） 1,000人以上

 ④委託先への特定個人情報
ファイルの提供方法

[ ] 専用線 [ ] 電子メール [

 ③委託先における取扱者数

＜選択肢＞

[ 10人以上50人未満 ] 1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満

4） 100万人以上1,000万人未満
5） 1,000万人以上

 対象となる本人の
範囲　※

2．③対象となる本人の範囲と同じ

 その妥当性
委託事務処理のために、特定個人情報ファイルにアクセスできるシステムへの入力、検索等を行う必要
がある。

 対象となる本人の
数

＜選択肢＞
1） 1万人未満

[ 1万人以上10万人未満 ] 2） 1万人以上10万人未満
3） 10万人以上100万人未満

 ②取扱いを委託する特定個
人情報ファイルの範囲

＜選択肢＞

[ 特定個人情報ファイルの一部 ] 1） 特定個人情報ファイルの全体
2） 特定個人情報ファイルの一部

 委託事項4 新制度・無償化事務処理センター

 ①委託内容 教育・保育給付1号認定及び施設等利用給付認定等に係る事務処理等



 ⑦時期・頻度 未受診者の勧奨を行う都度

] 紙

[ ] その他 （ ）

] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [

 ⑤移転する情報の対象となる
本人の範囲

保育所・幼稚園・認定子ども園・小規模保育事業所等を利用する児童及びその保護者・世帯員。

 ⑥移転方法

[ ○ ] 庁内連携システム [ ] 専用線

[

] 2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ②移転先における用途
母子保健事業における乳幼児健診未受診児童の保育所等入所情報を参照することによって、その児童
の状況把握及び健康診査勧奨業務等に使用するもの。

 ③移転する情報 保育所・認定子ども園・小規模保育事業所等利用情報

 ④移転する情報の対象となる
本人の数

＜選択肢＞
1） 1万人未満

[ 1万人未満

 移転先1 子ども青少年局子育て支援部子育て支援課、区保健予防課

 ①法令上の根拠
番号利用法第9条第2項
名古屋市行政手続における特定の個人を識別するための番号の利用等に関する法律施行条例

 提供先16～20

 提供先11～15

 提供先6～10

 ⑦時期・頻度

 提供先2～5

] 紙

[ ] その他 （ ）

] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [

 ⑤提供する情報の対象となる
本人の範囲

 ⑥提供方法

[ ] 情報提供ネットワークシステム [ ] 専用線

[

] 2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ②提供先における用途

 ③提供する情報

 ④提供する情報の対象となる
本人の数

＜選択肢＞
1） 1万人未満

[

 ①法令上の根拠

[ ○ ] 移転を行っている （ 2 ） 件

 ５．特定個人情報の提供・移転（委託に伴うものを除く。）

 提供・移転の有無
[ ] 提供を行っている （ ） 件

[ ] 行っていない

 提供先1



 ６．特定個人情報の保管・消去

 ①保管場所　※

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、ガバメントクラウド及び庁舎内の情報管理室に設置し、生体認証により情
報管理室への入退室を厳重に管理する。
②特定個人情報は、ガバメントクラウド及び情報管理室内に設置された機器に保存する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、ガバメントクラウドに設置する。（なお、中間サーバーに接続するためのNW
機器のみ庁舎内の情報管理室に設置し、情報管理室への入退室を厳重に管理する。）
②特定個人情報は、ガバメントクラウド及び情報管理室内に設置された機器に保存する。

＜中間サーバー・プラットフォームにおける措置＞
①中間サーバー･プラットフォームは、政府情報システムのためのセキュリティ評価制度（ISMAP）に登録
されたクラウドサービス事業者が保有・管理する環境に設置し、設置場所のセキュリティ対策はクラウド
サービス事業者が実施する。なお、クラウドサービス事業者は、セキュリティ管理策が適切に実施されて
いるほか、次を満たしている。・ISO/IEC27017、ISO/IEC27018 の認証を受けている。・日本国内でデータ
を保管している。
②特定個人情報は、クラウドサービス事業者が保有・管理する環境に構築する中間サーバーのデータ
ベース内に保存され、バックアップもデータベース上に保存される。

＜ガバメントクラウドにおける措置＞
①サーバ等はクラウド事業者が保有・管理する環境に設置し、設置場所のセキュリティ対策はクラウド事
業者が実施する。なお、クラウド事業者はISMAPのリストに登録されたクラウドサービス事業者であり、セ
キュリティ管理策が適切に実施されているほか、次を満たすものとする。
・ISO/IEC27017、ISO/IEC27018 の認証を受けていること。
・日本国内でのデータ保管を条件としていること。
②特定個人情報は、クラウド事業者が管理するデータセンター内のデータベースに保存され、バックアッ
プも日本国内に設置された複数のデータセンターのうち本番環境とは別のデータセンター内に保存され
る。

＜電子申請システムにおける措置＞
電子申請システム上の特定個人情報は、サービス提供業者が契約するクラウドサービス（ISMAP認証取
得済み）上に保管される。

 移転先16～20

 移転先11～15

 移転先6～10

 ⑦時期・頻度 児童福祉施設利用・入所の都度

] 紙

[ ] その他 （ ）

] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [

 ⑤移転する情報の対象となる
本人の範囲

児童福祉施設に入所及び利用している児童とその保護者等世帯員。

 ⑥移転方法

[ ○ ] 庁内連携システム [ ] 専用線

[

] 2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ②移転先における用途
児童入所施設等措置業務及び障害児通所給付費等支給決定事務において、施設入所予定者にかかる
保育所等入所情報を把握し、児童福祉施設入所との二重措置の防止等の確認を行うもの。

 ③移転する情報 保育所・認定子ども園・小規模保育事業所等利用情報

 ④移転する情報の対象となる
本人の数

＜選択肢＞
1） 1万人未満

[ 1万人未満

 移転先2～5

 移転先2
子ども青少年局子育て支援部子育て支援課、区保健予防課、中央児童相談所、西部児童相談所、東部
児童相談所

 ①法令上の根拠
番号利用法第9条第2項
名古屋市行政手続における特定の個人を識別するための番号の利用等に関する法律施行条例



 ７．備考

9） 20年以上
10） 定められていない

 その妥当性

利用料算定にかかる税額の還付等については、市民税の例によるため、税額の変更のありうる、教育・
保育施設利用終了後5年間の保存年限としている(利用料滞納がある場合は、滞納整理終了後5年間)。
ただし、(別添２)特定個人情報ファイル記録項目の【宛名情報】については、団体内統合宛名番号に紐
付く全ての特定個人情報が不要となるまで保管する必要があるため、期間を定めることができない。

2） 1年 3） 2年

[ 5年 ] 4） 3年 5） 4年 6） 5年
7） 6年以上10年未満 8） 10年以上20年未満

 ②保管期間

 期間

＜選択肢＞
1） 1年未満

 ③消去方法

＜福祉総合情報システムにおける措置＞
①保管期間が過ぎたデータについては、年１回一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、定期的に情報連携基盤システム上から削除する。

＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐付く特定個人情報の情報連携が不要になった時点で削除する。
②情報管理室に設置された機器のディスク交換やハード更改等の際は、情報連携基盤システム運用機
器の保守・運用を行う事業者において、保存された情報が読み出しできないよう、物理的破壊又は専用
ソフト等を利用して完全に消去する。消去を行ったときは、電子情報を復元不可能な方法によって消去し
たことを証する写真その他の証拠を添えた証明書等を提出して、委託者の確認を受ける。

＜中間サーバー・プラットフォームにおける措置＞
①特定個人情報の消去は地方公共団体からの操作によって実施されるため、通常、中間サーバー・プ
ラットフォームの事業者及びクラウドサービス事業者が特定個人情報を消去することはない。
②クラウドサービス事業者が保有・管理する環境において、障害やメンテナンス等によりディスクやハー
ド等を交換する際は、クラウドサービス事業者において、政府情報システムのためのセキュリティ評価制
度（ISMAP）に準拠したデータの暗号化消去及び物理的破壊を行う。さらに、第三者の監査機関が定期
的に発行するレポートにより、クラウドサービス事業者において、確実にデータの暗号化消去及び物理
的破壊が行われていることを確認する。
③中間サーバー・プラットフォームの移行の際は、地方公共団体情報システム機構及び中間サーバー・
プラットフォームの事業者において、保存された情報が読み出しできないよう、データセンターに設置して
いるディスクやハード等を物理的破壊により完全に消去する。
＜ガバメントクラウドにおける措置＞
①特定個人情報の消去は地方公共団体からの操作によって実施される。地方公共団体の業務データ
は国及びガバメントクラウドのクラウド事業者にはアクセスが制御されているため特定個人情報を消去
することはない。
②クラウド事業者がHDDやSSDなどの記録装置等を障害やメンテナンス等により交換する際にデータの
復元がなされないよう、クラウド事業者において、NIST 800-88、ISO/IEC27001等にしたがって確実に
データを消去する。
③既存システムについては、地方公共団体が委託した開発事業者が既存の環境からガバメントクラウド
へ移行することになるが、移行に際しては、データ抽出及びクラウド環境へのデータ投入、並びに利用し
なくなった環境の破棄等を実施する。

＜電子申請システムにおける措置＞
名古屋市からサービス提供業者に対して依頼することで消去する。



 （別添２） 特定個人情報ファイル記録項目

１　あて名情報
個人番号、個人番号対応符号、団体内統合宛名番号、住民番号(既存住民基本台帳システムの宛名番号)、住登外者宛名番号、情報照
会提供記録、アクセスログ

２　世帯情報　(申請書に記載された世帯情報と６　参照情報を突合し、対象世帯としての情報を記録)
【世帯情報】対象児童、保護者、納義務者、その他世帯員、年齢、福祉続柄、兄弟姉妹順、区分、該当日、非該当日
【認定情報_保護者認定】申請年月日、決定年月日、認定年月、保護者１氏名、保護者２氏名、変更理由
【認定情報_納入義務者認定】申請年月日、決定年月日、認定年月、納付義務者１、納付義務者２、変更理由
【認定情報_生保認定】申請年月日、決定年月日、認定期間、ケース番号、保護開始日、保護終了日
【認定情報_ひとり親認定】申請年月日、決定年月日、認定期間、ひとり親区分
【認定情報_障がい世帯認定】申請年月日、決定年月日、認定年月
【認定情報_課税認定】申請年月日、決定年月日、認定開始年月、変更理由、確定状況、均等割、所得割、所得税、所得税額、対象、合
算区分、入力区分、転入前住所

３　各世帯員情報　(２　世帯情報に登録された世帯員の詳細を記録)
【世帯員詳細情報管理_認定日】認定年月日、変更理由
【世帯員詳細情報管理_基本情報】続柄、健康状態、他施設利用、選考加点用他施設、第3子無料
【世帯員詳細情報管理_アレルギー情報】アレルギー
【世帯員詳細情報管理_就労】勤務先種別、勤務先名、勤務先住所、勤務先方書、勤務開始年月日、勤務終了年月日、勤務形態、就労
曜日・時間、就労日数、週就労時間、通勤時間、月就労時間、通勤経路、勤務実績、内定区分
【世帯員詳細情報管理_妊娠出産・育休】出産予定日、出産年月日、育児短時間、育児時間、育児短時間期間、産休育休取得状況
【世帯員詳細情報管理_障害・疾病】障がい区分、決定年月日、手帳番号、総合等級、障がい名、疾病名、入院通院区分、通院曜日
【世帯員詳細情報管理_介護】被介護者名、要介護度、居宅区分、介護就労曜日、就労日数、週就労時間、月就労時間、被介護者の続
柄
【世帯員詳細情報管理_求職】求職区分、就労曜日・時間、就労日数、週就労時間、月就労時間
【口座情報】業務、用途、状況、有効期間、異動日、金融機関・支店名、コード、預金科目、口座番号、口座名義人カナ、漢字、預金者電
話、口座申込日、納付区分
【送付先情報】業務名、送付先区分、用途、有効期間、公開・非公開、異動日、送付先種別、送付先住民コード、漢字・カナ氏名、郵便番
号、住所、電話番号
【連絡先情報】業務名、公開・非公開、表示優先順位、連絡先、メールアドレス、勤務先名称

４　児童情報　(２　世帯情報に登録された対象児童にかかる情報を記録)
【支給認定情報_申請内容】申請年月日、状態区分、受付年月日、所管区、認定者番号、申請種別、職権修正、受付区、保育希望、申請
事由、代理申請施設、情報開示同意、申請者氏名、利用希望期間、希望時間、希望曜日、優先利用、ひとり親世帯、生保世帯
【支給認定情報_必要とする理由】保護者、必要とする理由
【支給認定情報_支給認定結果】申請区分、認定却下決定日、負担区分決定日、認定結果、認定しない理由、認定者番号、取消理由、取
消年月日、支給認定区分、年齢、認定期間、保育の必要性(事由)、時間区分(保育必要量)、保育の必要性(続柄)、優先利用事由、負担
区分(国)、負担区分(市)
【支給認定情報_処分延期情報】登録年月日、処分見込み期間、処分期限日、延期の理由
【支給認定情報_取下げ】取下年月日、更新区分、理由
【支給認定証発行履歴】所管区、発行日、証区分、認定日、認定者番号、認定期間、認定区分、負担区分、必要性事由、必要量、優先利
用
【入所管理】所管区、状態区分、申請日、希望期間、選考年齢、選考指数、施設種類、施設名、入所年月日、退所年月日、契約届出日
【入所管理_入所申込・入所管理_基礎情報】申込区分、申請事由、所管区、状態区分、同時申請、受付区、受付年月日、優先枠、申請年
月日、就学猶予、待機と入所になった場合、申請有効期間、入所形態、別施設入所になった場合、希望期間、待機除外(国定義)、変更申
請年月日、変更事由、変更理由
【入所管理_入所申込・入所管理_希望施設】希望順位、施設コード、施設種類、施設名称、所在区、事業所番号、理由、入所決定
【入所管理_入所申込・入所管理_選考基準】指数年度、レベル１、レベル２、レベル３、合計、選考基準対象者、ランクアップ該当、強制修
正、ランク、指数合計
【入所管理_入所申込・入所管理_調整指数】該当、区分、内容、指数、調整指数計
【入所管理_入所申込・入所管理_児童加算】該当、区分、内容、指数、児童加算計
【入所管理_入所申込・入所管理_取下げ】取下年月日、更新区分、理由
【入所管理_選考結果更新】選考年月日、状態区分、選考指数、所管区、決定年月日、選考結果、希望順位、入所予定年月日、選考理
由、決定施設、自動選考詳細
【入所管理_入所異動】異動区分、異動内容、申請年月日、決定年月日、退所年月日、理由
【入所管理_食材料費】処理年度、月数、４月、５月、６月、７月、８月、９月、１０月、１１月、１２月、１月、２月、３月
【入所管理_減免・調整申請】年度、申請年月日、申請種別、申請理由、決定年月日、結果、認定年月、通知階層、減免・調整種別、取下
げ年月日、更新区分、理由
【入所管理_契約情報】契約施設、事業所番号、施設種類、事業者番号、届出年月日、契約年月日、認定区分、保育必要量、契約期間、
利用曜日、利用時間、延長保育利用
【入所管理_障がい児クラス認定】決定年月日、認定年月、障がい区分
【入所管理_児童賦課情報_保育料】期別、世帯区分、均等割、所得割、その他税額、国階層、国減免、市階層、市減免、年齢区分、認定
区分、保育必要量、徴収額、請求済額、最新更正日、履歴番号
【入所管理_児童賦課情報_特別保育利用料】科目、期別、徴収額、請求済額、最新更正日、履歴番号
【入所管理_児童賦課情報_その他費用】科目、期別、減免情報、徴収額、請求済額、最新更正日、履歴番号
【入所管理_入所申込・入所管理_同時点の優先項目】指数年度、順位、優先項目、内容、指数



５　納入義務者情報　(２　世帯情報で登録された納入義務者の情報)
【(個人・法人)管理情報詳細_収納・経過・処分状況】業務区分、電話番号、担当者、合計、科目、繰越、現年、合計、未到達
【(個人・法人)管理情報詳細_世帯情報】担当者、事由、住民区分、科目、繰越未納額合計、現年未納額合計
【(個人・法人)管理情報詳細_未消込一覧】科目、年度、年分、通知書番号、期別、枝番、納付額、延滞金、督手未納額、日計日、納付日、
区分
【(個人・法人)管理情報詳細_未還付一覧】科目、還付番号、年度、年分、通知書番号、還付額、還付加算金、充当金額、還付支払額、還
付通知日
【(個人・法人)管理情報詳細_処分予定者】差押え予定、交付予定、公売予定、執停予定、徴収補助予定、国短予定
【(個人・法人)管理情報詳細_通番明細】未納額、督促手数料未納額、未納加算金額、延滞金未納額、未納額合計、未納件数、未到来未
納額、未到来件数、総合計、科目、年度、年分、通知書番号、賦課額、未納額、納付額、未到来、４月、５月、６月、７月、８月、９月、１０
月、１１月、１２月、１月、２月、３月、随、対象、処理
【(個人・法人)管理情報詳細_納付書発行】科目、年度、年分、通知書番号、期別、納期限、賦課額、延滞金額、延滞金区分、時効予定日

６　参照情報　(２　世帯情報で登録された世帯員にかかる情報)
【生活保護参照情報】所管区、保護開始年月日、保護廃止年月日
【ひとり親手当参照情報】進捗状況、資格取得日、資格喪失日、申請年月日、申請種別、申請理由、決定年月日、決定結果、決定理由、
証書番号
【身体障害者手帳情報】申請年月日、申請種別、申請理由、手帳番号、総合等級、種別、交付年月日、再交付年月日、返還年月日、手
帳障害名、障害認定日、障害部位、等級、障害名、再認定年月
【愛護手帳情報】申請年月日、申請種別、申請理由、手帳番号、総合判定、次回判定年月、交付年月日、再交付年月日、返還年月日
【精神障害者保健福祉手帳情報】申請年月日、申請種別、申請理由、手帳番号、障害等級、有効期間開始、交付年月日、返還年月日、
有効期間終了
【特別児童扶養手当受給状況】受給開始年月日、受給廃止年月日
【妊娠届出情報】届出日、母子手帳番号、届出区分、母子手帳返還日、分娩予定日
【医療乳障母異動情報】証番号、取得年月日、喪失年月日、（ひとり親）保険種別、（ひとり親）保険者番号
【住民税情報】手管理、総所得金額、０～１５歳の扶養人数、市民税均等割、市民税所得割、調整控除前所得割、調整控除後所得割、市
民税所得割調整額、市住宅借入金控除額、市寄付金特例控除額、市寄付金税額控除額、市配当控除、市個人外国税額、市配当割等
控除額、不申告フラグ
【住民情報】異動日、宛名区分、住民コード、世帯コード、カナ氏名・名称、漢字氏名・名称、パスポート氏名カナ、パスポート氏名、本名カ
ナ、本名、通称名カナ、通称名、併記名、世帯主カナ氏名、世帯主使氏名、生年月日、性別、所管区、郵便番号、住所、所在地、電話番
号、転居前住民番号、転居前住所・所在地、転居前方書、市内最終郵便番号、市内最終住所・所在地、市内最終方書、住民となった日、
住民でなくなった日、住定異動日、住記異動日、住民となった事由、住民でなくなった事由、住定異動事由、住記異動事由、住定届出日、
確定地届出日、第30条45規定区分、外国人住民となった日、在留カード等の番号、国籍、在留資格、在留期限、在留期間、登録日、登録
者、更新日、更新者、統計学区

７　利用者申請管理情報
【利用者申請管理情報】申請年月日、申請理由、保育必要性、事由発生年月日、認定開始、認定終了、所管区、決定年月日、支給認定
情報、決定結果、支給認定情報（新）
【子ども子育て入所情報】施設コード、施設名、施設種類、入所日、退所日、契約認定区分
【補助対象利用施設】施設コード、施設名、利用区分、利用開始日、利用終了日、支払方法、代理
【補助金限度額基準】保育必要性の有無、幼稚園・認定こども園1号、幼稚園での預かり保育有無、認可施設利用有無、年齢区分、課税
区分、限度額（保育料）、限度額（預かり保育分）、限度額
【汎用項目】取下年月日、里子・里親、副食免除（市）



 必要な情報以外を入手するこ
とを防止するための措置の内
容

＜事務上における措置＞
　窓口にて支給認定や利用調整に必要な書類を、世帯状況等に合わせて、申請に必要な最低限の添付
書類(就労証明など)の案内をするように努める。施設からの代理申請の場合は、事前に施設へ必要な
書類等の連絡をしっかりと周知するか、申請書以外の必要書類については電話等で後日送付を依頼す
る。事前に相談等がされず、送付がされた場合については、不要な添付書類については返却するように
努める。

＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

 その他の措置の内容 ―

 リスクへの対策は十分か
[ 十分である

Ⅲ　特定個人情報ファイルの取扱いプロセスにおけるリスク対策 ※（７．リスク１⑨を除く。）

 ２．特定個人情報の入手 （情報提供ネットワークシステムを通じた入手を除く。）

 リスク１：　目的外の入手が行われるリスク

 対象者以外の情報の入手を
防止するための措置の内容

＜事務上における措置＞
　支給認定及び利用申込について、窓口で扱う対象者は基本的に住民票等で居住実態が名古屋市に
ある支給認定保護者及び児童のみとなるため、申請窓口において申請内容や本人確認書類（身分証明
書等）の確認を行い、対象者以外の情報の入手の防止に努める。
　転入予定者については、基本的には市内の親族等に申請書を窓口まで持参していただくように案内を
する。やむをえず郵送で申請を受付ける場合、電話連絡等により申請内容をしっかりと確認をする。
　保育を必要としない幼稚園や認定こども園の利用者で、施設を経由して申請書の提出がある場合は、
誰の情報が必要かあらかじめ利用者への周知を行う。

＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

 １．特定個人情報ファイル名

子ども・子育て支援ファイル

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]

 リスク３：　入手した特定個人情報が不正確であるリスク

 入手の際の本人確認の措置
の内容

＜事務上における措置＞
番号利用法施行規則に従い、申請があった場合、個人番号カードや本人確認書類(身分証明書等)を確
認する。また、受領した申告書の内容と福祉総合情報システムの宛名情報が一致するかどうかを確認
する。

＜情報連携基盤システム・中間サーバーにおける措置＞
①住民については、住民基本台帳システムと連携されるため、本人確認は行わない。

＜電子申請システムにおける措置＞
①申請者本人の個人番号を取得する場合には、番号利用法に基づく本人確認の措置を実施する。
②申請者本人の個人番号を取得しない場合には、手続の特性に応じた手法で本人確認を実施する。

 リスク２：　不適切な方法で入手が行われるリスク

 リスクに対する措置の内容

＜事務上における措置＞
申請者が子ども・子育て支援法の規定に基づき、個人番号付きの申告書等を提出する際には、法令等
において手続きに必要な事項をしめしていることから、申請者本人は、個人番号の記載が必要であると
認識し、申請書を作成することとなる。

＜情報連携基盤システム・中間サーバーにおける措置＞
①住民については、既存住民基本台帳システムと連携される。

＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

 リスクへの対策は十分か
[ 十分である

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]



 個人番号の真正性確認の措
置の内容

＜事務上における措置＞
番号利用法施行規則に従い、個人番号カードの提示を受ける、住民基本台帳ネットワークシステムや情
報連携基盤システムで確認を行うなどを実施し確認をする。また、本市から発行された書類等に記載さ
れる個人番号については、真正性が担保されている。

＜情報連携基盤システム・中間サーバーにおける措置＞
①住民については、既存住民基本台帳システムと連携される。

 特定個人情報の正確性確保
の措置の内容

＜事務上における措置＞
特定個人情報の入力、削除及び訂正を行う際には、複数の職員による２重チェック等を実施する。宛名
情報から異動リスト等を出力し、住基の異動を把握し、変更の申請を促す。

＜情報連携基盤システム・中間サーバーにおける措置＞
①住民については、既存住民基本台帳システムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤システムを利用する各事務において住民基本台帳ネット
ワークシステムを利用するなどして正確な情報に更新する。

＜電子申請システムにおける措置＞
①手続ごとに必要な申請項目を設定する。
②入力規則を設けるなど不正確な情報が入力されないようにする。

 その他の措置の内容 ―

 リスクへの対策は十分か
[ 十分である

3） 課題が残されている
2） 十分である1） 特に力を入れている

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞

＜選択肢＞]

]

 特定個人情報の入手（情報提供ネットワークシステムを通じた入手を除く。）におけるその他のリスク及びそのリスクに対する措置

 リスク４：　入手の際に特定個人情報が漏えい・紛失するリスク

 リスクに対する措置の内容

＜事務上における措置＞
　申請書については、特定個人情報の漏えい及び紛失を防止するために、入力及び照合後は執務室内
の鍵付書庫に保管する。また、申請書等を回送する場合については、電話連絡又は、枚数を確認するな
ど収受確認を行う。電算システムへの申請情報入力時に、窓口対応等が入った場合については、所定
の保管場所に戻すなど、置いたままにしないように心掛ける。
　マイナンバーを記載した申請書が民間事業者等を経由する場合は、あらかじめ申請者に申請書提出
用封筒を配布し、本人確認書類の写しとともに封入後、開封せずに区役所へ届くようにする等の措置を
行う。

＜情報連携基盤システム・中間サーバーにおける措置＞
①アクセス制御や暗号化を実施することにより、漏えい・紛失を防止する。

＜電子申請システムにおける措置＞
アクセス制御や暗号化を実施する。

 リスクへの対策は十分か
[ 十分である



 リスクへの対策は十分か
[ 十分である

 リスク２：　権限のない者（元職員、アクセス権限のない職員等）によって不正に使用されるリスク

 ユーザ認証の管理 [ 行っている

 宛名システム等における措置
の内容

＜情報連携基盤システムにおける措置＞
①許可のない業務システムや端末はシステムに接続できないように制限している。
②許可のない業務システムや利用者は個人番号にアクセスできないように制限している。

 事務で使用するその他のシス
テムにおける措置の内容

＜福祉総合情報システムにおける措置＞
①限られた処理で情報連携基盤システムで保有する個人番号を参照することで、個人番号の利用を制
限している。
②事務に不要な情報にはアクセスできないように制限している。

＜電子申請システムにおける措置＞
許可のない者が申請情報を閲覧できないように、手続ごとにアクセス制御している。

 その他の措置の内容 ―

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]

1） 行っている 2） 行っていない
＜選択肢＞

]

 具体的な管理方法

＜福祉総合情報システムにおける措置＞
①利用者認証に職員の人事異動情報を基にした職員情報を使用するため、人事異動に応じてアクセス
権限を自動発行、変更及び失効する。
②嘱託職員、臨時職員については、所属長からの利用申請に基づき、利用期間及び利用業務をシステ
ム管理者が決定し、アクセス権限を付与する。

＜情報連携基盤システムにおける措置＞
①発行
利用する情報、権限の種類、利用期間、事務の名称と内容、根拠法令等、利用者の範囲又は利用シス
テム等に基づき設定する。
②失効
利用期間満了時に失効される。
また、利用者の範囲から外れた職員（異動、退職等）は失効される。

＜電子申請システムにおける措置＞
①事務を行う職員のアカウントを発行し、手続の受付を行う組織へ紐付ける。
②異動等で不要となった職員のアカウントを無効化する。

 具体的な管理方法

＜福祉総合情報システムにおける措置＞
①端末利用時には、利用者個人に付与されるIDとパスワード及び生体認証による二要素認証を実施す
る。

＜情報連携基盤システムにおける措置＞
①端末利用時には、利用者個人に付与されるIDとパスワード及び生体認証による二要素認証を実施す
る。
②システム連携時には、システムの認証を実施する。

＜電子申請システムにおける措置＞
端末利用時には、利用者個人に付与されるIDと、パスワード及び生体認証による二要素認証を実施す
る。また、システム利用時には、ID及びパスワードで認証する。

 アクセス権限の発効・失効の
管理

[ 行っている ＜選択肢＞
1） 行っている 2） 行っていない

]

 ３．特定個人情報の使用

 リスク１：　目的を超えた紐付け、事務に必要のない情報との紐付けが行われるリスク



 アクセス権限の管理 [ 行っている
＜選択肢＞
1） 行っている 2） 行っていない

]

 具体的な管理方法

＜福祉総合情報システムにおける措置＞
①定期的にアクセス権限を確認し、不要となったアクセス権限は変更または削除する。
②組織改正、制度改正時等にもアクセス権限の確認を行う。

＜情報連携基盤システムにおける措置＞
定期的にアクセス権限を確認し、不要となったアクセス権限は変更または削除する。

＜電子申請システムにおける措置＞
定期的にアクセス権限を確認し、定期的に当該事務を行う組織に紐付いているアカウントを確認し、不
要となったアカウントの無効化及び紐付けの解除を行う。

 特定個人情報の使用の記録

 具体的な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人情報の利用記録（日時、利用者情報、処理名及び対象者
情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定期的に一覧情報を作成し、システム管理者、利用所属責
任者が確認を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、住登外宛名番号、成否、日時、所属、事務、事務手続、職員、システムＩＤ、
特定個人情報、特定個人情報の項目を含む（所属、職員等システム連携のため特定できない場合に
は、利用する業務システム側で特定できる記録を残す。）

＜電子申請システムにおける措置＞
電子申請システム上で、特定個人情報を含む申請情報への照会・処理等の利用記録を保管する。

記録を残している[
2) 記録を残していない1） 記録を残している

＜選択肢＞]

 リスクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①事務外での利用禁止を職員に研修等により周知する。
②システムの操作ログ、特定個人情報フアイルのアクセスログを記録する。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録する。
②許可のない情報にはアクセスできないように制限する。

＜電子申請システムにおける措置＞
①システムの操作ログ、アクセスログを記録する。
②許可のない手続の申請情報にはアクセスできないように制限する。

 リスクへの対策は十分か
[ 十分である

 その他の措置の内容 ―

 リスクへの対策は十分か
[ 十分である

2） 十分である1） 特に力を入れている
3） 課題が残されている

＜選択肢＞]

 リスク３：　従業者が事務外で使用するリスク

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]



 特定個人情報の使用におけるその他のリスク及びそのリスクに対する措置

3） 課題が残されている
2） 十分である1） 特に力を入れている

＜選択肢＞]

 リスク４：　特定個人情報ファイルが不正に複製されるリスク

 リスクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①システムで保有するデータの抽出は、業務でやむをえず必要な場合、内容に限定し、抽出できるユー
ザーを限定する。
②システムで保有するデータを抽出した場合は、暗号化又はパスワードを設定し保存し、不要となった場
合は、速やかに消去する。
③ファイルの不必要な複製を行い、正当な理由がないのに送付及び送信を行うことは、番号利用法によ
り罰せられることを職員に研修等により周知する。
④違反行為を行った場合は、番号利用法の罰則規定により措置を講じる。
⑤システムの操作ログ、アクセスログを記録する。

＜情報連携基盤システム・中間サーバーにおける措置＞
①情報連携基盤システム・中間サーバーを利用する端末では、許可のない外部記録媒体の使用を禁止
する。
②必要最低限の利用者又は業務システムに対して必要最低限の出力しかできないアクセス権を設定す
る。

＜電子申請システムにおける措置＞
①職員ごとにアクセス権限を持つ手続を設定する。

 リスクへの対策は十分か
[ 十分である



 委託先による特定個人情報の不正入手・不正な使用に関するリスク
 委託先による特定個人情報の不正な提供に関するリスク
 委託先による特定個人情報の保管・消去に関するリスク
 委託契約終了後の不正な使用等のリスク
 再委託に関するリスク

 情報保護管理体制の確認

 特定個人情報ファイルの閲覧
者・更新者の制限

] 委託しない

[ 制限している

＜福祉総合情報システム、情報連携基盤システムにおける措置＞
①委託契約の締結にあたり、体制の確認を行うとともに秘密保持に関する誓約の提出を求める。

＜保育業務オンライン申請等事務処理センター及び新制度無償化給付センター委託における措置＞
①委託契約の締結にあたり、体制の確認、秘密保持に関する誓約の提出、関係法令の遵守を求める。

[ ４．特定個人情報ファイルの取扱いの委託

2） 制限していない1） 制限している
＜選択肢＞]

 具体的な制限方法

＜福祉総合情報システムにおける措置＞
①作業者を限定するため、委託作業者の名簿を年1回と異動があるごとに提出させている。
②本市施設内の作業場所への入室は、委託先の申請を受けて作業者ごとにＩＤを発行し、必要最小限
の作業者に限定している。
③閲覧／更新権限を持つ者のアカウント管理を行い、システム上の操作を制限している。

＜情報連携基盤システムにおける措置＞
①作業実施体制の提出を求める。
②作業実施にあたり必要となる最低限の従事者に対して個別にアクセス権限を付与する。

＜保育業務オンライン申請等事務処理センター委託における措置＞
①作業者を限定するため、委託作業者の名簿を年1回と異動があるごとに提出させている。
②執務室への入室は、委託作業者に限り、適正に管理されている。
③作業実施にあたり必要となる最低限の従事者に対して個別にアクセス権限を付与する。

＜新制度無償化給付センター委託における措置＞
①作業者を限定するため、委託作業者の名簿を年1回と異動があるごとに提出させている。
②執務室への入室は、委託作業者に限り、適正に管理されている。
③作業実施にあたり必要となる最低限の従事者に対して個別にアクセス権限を付与する。

 特定個人情報ファイルの取扱
いの記録

[ 記録を残している

]
1） 定めている 2） 定めていない
＜選択肢＞

2） 記録を残していない1） 記録を残している
＜選択肢＞]

 具体的な方法

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全ての閲覧／更新操作を、操作ログに取得して保管してい
る。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録している。
②システムの操作ログ、アクセスログを７年間保存する。

＜保育業務オンライン申請等事務処理センター委託における措置＞
①福祉総合情報システムのシステムの操作について、ログイン時より全ての閲覧／更新操作を、操作ロ
グに取得して保管している。

＜新制度無償化給付センター委託における措置＞
①福祉総合情報システムのシステムの操作について、ログイン時より全ての閲覧／更新操作を、操作ロ
グに取得して保管している。

 特定個人情報の提供ルール [ 定めている

 委託先から他者への
提供に関するルールの
内容及びルール遵守
の確認方法

＜福祉総合情報システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるとともに、必要があると認める時は実地確認調査を実施する。

＜情報連携基盤システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるとともに、実地確認調査を実施する。

＜保育業務オンライン申請等事務処理センター及び新制度無償化給付センター委託における措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるとともに、必要があると認める時は実地確認調査を実施する。



1） 定めている 2） 定めていない
＜選択肢＞]

1） 定めている 2） 定めていない
＜選択肢＞

 委託元と委託先間の
提供に関するルールの
内容及びルール遵守
の確認方法

＜福祉総合情報システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるとともに、必要があると認める時は実地確認調査を実施する。

＜情報連携基盤システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるとともに、実地確認調査を実施する。

＜保育業務オンライン申請等事務処理センター及び新制度無償化給付センター委託における措置＞
①不要な閲覧を禁止する
②庁舎外への持ち出しを禁止する。
③契約に基づき遵守状況の報告を求めるとともに、必要があると認める時は実地確認調査を実施する。

 特定個人情報の消去ルール [ 定めている

1） 特に力を入れて行っている]
4） 再委託していない
2） 十分に行っている

＜選択肢＞

]

 具体的な方法

＜情報連携基盤システムにおける措置＞
①許可のない再委託を禁止する。
②特定個人情報の取扱いに関して委託先に課せられている事項と同一の事項を遵守を義務付ける。
③契約に基づき遵守状況の報告を求めるとともに、実地確認調査を実施する。

 その他の措置の内容 ―

 規定の内容

＜福祉総合情報システム、情報連携基盤システム、保育業務オンライン申請等事務処理センター及び
新制度無償化給付センター委託における措置＞
①番号利用法及び関連法令を遵守し、適正な管理のために必要な措置を講じること。
②第三者に開示あるいは漏洩してはならないこと。
③目的外に使用してはならないこと。
④漏えい、滅失又は改ざんの防止に必要な措置を講じること。
⑤許可なく複写・複製しないこと。
⑥漏えい、滅失又は改ざん等の事故が生じ、又は生ずるおそれがあることを知ったときは、直ちに委託
者に報告し、委託者の指示に従うこと。
⑦従事者の教育を実施すること。

 再委託先による特定個人情
報ファイルの適切な取扱いの
確保

[ 十分に行っている

 ルールの内容及び
ルール遵守の確認方
法

＜福祉総合情報システムにおける措置＞
情報管理室内で行う作業について、作業終了時に返却する又はすみやかに消去することを委託契約書
に定めるとともに、その遵守状況の報告を求め、必要があると認める時は実地確認調査を実施する。

 委託契約書中の特定個人情
報ファイルの取扱いに関する
規定

定めている[

3） 十分に行っていない

 リスクへの対策は十分か
[ 十分である

3） 課題が残されている
2） 十分である1） 特に力を入れている

＜選択肢＞]

 特定個人情報ファイルの取扱いの委託におけるその他のリスク及びそのリスクに対する措置



 その他の措置の内容

 リスクへの対策は十分か
[ 十分である

 特定個人情報の提供・移転に
関するルール

 ルールの内容及び
ルール遵守の確認方
法

＜福祉総合情報システムにおける措置＞
①移転先における情報の利用目的、根拠、情報管理体制等を含む利用条件について、必要な要件を満
たしていることをあらかじめ確認している。

＜情報連携基盤システムにおける措置＞
①移転・提供元によって許可された移転・提供先にのみ移転・提供する。
②定期的に移転・提供元及び移転・提供先に確認する。

定めている[ ]
1） 定めている 2） 定めていない
＜選択肢＞

]

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞

 リスク３：　誤った情報を提供・移転してしまうリスク、誤った相手に提供・移転してしまうリスク

 リスクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①福祉総合情報システム内での移転は、移転先の所属に権限を与えることで行っており、誤った情報の
移転、誤った相手へ移転されない。
②庁内の他システムへの移転については、情報連携基盤システムにおいて、許可のある場合に移転が
行われるため、誤った情報を移転したり、誤った相手に移転されない。

＜情報連携基盤システムにおける措置＞
①許可のない業務システムや端末はシステムに接続できないように制限している。
②許可のない特定個人情報にはアクセスできないように制限している。

 リスクへの対策は十分か
[ 十分である

 リスク２：　不適切な方法で提供・移転が行われるリスク

 リスクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①福祉総合情報システム内での移転は、移転先の所属に権限を与えることで行っており、不適切な方法
で移転が行われることを防止している。
②庁内の他システムへの移転については、情報連携基盤システムを通して行うことにより不適切な方法
で移転が行われることを防止している。

＜情報連携基盤システムにおける措置＞
①許可のない業務システムや端末はシステムに接続できないように制限している。
②許可のない特定個人情報にはアクセスできないように制限している。

 リスクへの対策は十分か
[ 十分である

]

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]

 特定個人情報の提供・移転（委託や情報提供ネットワークシステムを通じた提供を除く。）におけるその他のリスク及びそのリスクに対
する措置

 具体的な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システム内での移転は、福祉総合情報システムで記録を７年間保存する。
②庁内の他システムへの移転については、情報連携基盤システムで記録を保持する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムを利用した特定個人情報の提供・移転は、全て情報照会・提供記録を取得す
る。
②取得した情報照会・提供記録は7年間保存する。

] 提供・移転しない

記録を残している[

[

 リスク１：　不正な提供・移転が行われるリスク

 特定個人情報の提供・移転
の記録

 ５．特定個人情報の提供・移転 （委託や情報提供ネットワークシステムを通じた提供を除く。）

1） 記録を残している 2） 記録を残していない
＜選択肢＞]



 リスク１：　目的外の入手が行われるリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①情報照会機能（※１）により、情報提供ネットワークシステムに情報照会を行う際には、情報提供許可
証の発行と照会内容の照会許可用照合リスト（※２）との照合を情報提供ネットワークシステムに求め、
情報提供ネットワークシステムから情報提供許可証を受領してから情報照会を実施することになる。つま
り、番号利用法上認められた情報連携以外の照会を拒否する機能を備えており、目的外提供やセキュリ
ティリスクに対応している。
②中間サーバーの職員認証・権限管理機能（※３）では、ログイン時の職員認証の他に、ログイン・ログ
アウトを実施した職員、時刻、操作内容の記録が実施されるため、不適切な接続端末の操作や、不適切
なオンライン連携を抑止する仕組みになっている。
（※１）情報提供ネットワークシステムを使用した特定個人情報の照会及び照会した情報の受領を行う機
能。
（※２）番号利用法の規定による情報提供ネットワークシステムを使用した特定個人情報の提供に係る
情報照会者、情報提供者、事務及び特定個人情報を一覧化し、情報照会の可否を判断するために使用
するもの。
（※３）中間サーバーを利用する職員の認証と職員に付与された権限に基づいた各種機能や特定個人
情報へのアクセス制御を行う機能。

 リスクへの対策は十分か
[ 十分である

] 接続しない（提供）[] 接続しない（入手）[ ６．情報提供ネットワークシステムとの接続

1） 特に力を入れている 2） 十分である
＜選択肢＞]

3） 課題が残されている

 リスク３：　入手した特定個人情報が不正確であるリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①中間サーバーは、個人情報保護委員会との協議を経て、総務大臣が設置・管理する情報提供ネット
ワークシステムを使用して、情報提供用個人識別符号により紐付けられた照会対象者に係る特定個人
情報を入手するため、正確な照会対象者に係る特定個人情報を入手することが担保されている。

 リスクへの対策は十分か
[ 十分である

 リスク２：　安全が保たれない方法によって入手が行われるリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①中間サーバーは、個人情報保護委員会との協議を経て、総務大臣が設置・管理する情報提供ネット
ワークシステムを使用した特定個人情報の入手のみ実施できるよう設計されるため、安全性が担保され
ている。

＜中間サーバー･プラットフォームにおける措置＞
①中間サーバーと既存システム、情報提供ネットワークシステムとの間は、高度なセキュリティを維持し
た行政専用のネットワーク（総合行政ネットワーク等）を利用することにより、安全性を確保している。
②中間サーバーと団体についてはVPN等の技術を利用し、団体ごとに通信回線を分離するとともに、通
信を暗号化することで安全性を確保している。

 リスクへの対策は十分か
[ 十分である

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]

]

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞



]
1） 特に力を入れている 2） 十分である
＜選択肢＞

]

3） 課題が残されている

 リスク５：　不正な提供が行われるリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①情報提供機能（※）により、情報提供ネットワークシステムにおける照会許可用照合リストを情報提供
ネットワークシステムから入手し、中間サーバーにも格納して、情報提供機能により、照会許可用照合リ
ストに基づき情報連携が認められた特定個人情報の提供の要求であるかチェックを実施している。
②情報提供機能により、情報提供ネットワークシステムに情報提供を行う際には、情報提供ネットワーク
システムから情報提供許可証と情報照会者へたどり着くための経路情報を受領し、照会内容に対応した
情報を自動で生成して送付することで、特定個人情報が不正に提供されるリスクに対応している。
③例えばDVや虐待等の被害者（DVや虐待等の被害を受ける恐れがある者を含む）の情報など人の生
命、健康、生活または財産を害する恐れがある情報については自動応答を行わないように自動応答不
可フラグを設定し、特定個人情報の提供を行う際に、送信内容を改めて確認し、提供を行うことで、セン
シティブな特定個人情報が不正に提供されるリスクに対応している。
④中間サーバーの職員認証・権限管理機能では、ログイン時の職員認証の他に、ログイン・ログアウト
を実施した職員、時刻、操作内容の記録が実施されるため、不適切な接続端末の操作や、不適切なオ
ンライン連携を抑止する仕組みになっている。

（※）情報提供ネットワークシステムを使用した特定個人情報の提供の要求の受領及び情報提供を行う
機能。

＜中間サーバーの運用における措置＞
①必要に応じて中間サーバー側で取得した情報提供記録を確認する。

 リスクへの対策は十分か
[ 十分である

1） 特に力を入れている 2） 十分である
＜選択肢＞

 リスク４：　入手の際に特定個人情報が漏えい・紛失するリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①中間サーバーは、情報提供ネットワークシステムを使用した特定個人情報の入手のみを実施するた
め、漏えい・紛失のリスクに対応している（※）。
②既存システムからの接続に対し認証を行い、許可されていないシステムからのアクセスを防止する仕
組みを設けている。
③情報照会が完了又は中断した情報照会結果については、一定期間経過後に当該結果を情報照会機
能において自動で削除することにより、特定個人情報が漏えい・紛失するリスクを軽減している。
④中間サーバーの職員認証・権限管理機能では、ログイン時の職員認証の他に、ログイン・ログアウト
を実施した職員、時刻、操作内容の記録が実施されるため、不適切な接続端末の操作や、不適切なオ
ンライン連携を抑止する仕組みになっている。

（※）中間サーバーは、情報提供ネットワークシステムを使用して特定個人情報を送信する際、送信する
特定個人情報の暗号化を行っており、照会者の中間サーバーでしか復号できない仕組みになっている。
そのため、情報提供ネットワークシステムでは復号されないものとなっている。

＜中間サーバー･プラットフォームにおける措置＞
①中間サーバーと既存システム、情報提供ネットワークシステムとの間は、高度なセキュリティを維持し
た行政専用のネットワーク（総合行政ネットワーク等）を利用することにより、漏えい･紛失のリスクに対応
している。
②中間サーバーと団体についてはVPN等の技術を利用し、団体ごとに通信回線を分離するとともに、通
信を暗号化することで漏えい･紛失のリスクに対応している。
③中間サーバー･プラットフォーム事業者の業務は、中間サーバー・プラットフォームの運用、監視・障害
対応等、クラウドサービス事業者の業務は、クラウドサービスの提供であり、業務上、特定個人情報へは
アクセスすることはできない。

 リスクへの対策は十分か
[ 十分である

3） 課題が残されている



]

3） 課題が残されている
1） 特に力を入れている

 情報提供ネットワークシステムとの接続に伴うその他のリスク及びそのリスクに対する措置

＜中間サーバー・ソフトウェアにおける措置＞
①中間サーバーの職員認証・権限管理機能では、ログイン時の職員認証の他に、ログイン・ログアウトを実施した職員、時刻、操作内容
の記録が実施されるため、不適切な接続端末の操作や、不適切なオンライン連携を抑止する仕組みになっている。
②情報連携においてのみ、情報提供用個人識別符号を用いることがシステム上担保されており、不正な名寄せが行われるリスクに対
応している。
＜中間サーバー・プラットフォームにおける措置＞
①中間サーバーと既存システム、情報提供ネットワークシステムとの間は、高度なセキュリティを維持した行政専用のネットワーク（総合
行政ネットワーク等）を利用することにより、安全性を確保している。
②中間サーバーと団体についてはＶＰＮ等の技術を利用し、団体ごとに通信回線を分離するとともに、通信を暗号化することで安全性を
確保している。
③中間サーバー・プラットフォームでは、特定個人情報を管理するデータベースを地方公共団体ごとに区分管理（アクセス制御）してお
り、中間サーバー・プラットフォームを利用する団体であっても他団体が管理する情報には一切アクセスできない。
④特定個人情報の管理を地方公共団体のみが行うことで、中間サーバー・プラットフォームの事業者及びクラウドサービス事業者にお
ける情報漏えい等のリスクを極小化する。

2） 十分である
＜選択肢＞

]

3） 課題が残されている
1） 特に力を入れている 2） 十分である

 リスク７：　誤った情報を提供してしまうリスク、誤った相手に提供してしまうリスク

 リスクに対する措置の内容

＜情報連携基盤システムにおける措置＞
①中間サーバーに保存する特定個人情報を適切な頻度で更新する。

＜中間サーバー・ソフトウェアにおける措置＞
①情報提供機能により、情報提供ネットワークシステムに情報提供を行う際には、情報提供許可証と情
報照会者への経路情報を受領した上で、情報照会内容に対応した情報提供をすることで、誤った相手に
特定個人情報が提供されるリスクに対応している。
②情報提供データベース管理機能（※）により、「情報提供データベースへのインポートデータ」の形式
チェックと、接続端末の画面表示等により情報提供データベースの内容を確認できる手段を準備するこ
とで、誤った特定個人情報を提供してしまうリスクに対応している。
③情報提供データベース管理機能では、情報提供データベースの副本データを既存業務システムの原
本と照合するためのエクスポートデータを出力する機能を有している。

（※）特定個人情報を副本として保存・管理する機能。

 リスクへの対策は十分か
[ 十分である

 リスク６：　不適切な方法で提供されるリスク

 リスクに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①セキュリティ管理機能（※）により、情報提供ネットワークシステムに送信する情報は、情報照会者から
受領した暗号化鍵で暗号化を適切に実施した上で提供を行う仕組みになっている。
②中間サーバーの職員認証・権限管理機能では、ログイン時の職員認証の他に、ログイン・ログアウト
を実施した職員、時刻、操作内容の記録が実施されるため、不適切な接続端末の操作や、不適切なオ
ンライン連携を抑止する仕組みになっている。

（※）暗号化・復号機能と、鍵情報及び照会許可用照合リストを管理する機能。

＜中間サーバー･プラットフォームにおける措置＞
①中間サーバーと既存システム、情報提供ネットワークシステムとの間は、高度なセキュリティを維持し
た行政専用のネットワーク（総合行政ネットワーク等）を利用することにより、不適切な方法で提供される
リスクに対応している。
②中間サーバーと団体についてはVPN等の技術を利用し、団体ごとに通信回線を分離するとともに、通
信を暗号化することで漏えい･紛失のリスクに対応している。
③中間サーバー・プラットフォームの事業者及びクラウドサービス事業者においては、特定個人情報に
係る業務にはアクセスができないよう管理を行い、不適切な方法での情報提供を行えないよう管理して
いる。

 リスクへの対策は十分か
[ 十分である

＜選択肢＞



 ②安全管理体制

 ７．特定個人情報の保管・消去

 リスク１：　特定個人情報の漏えい・滅失・毀損リスク

[

[

]

]

政府機関ではない

十分に整備している

4） 政府機関ではない3） 十分に遵守していない

3） 十分に整備していない

 ⑤物理的対策

 具体的な対策の内容

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、ガバメントクラウド及び庁舎内の情報管理室に設置しており、情報管理室
への入退室を厳重に管理している。
②特定個人情報は、ガバメントクラウド及び情報管理室内に設置された機器に保存される。
③ガバメントクラウドへ完全移行前は、データを定期的に別の電子記録媒体に保存し、別の場所に施錠
保管することで、災害等発生時のデータ復旧に備えている。
④ガバメントクラウドへ完全移行後は、ガバメントクラウド上での遠隔地バックアップ（東京リージョンから
大阪リージョンへのオンラインバックアップ）を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、ガバメントクラウド及び庁舎内の情報管理室に設置し、情報管理室への入
退室を厳重に管理する。
②特定個人情報は、ガバメントクラウド及び情報管理室内に設置された機器に保存する。

＜中間サーバー･プラットフォームにおける措置＞
①中間サーバー･プラットフォームは、政府情報システムのためのセキュリティ評価制度（ISMAP）に登録
されたクラウドサービス事業者が保有・管理する環境に設置し、設置場所のセキュリティ対策はクラウド
サービス事業者が実施する。なお、クラウドサービス事業者は、セキュリティ管理策が適切に実施されて
いるほか、次を満たしている。
・ISO/IEC27017、ISO/IEC27018 の認証を受けている。
・日本国内でデータを保管している。

＜ガバメントクラウドにおける措置＞
①ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたクラ
ウドサービスから調達することとしており、システムのサーバー等は、クラウド事業者が保有・管理する環
境に構築し、その環境には認可された者だけがアクセスできるよう適切な入退室管理策を行っている。
②事前に許可されていない装置等に関しては、外部に持出できないこととしている。

＜電子申請システムにおける措置＞
①活用するクラウドサービス基盤は、「政府情報システムにおけるクラウドサービスの利用に係る基本方
針」がセキュリティクラウド認証等として掲げるISO/IEC27017、米国FedRAMP、AICPASOC2/SOC3等に
対応しており、そのデータセンターへのアクセスを厳密に統制している。
②スタッフへの権限の付与及び最低2回以上の2要素認証によるデータセンターのフロアへのアクセス制
限を始め、監視カメラや侵入検知システムなどの手段による厳重な管理が行われている。

 ③安全管理規程

 ④安全管理体制・規程の職
員への周知

十分に行っている

[

[

[

]

]十分に周知している

十分に整備している

3） 十分に行っていない
1） 特に力を入れて行っている 2） 十分に行っている
＜選択肢＞

2） 十分に周知している1） 特に力を入れて周知している
＜選択肢＞

2） 十分に整備している1） 特に力を入れて整備している

]

＜選択肢＞

1） 特に力を入れて整備している 2） 十分に整備している
＜選択肢＞

3） 十分に整備していない

3） 十分に周知していない

＜選択肢＞
1） 特に力を入れて遵守している 2） 十分に遵守している ①NISC政府機関統一基準群



 ⑥技術的対策

 具体的な対策の内容

＜福祉総合情報システムにおける措置＞
名古屋市情報セュキュリティ対策基準等に準拠し、以下の通り対策を実施している。
①セキュリティ機器等を導入し、アクセス制限を行っている。
②ウイルス対策ソフトウェアを導入し、パターンファイルは常に最新のものに更新している。
③導入しているＯＳ及びミドルウェアについて、必要に応じて修正プログラムの適用を行っている。
④端末のインターネットへの接続を禁止している。
⑤サーバーと端末間の通信について暗号化している。

＜情報連携基盤システムにおける措置＞
名古屋市情報セュキュリティ対策基準等に準拠し、以下の通り対策を実施している。
①セキュリティ機器等を導入し、アクセス制限、侵入検知及び侵入防止を行う。
②ウイルス対策ソフトウェアを導入する。
③導入しているＯＳ及びミドルウェアについて、必要に応じてセキュリティパッチの適用を行う。

＜中間サーバー･プラットフォームにおける措置＞
①中間サーバー・プラットフォームではUTM（コンピュータウイルスやハッキングなどの脅威からネット
ワークを効率的かつ包括的に保護する装置）等を導入し、アクセス制限、侵入検知及び侵入防止を行う
とともに、ログの解析を行う。
②中間サーバー・プラットフォームでは、ウイルス対策ソフトを導入し、パターンファイルの更新を行う。
③導入しているＯＳ及びミドルウェアについて、必要に応じてセキュリティパッチの適用を行う。
④中間サーバー・プラットフォームは、政府情報システムのためのセキュリティ評価制度（ISMAP）に登録
されたクラウドサービス事業者が保有・管理する環境に設置し、インターネットとは切り離された閉域ネッ
トワーク環境に構築する。
⑤中間サーバーのデータベースに保存される特定個人情報は、中間サーバー・プラットフォームの事業
者及びクラウドサービス事業者がアクセスできないよう制御を講じる。
⑥中間サーバーと団体についてはVPN等の技術を利用し、団体ごとに通信回線を分離するとともに、通
信を暗号化することで安全性を確保している。
⑦中間サーバー・プラットフォームの移行の際は、中間サーバー・プラットフォームの事業者において、移
行するデータを暗号化した上で、インターネットを経由しない専用回線を使用し、VPN等の技術を利用し
て通信を暗号化することでデータ移行を行う。
＜ガバメントクラウドにおける措置＞
①国及びクラウド事業者は利用者のデータにアクセスしない契約等となっている。
②地方公共団体が委託したASP(「地方公共団体情報システムのガバメントクラウドの利用について【第
2.1版】」（令和６年７月デジタル庁。以下「利用について」という。）に規定する「ASP」をいう。以下同じ。)又
はガバメントクラウド運用管理補助者（「利用について」に規定する「ガバメントクラウド運用管理補助者」
をいう。以下同じ。）は、ガバメントクラウドが提供するマネージドサービスにより、ネットワークアクティビ
ティ、データアクセスパターン、アカウント動作等について継続的にモニタリングを行うとともに、ログ管理
を行う。
③クラウド事業者は、ガバメントクラウドに対するセキュリティの脅威に対し、脅威検出やDDos対策を24
時間365日講じる。
④クラウド事業者は、ガバメントクラウドに対し、ウイルス対策ソフトを導入し、パターンファイルの更新を
行う。
⑤地方公共団体が委託したASP又はガバメントクラウド運用管理補助者は、導入しているOS及びミドル
ウエアについて、必要に応じてセキュリティパッチの適用を行う。
⑥ガバメントクラウドの特定個人情報を保有するシステムを構築する環境は、インターネットとは切り離さ
れた閉域ネットワークで構成する。
⑦地方公共団体やASP又はガバメントクラウド運用管理補助者の運用保守地点からガバメントクラウド
への接続については、閉域ネットワークで構成する。
⑧地方公共団体が管理する業務データは、国及びクラウド事業者がアクセスできないよう制御を講じる。

＜電子申請システムにおける措置＞
①仮想サーバーの操作を行うことが可能なコンソール（マネジメントコンソール）へのアクセスは、ID・パス
ワードによる認証とTOTP（Time-Based One-Time Password）による二段階認証を強制する対策を実施
している。
②操作についてはクラウドサービス基盤の機能を活用することで、操作に関するログを取得し、当該設
備のリソースに対する操作者及び操作を特定できる対策を実施している。
③セキュリティ対策のためのシステムを導入し、アクセス制限、不正アクセスの検知及び防御を行ってい
る。
④ウイルスやマルウェア等への対策としてOS、ミドルウェア等を定期的に最新バージョンにアップデート
している。

十分に行っている

十分に行っている

[

[

3） 十分に行っていない
2） 十分に行っている1） 特に力を入れて行っている

＜選択肢＞

 ⑦バックアップ
3） 十分に行っていない

]

]
1） 特に力を入れて行っている 2） 十分に行っている
＜選択肢＞



十分に行っている[

 ⑨過去３年以内に、評価実施
機関において、個人情報に関
する重大事故が発生したか

[ 発生あり

 その内容
本市の事業の受託業者が、事業の参加者に対してアンケート調査の依頼を電子メールにて一括送信
する際、本来「BCC」欄を使用すべきところ、誤って「宛先」欄を使用し、電子メールアドレス（121名分）を
他の参加者から閲覧できる状態で送信した。

 再発防止策の内容
受託業者に対し、個人情報の取扱いについて誤りのないよう指示徹底した。
電子メールを一括送信する際は複数の職員で確認するように指導を行った。

 ⑧事故発生時手順の策定・
周知 3） 十分に行っていない

1） 特に力を入れて行っている 2） 十分に行っている
＜選択肢＞]

＜選択肢＞
1） 発生あり 2） 発生なし

]

 その他の措置の内容 ―

 リスクへの対策は十分か
[ 十分である

 ⑩死者の個人番号 [ 保管している

 具体的な保管方法
＜福祉総合情報システム・情報連携基盤システムにおける措置＞
①死者以外の個人番号と同様に管理する。

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞]

1） 保管している 2） 保管していない
＜選択肢＞]

 特定個人情報の保管・消去におけるその他のリスク及びそのリスクに対する措置

 その他の措置の内容 ―

 リスクへの対策は十分か
[ 十分である ]

3） 課題が残されている
1） 特に力を入れている 2） 十分である
＜選択肢＞

 手順の内容

＜福祉総合情報システムにおける措置＞
①保管期間の過ぎた特定個人情報は年１回一括処理により消去する。

＜情報連携基盤システムにおける措置＞
①保管期間が過ぎた情報は定期的（月1回）に削除する。
②接続する業務システムからの不要となった情報の削除要求に基づき、削除する。

＜ガバメントクラウドにおける措置＞
データの復元がなされないよう、クラウド事業者において、NIST 800-88、ISO/IEC27001等に準拠したプ
ロセスにしたがって確実にデータを消去する。

＜電子申請システムにおける措置＞
名古屋市からサービス提供業者に対して依頼することで消去する。

 リスク２：　特定個人情報が古い情報のまま保管され続けるリスク

 リスクに対する措置の内容

＜情報連携基盤システムにおける措置＞
①住民については、既存住民基本台帳システムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤システムを利用する各事務において住民基本台帳ネット
ワークシステムを利用するなどして正確な情報に更新する。

＜事務における措置＞
①年に１度、支給認定保護者に対して、現況届の提出を求め情報を更新するように努める。
②定期的に異動リストを作成し、情報を変更する。

＜電子申請システムにおける措置＞
市民等は申請ごとに申請情報を入力するため、リスクは発生しない。

 リスクへの対策は十分か
[ 十分である

1） 定めている 2） 定めていない

3） 課題が残されている
2） 十分である1） 特に力を入れている

＜選択肢＞

＜選択肢＞]

]

 リスク３：　特定個人情報が消去されずいつまでも存在するリスク

 消去手順 [ 定めている



3) 十分に行っていない
2) 十分に行っている1) 特に力を入れて行っている

]十分に行っている[
 ②監査

＜選択肢＞

Ⅳ　その他のリスク対策 ※

 １．監査

 ①自己点検
十分に行っている[ ＜選択肢＞

1) 特に力を入れて行っている 2) 十分に行っている
3) 十分に行っていない

]

 具体的なチェック方法

 具体的な内容

＜事務上における措置＞
①定期的に自己点検を実施するように周知する。
②事務委託先事業者に対しても定期的な自己点検の実施及び実施報告を求める。

＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、1年に1回、自己点検を実施する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携基盤システムでの特定個人情報ファイルの取り扱いが、
本評価書及び運用規則等のとおり適切に実施されていることを確認するために、情報連携基盤システム
の運用に携わる職員については年一回、システム開発・運用保守業者については月一回の自己点検を
実施することとしている。

＜中間サーバー･プラットフォームにおける措置＞
①運用規則等に基づき、中間サーバー･プラットフォームの運用に携わる職員及び事業者に対し、定期
的に自己点検を実施することとしている。

＜電子申請システムにおける措置＞
サービス提供業者において、定期的に自己点検を実施する。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が自己点検の内容及び実際の情報取扱い状況について点
検する。
②事務委託先事業者に対しても契約上定めた遵守事項、管理事項が守られているか、本市職員が点検
する。

＜福祉総合情報システムにおける措置＞
①情報保護に関する外部監査、内部監査又は内部点検を、少なくとも年１回実施する。

＜情報連携基盤システムにおける措置＞
①「名古屋市における特定個人情報の適正な取扱いに関する方針」に基づき、情報連携基盤システム
における特定個人情報の管理の状況の点検又は情報セキュリティ監査を実施する。
②①の実施結果に応じて必要な改善措置を講じる。

＜中間サーバー･プラットフォームにおける措置＞
①運用規則等に基づき、中間サーバー・プラットフォームについて、定期的に監査を行うこととしている。
②政府情報システムのためのセキュリティ評価制度（ISMAP）に登録されたクラウドサービス事業者は、
定期的にISMAP監査機関リストに登録された監査機関による監査を行うこととしている。

＜ガバメントクラウドにおける措置＞
ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたクラウ
ドサービスから調達することとしており、ISMAPにおいて、クラウドサービス事業者は定期的にISMAP監
査機関リストに登録された監査機関による監査を行うこととしている。

＜電子申請システムにおける措置＞
定期的に外部監査を実施するサービスを利用している。



＜中間サーバー･プラットフォームにおける措置＞
①中間サーバー・プラットフォームを活用することにより、政府情報システムのためのセキュリティ評価制度（ISMAP）に登録されたクラウ
ドサービス事業者による高レベルのセキュリティ管理（入退室管理等）、ITリテラシーの高い運用担当者によるセキュリティリスクの低
減、及び技術力の高い運用担当者による均一的で安定したシステム運用・監視を実現する。

＜ガバメントクラウドにおける措置＞
ガバメントクラウド上での業務データの取扱いについては、当該業務データを保有する地方公共団体及びその業務データの取扱いにつ
いて委託を受けるASP又はガバメントクラウド運用管理補助者が責任を有する。
ガバメントクラウド上での業務アプリケーションの運用等に障害が発生する場合等の対応については、原則としてガバメントクラウドに起
因する事象の場合は、国はクラウド事業者と契約する立場から、その契約を履行させることで対応する。また、ガバメントクラウドに起因
しない事象の場合は、地方公共団体に業務アプリケーションサービスを提供するASP又はガバメントクラウド運用管理補助者が対応す
るものとする。
具体的な取り扱いについて、疑義が生じる場合は、地方公共団体とデジタル庁及び関係者で協議を行う。

 ２．従業者に対する教育・啓発

[ ]

 ３．その他のリスク対策

十分に行っている

 具体的な方法

3) 十分に行っていない
1) 特に力を入れて行っている 2) 十分に行っている

＜名古屋市における措置＞
①「名古屋市における特定個人情報の適正な取扱いに関する方針」に基づき、特定個人情報の保護責
任者、特定個人情報を取扱うシステム所管課長及び所管課長、各事務取扱担当者等に対して、特定個
人情報の適正な管理に関する研修をおおむね1年ごとに行う。
②「名古屋市における特定個人情報の適正な取扱いに関する方針」に基づき、特定個人情報を取扱うシ
ステムを利用する職員に対して、システムの運用及びセキュリティ対策に関する研修をおおむね1年ごと
に行う。
③「名古屋市における特定個人情報の適正な取扱いに関する方針」に基づき、その他の特定個人情報
を取扱う職員に対して特定個人情報の安全管理に関する研修をおおむね1年ごとに実施する。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が自己点検の内容及び実際の情報取扱い状況について点
検する。
②事務委託先事業者に対しても契約上定めた遵守事項、管理事項が守られているか、本市職員が点検
する。

＜福祉総合情報システムにおける措置＞
①情報保護に関する外部監査、内部監査又は内部点検を、少なくとも年１回実施する。

＜情報連携基盤システムにおける措置＞
委託業者に対して、番号利用法及び関連法令の順守、機密保持及び従事者への情報の取り扱いに関
する教育を求める。

＜中間サーバー･プラットフォームにおける措置＞
①ＩＰＡ（情報処理推進機構）が提供する最新の情報セキュリティ教育用資料等を基にセキュリティ教育
資料を作成し、中間サーバー･プラットフォームの運用に携わる職員及び事業者に対し、運用規則（接続
運用規程等）や情報セキュリティに関する教育を年次（年2回）及び随時（新規要員着任時）実施すること
としている。

＜違反行為を行った場合の措置＞
違反行為を行った場合は関係法令等に基づき厳正に対処する。

＜電子申請システムにおける措置＞
①サービス提供業者に対して、番号利用法及び関連法令の順守、機密保持及び従事者への情報の取
扱いに関する教育を求める。

 従業者に対する教育・啓発
＜選択肢＞



Ⅴ　開示請求、問合せ
 １．特定個人情報の開示・訂正・利用停止請求

 ①請求先
郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市スポーツ市民局市民生活部市政情報課

 ②請求方法 個人情報の保護に関する法律に基づき、必要事項を記載した開示・訂正・利用停止請求書を提出する。

 特記事項 開示請求について、市公式ウェブサイト上に、請求先、請求方法、請求書様式等を掲載している。

 ③手数料等
[ 無料 ] ＜選択肢＞

1) 有料 2) 無料

（手数料額、納付方法： ）

 ④個人情報ファイル簿の公表 [ 行っている ] ＜選択肢＞
1) 行っている 2) 行っていない

 個人情報ファイル名 子ども・子育て支援ファイル

 公表場所 市民情報センター、区役所情報コーナー、市公式ウェブサイト

 ②対応方法 問い合わせの受付時に受付票を起票し、対応について記録を残す。

 ⑤法令による特別の手続 －

 ⑥個人情報ファイル簿への不
記載等

－

 ２．特定個人情報ファイルの取扱いに関する問合せ

 ①連絡先

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市子ども青少年局保育部幼保企画課
052-972-4644



 ①実施日

 ②方法

 ④主な意見の内容

 ⑤評価書への反映

名古屋市個人情報保護審議会による点検

 ３．第三者点検

Ⅵ　評価実施手続

 ①方法

―
 ③期間を短縮する特段の理
由

 ２．国民・住民等からの意見の聴取

 ②実施日・期間 令和8年1月26日から令和8年2月25日まで

名古屋市パブリックコメント制度要綱に基づき、パブリックコメントによる意見聴取を実施する。
パブリックコメントの実施に際しては、広報紙に公表する旨の記事を掲載し、市ホームページ、区役所情
報コーナー及び市民情報センターにて全文を閲覧、取得できる。

 １．基礎項目評価

 ①実施日 令和7年9月1日

 ②しきい値判断結果

基礎項目評価及び全項目評価の実施が義務付けられる[ ]

 ４．個人情報保護委員会の承認　【行政機関等のみ】

 ①提出日

 ②個人情報保護委員会によ
る審査

 ③結果

4) 特定個人情報保護評価の実施が義務付けられない（任意に全項目評価を実施）
3) 基礎項目評価の実施が義務付けられる（任意に全項目評価を実施）
2) 基礎項目評価及び重点項目評価の実施が義務付けられる（任意に全項目評価を実施）
1) 基礎項目評価及び全項目評価の実施が義務付けられる
＜選択肢＞



平成28年12月15日

Ⅰ　基本情報
６．情報提供ネットワークシス
テムによる情報連携
　②法令上の根拠

(別表第二における情報照会の根拠)
別表第2 　116項

(別表第二における情報照会の根拠)
別表第2    13項  番号法別表第二の主務省令
で定める事務及び情報を定める命令第10条の3
別表第2　116項　番号法別表第二の主務省令
で定める事務及び情報を定める命令第59条の2

事後

原則重要な変更に該当する
が、形式的な変更のため該当
せず

主務省令の改正に伴う変更

平成28年12月15日

Ⅰ　基本情報
５．個人番号の利用
　　法令上の根拠

別表第1　　94項　番号法別表第一の主務省令
で定める事務を定める命令第68条第1項～第5
項
番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用及び特定個人情報の提供に関する条
例（案）

別表第1　　 8項　番号法別表第一の主務省令
で定める事務を定める命令第 8条第7項
別表第1　　94項　番号法別表第一の主務省令
で定める事務を定める命令第68条第1項～第5
項
番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

事後

原則重要な変更に該当する
が、形式的な変更のため該当
せず

番号法等の改正に伴う修正

主務省令の改正に伴う変更及
び文言の整理

（別添３）変更箇所
変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅱ　特定個人情報ファイルの
概要
５．特定個人情報の提供・移
転（委託に伴うものを除く。）
移転先１
①法令上の根拠

番号法第9条第2項に基づく○○に関する条例
（予定）

番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

事後
重要な変更に該当せず

条例制定による

平成28年12月15日

Ⅱ　特定個人情報ファイルの
概要
２．基本情報
⑤保有開始日

平成28年1月（予定）。ただし、生活保護参照情
報、ひとり親手当参照情報、身体障害者手帳情
報、愛護手帳情報、精神障害者保健福祉手帳
情報、特別児童扶養手当受給状況、住民税情
報については、評価実施時においては番号利
用条例が未制定のため保有しないが、条例が
制定された場合に保有する予定である。

平成28年1月。ただし、生活保護参照情報、ひと
り親手当参照情報、身体障害者手帳情報、愛
護手帳情報、精神障害者保健福祉手帳情報、
特別児童扶養手当受給状況、住民税情報につ
いては、評価実施時においては番号利用条例
が未制定のため保有しないが、条例が制定され
た場合に保有する予定である。

事後
重要な変更に該当せず

文言の整理

平成28年12月15日

Ⅰ　基本情報
７．評価実施機関における担
当部署
②所属長

保育企画室長　加藤　仁 保育企画室長　竹内　美久 事後
重要な変更に該当せず
人事異動



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　3.特定個人情報の利用リ
スク2 特定個人情報の使用の
記録 具体的な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②情報照会・提供記録は7年間保管する。

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等利用する業務システム側で特定できる記録を
残す。）

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

平成28年12月15日

Ⅱ　特定個人情報ファイルの
概要
５．特定個人情報の提供・移
転（委託に伴うものを除く。）
移転先３
①法令上の根拠

番号法第9条第2項に基づく○○に関する条例
（予定）

番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

事後
重要な変更に該当せず
条例制定による

平成28年12月15日

Ⅱ　特定個人情報ファイルの
概要
５．特定個人情報の提供・移
転（委託に伴うものを除く。）
移転先２
①法令上の根拠

番号法第9条第2項に基づく○○に関する条例
（予定）

番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

事後 重要な変更に該当せず
条例制定による



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　4.特定個人情報ファイルの
取扱の委託 特定個人情報
ファイルの取扱の記録　具体
的な方法

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを3年間保
存する。

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを5年間保
存する。

事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず

保存期間の延長による変更

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　3.特定個人情報の利用リ
スク4 特定個人情報ファイル
が不正に複製されるリスク　リ
スクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①システムで保有するデータの抽出は、業務で
やむをえず必要な場合、内容に限定し、抽出で
きるユーザーを限定する。
②システムで保有するデータを抽出した場合
は、暗号化又はパスワードを設定し保存し、不
要となった場合は、速やかに消去する。
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号法
により罰せられることを職員に研修等により周
知する。
④違反行為を行った場合は、番号法の罰則規
定により措置を講じる。
⑤システムの操作ログ、アクセスログを記録す
る。

＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①情報連携基盤システム・中間サーバーを利用
する端末では、許可のない外部記録媒体の使
用を禁止する。

＜福祉総合情報システムにおける措置＞
①システムで保有するデータの抽出は、業務で
やむをえず必要な場合、内容に限定し、抽出で
きるユーザーを限定する。
②システムで保有するデータを抽出した場合
は、暗号化又はパスワードを設定し保存し、不
要となった場合は、速やかに消去する。
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号法
により罰せられることを職員に研修等により周
知する。
④違反行為を行った場合は、番号法の罰則規
定により措置を講じる。
⑤システムの操作ログ、アクセスログを記録す
る。

＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①情報連携基盤システム・中間サーバーを利用
する端末では、許可のない外部記録媒体の使
用を禁止する。
②必要最低限の利用者又は業務システムに対
して必要最低限の出力しかできないアクセス権
を設定する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　7.特定個人情報の保管・
消去　リスク１ 評価実施機関
において、個人情報に関する
重大事故が発生したか　その
内容

<ケース1>
約600人分の個人情報の記録されたUSBメモリ
を金庫から取り出した後に、窓口で市民に声を
かけられ対応しているうちに庁舎内でUSBメモリ
を紛失した。紛失したUSBメモリに記録されてい
た個人情報の不正利用については確認されて
いない。
<ケース2>
132名の登録者に対し、情報提供の為に電子
メールを一括送信する際、本来｢BCC｣欄を使用
すべきところを｢CC｣欄を使用したため、お互い
の電子メールアドレスが判別できる状況となっ
た。漏えいした電子メールアドレスの不正利用
については確認されていない。
<ケース3>
863の事業所に対し、情報提供のため電子メー
ルを一括送信する際、本来「BCC」欄を使用す
べきところ誤って「宛先」欄を使用したため、お互
いの電子メールアドレスが判別できる状況と
なった。863のメールアドレスのうち個人が特定
できる恐れのあるメールアドレスは462 件あっ
た。漏えいした電子メールアドレスの不正利用
については確認されていない。
<ケース4>
184名分の個人情報の記録されたUSBメモリを
用いてデータの移行作業をしていたところ、別の
電話の応対などをしているうちに事務室内で
USBメモリを紛失した。紛失したUSBメモリに記
録されていた個人情報の不正利用については
確認されていない。

<ケース1>
863の事業所に対し、情報提供のため電子メー
ルを一括送信する際、本来「BCC」欄を使用す
べきところ誤って「宛先」欄を使用したため、お互
いの電子メールアドレスが判別できる状況と
なった。863のメールアドレスのうち個人が特定
できる恐れのあるメールアドレスは462 件あっ
た。漏えいした電子メールアドレスの不正利用
については確認されていない。
<ケース2>
184名分の個人情報の記録されたUSBメモリを
用いてデータの移行作業をしていたところ、別の
電話の応対などをしているうちに事務室内で
USBメモリを紛失した。紛失したUSBメモリに記
録されていた個人情報の不正利用については
確認されていない。

事後
重要な変更に該当せず

事例の変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　7.特定個人情報の保管・
消去　リスク3 特定個人情報
が消去されずいつまでも存在
するリスク　手順の内容

＜福祉総合情報システムにおける措置＞
①保管期間の過ぎた特定個人情報は年１回一
括処理により消去する。

＜情報連携基盤システムにおける措置＞
①不要となった情報は定期的に削除する。

＜福祉総合情報システムにおける措置＞
①保管期間の過ぎた特定個人情報は年１回一
括処理により消去する。

＜情報連携基盤システムにおける措置＞
①保管期間が過ぎた情報は定期的に削除す
る。
②接続する業務システムからの不要となった情
報の削除要求に基づき、削除する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

平成28年12月15日

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　7.特定個人情報の保管・
消去　リスク１ 評価実施機関
において、個人情報に関する
重大事故が発生したか　再発
防止策

<ケース1、4>
外部記録媒体の利用を原則禁止とし、例外的に
利用する場合についても利用範囲の限定、外
部記録媒体管理の厳格化、紛失に備えストラッ
プやキーホルダーの装着に努める、機密情報を
保存する場合の暗号化実施等のルールを定め
た。またケース4の当該業務に関しては外部記
録媒体を利用せずに、ネットワークを介して作業
ができるようにシステム改修を行った。
<ケース2、ケース3>
｢あて先｣、｢CC｣に複数の外部メールアドレスが
含まれているときに、自動的に｢BCC｣の扱いに
修正する機能を持った機器を導入した。

<ケース１>
｢あて先｣、｢CC｣に複数の外部メールアドレスが
含まれているときに、自動的に｢BCC｣の扱いに
修正する機能を持った機器を導入した。

<ケース2>
外部記録媒体の利用を原則禁止とし、例外的に
利用する場合についても利用範囲の限定、外
部記録媒体管理の厳格化、紛失に備えストラッ
プやキーホルダーの装着に努める、機密情報を
保存する場合の暗号化実施等のルールを定め
た。またケース2の当該業務に関しては外部記
録媒体を利用せずに、ネットワークを介して作業
ができるようにシステム改修を行った。

事後
重要な変更に該当せず

事例の変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日

Ⅳその他のリスク対策　1.監査
①自己点検　具体的なチェック
方法

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。

＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。

＜情報連携基盤システムにおける措置＞
①運用規則等に基づき、情報連携基盤システ
ムの運用に携わる職員及び事業者に対し、定
期的に自己点検を実施することとしている。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。

＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携
基盤システムでの特定個人情報ファイルの取り
扱いが、本評価書及び運用規則等のとおり適切
に実施されていることを確認するために、情報
連携基盤システムの運用に携わる職員及びシ
ステム開発・運用保守業者が定期的に自己点
検を実施することとしている。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成28年12月15日
Ⅳその他のリスク対策　1.監査
②監査　具体的な内容

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。

＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムについて、監査を行
う。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。

＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。

＜情報連携基盤システムにおける措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、情報連携基盤
システムにおける特定個人情報の管理の状況
の点検又は情報セキュリティ監査を実施する。
②①の実施結果に応じて必要な改善措置を講
じる。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成31年4月26日

Ⅰ　基本情報
２．特定個人情報ファイルを取
り扱う事務において使用する
システム
　システム4　課税照会システ
ム

①システムの名称　課税照会システム　など 削除 事後

重要な変更に該当せず

課税資料照会システムの廃止
による変更

平成28年12月15日

Ⅳその他のリスク対策　2．従
業者に対する教育・啓発　従
業者に対する教育・啓発　具
体的な方法

＜名古屋市における措置＞
①職員に対して、個人情報保護に関する研修を
行う。

＜事務上における措置＞
①年１回、４月の事務担当者会、また随時行わ
れる嘱託職員研修等において、個人情報に関
する研修を行う。

＜福祉総合情報システム、情報連携基盤システ
ムにおける措置＞
①委託業者に対して、番号法及び関連法令の
遵守、機密保持及び従事者への情報の取扱い
に関する教育を求める。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームの運用に携わ
る職員及び事業者に対し、セキュリティ研修等
を実施することとしている。
②中間サーバー･プラットフォームの業務に就く
場合は、運用規則等について研修を行うことと
している。

＜名古屋市における措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、特定個人情報
の保護責任者、特定個人情報を取扱うシステム
所管課長及び所管課長、各事務取扱担当者等
に対して、特定個人情報の適正な管理に関する
研修をおおむね１年ごとに行う。
②「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、徳的個人情報
を取扱うシステムを利用する職員に対して、シス
テムの運用及びセキュリティ対策に関する研修
をおおむね1年ごとに行う。
③「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、その他の特定
個人情報を取扱う職員に対して特定個人情報
の安全管理に関する研修をおおむね１年ごとに
実施する。
＜事務上における措置＞
①年１回、４月の事務担当者会、また随時行わ
れる嘱託職員研修等において、個人情報に関
する研修を行う。
＜福祉総合情報システム、情報連携基盤システ
ムにおける措置＞
①委託業者に対して、番号法及び関連法令の
遵守、機密保持及び従事者への情報の取扱い
に関する教育を求める。
＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームの運用に携わ
る職員及び事業者に対し、セキュリティ研修等
を実施することとしている。
②中間サーバー･プラットフォームの業務に就く
場合は、運用規則等について研修を行うことと
している。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成31年4月26日 （別添１）事務の内容 事務番号①区役所区民福祉部民生子ども課 事務番号①区役所民生子ども課 事後
重要な変更に該当せず
部署名の変更

平成31年4月26日 （別添１）事務の内容

図⑧課税照会システム、図⑨～⑱
事務番号⑧税額更正等があり利用料を算定し
なおす必要がある場合等、限られた場合のみ課
税照会システムにより課税情報を照会。事務番
号⑨～⑱

図⑧削除、図⑧～⑰
事務番号⑧削除、事務番号⑧～⑰ 事後

重要な変更に該当せず
取り扱いの修正

平成31年4月26日

Ⅰ　基本情報
７．評価実施機関における担
当部署

②所属長
保育企画室長　竹内　美久

②所属長の役職名
保育企画室長

事後
重要な変更に該当せず
様式の変更

平成31年4月26日

Ⅱ　ファイルの概要
５．特定個人情報の提供・移
転（委託に伴うものを除く。）

移転を行っている 3件
移転先1 　健康福祉局生活福祉部保護課、区
役所区民福祉部民生子ども課、支所区民福祉
課
移転先2　子ども青少年局子育て支援部子育て
支援課、区保健所保健予防課、中央児童相談
所、西部児童相談所
移転先3　子ども青少年局子育て支援部子ども
福祉課、区役所区民福祉部民生子ども課、区役
所支所区民福祉課、中央児童相談所、西部児
童相談所

移転を行っている 2件
移転先1　子ども青少年局子育て支援部子育て
支援課、区保健所保健予防課
移転先2　子ども青少年局子育て支援部子ども
福祉課、区役所区民福祉部民生子ども課、区役
所支所区民福祉課、中央児童相談所、西部児
童相談所、東部児童相談所
移転先3　削除
※移転先 1①～⑦削除、移転先 2①～⑦の内
容を移転先1①～⑦に転記、移転先3①～⑦の
内容を移転先2①～⑦に転記

事後
重要な変更に該当せず

移転先の変更

平成31年4月26日

Ⅱ　ファイルの概要
３．特定個人情報の入手・使
用
⑦使用の主体
使用部署

子ども青少年局保育部保育企画室　、子ども青
少年局保育部保育運営課　、財政局税務部債
権回収室、区役所区民福祉部民生子ども課　、
支所区民福祉課　、公立保育所

子ども青少年局保育部保育企画室　、子ども青
少年局保育部保育運営課　、子ども青少年局企
画経理課、区役所民生子ども課　、支所区民福
祉課　、公立保育所

事後

原則重要な変更に該当するが
組織の名称の変更のため該
当せず
部署名、組織編制の変更

平成31年4月26日

Ⅱ　ファイルの概要
３．特定個人情報の入手・使
用
①入手元

市民経済局地域振興部住民課(既存住民基本
台帳システム)、財政局税務部市民税課、健康
福祉局生活福祉部保護課、健康福祉局生活福
祉部医療福祉課、健康福祉局障害福祉部障害
企画課、子ども青少年局子ども未来企画部子ど
も未来企画室、子ども青少年局子育て支援部
子育て支援課

市民経済局地域振興部住民課(既存住民基本
台帳システム)、財政局税務部市民税課、健康
福祉局生活福祉部保護課、健康福祉局生活福
祉部医療福祉課、健康福祉局障害福祉部障害
企画課、子ども青少年局子ども未来企画部子ど
も未来企画室、子ども青少年局子育て支援部
子育て支援課

事後

原則重要な変更に該当する
が、組織の名称の変更のため
該当せず
入手元の追加、部署名の変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成31年4月26日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
リスク１：　目的外の入手が行
われるリスク
必要な情報以外を入手するこ
とを防止するための措置の内
容

＜課税資料照会システムにおける措置＞
端末での閲覧機能のみであり、プリンタからの
印刷やファイルの保存はできない仕組みとなっ
ている。

削除 事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず
課税資料照会システムの廃止
による変更

平成31年4月26日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
リスク１：　目的外の入手が行
われるリスク
対象者以外の情報の入手を
防止するための措置の内容

＜課税資料照会システムにおける措置＞
基本4情報や本市共通の宛名番号(住民番号に
よる)によって、対象者の特定を厳格に行ったう
えで、課税資料を閲覧する。

削除 事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず
課税資料照会システムの廃止
による変更

平成31年4月26日

（別添２）ファイルの記録項目
６　参照情報　(２　世帯情報で
登録された世帯員にかかる情
報)

－

【妊娠届出情報】届出日、母子手帳番号、届出
区分、母子手帳返還日、分娩予定日
【医療乳障母異動情報】証番号、取得年月日、
喪失年月日、（ひとり親）保険種別、（ひとり親）
保険者番号

事後
重要な変更に該当せず
参照情報の追加

平成31年4月26日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策　3.特定個人情報の利用
リスク2 特定個人情報の使用
の記録 具体的な方法

＜福祉総合情報システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード又は生体認証による認証を実施
する。
＜情報連携基盤システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード又は生体認証による認証を実施
する。
②システム連携時には、システムの認証を実施
する。

＜福祉総合情報システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
＜情報連携基盤システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
②システム連携時には、システムの認証を実施
する。

事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず

二要素認証の導入



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

平成31年4月26日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策　7.特定個人情報の保
管・消去
リスク１：特定個人情報の漏え
い・減失・毀損リスク
⑨　再発防止策の内容

<ケース1>
｢あて先｣、｢CC｣に複数の外部メールアドレスが
含まれているときに、自動的に｢BCC｣の扱いに
修正する機能を持った機器を導入した。

<ケース2>
外部記録媒体の利用を原則禁止とし、例外的に
利用する場合についても利用範囲の限定、外
部記録媒体管理の厳格化、紛失に備えストラッ
プやキーホルダーの装着に努める、機密情報を
保存する場合の暗号化実施等のルールを定め
た。またケース2の当該業務に関しては外部記
録媒体を利用せずに、ネットワークを介して作業
ができるようにシステム改修を行った。

委託業務で使用する外部記録媒体の管理取り
扱いについて規定を定め、外部記録媒体の適
切な利用管理及び個人情報保護の徹底を図っ
た。

事後
重要な変更に該当せず

取組内容の変更による変更

平成31年4月26日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策　7.特定個人情報の保
管・消去
リスク１：特定個人情報の漏え
い・減失・毀損リスク
⑨　その内容

<ケース1>
863の事業所に対し、情報提供のため電子メー
ルを一括送信する際、本来「BCC」欄を使用す
べきところ誤って「宛先」欄を使用したため、お互
いの電子メールアドレスが判別できる状況と
なった。863のメールアドレスのうち個人が特定
できる恐れのあるメールアドレスは462 件あっ
た。漏えいした電子メールアドレスの不正利用
については確認されていない。
<ケース2>
184名分の個人情報の記録されたUSBメモリを
用いてデータの移行作業をしていたところ、別の
電話の応対などをしているうちに事務室内で
USBメモリを紛失した。紛失したUSBメモリに記
録されていた個人情報の不正利用については
確認されていない。

過去に委託事業で使用していた約400人分の個
人情報の記録されたMOディスクが紛失している
ことが判明した。紛失したMOディスクに記録さ
れていた個人情報の不正利用については確認
されていない。

事後
重要な変更に該当せず

該当事例の変更による変更

令和2年11月2日

Ⅰ　基本情報　1;特定個人情
報ファイルを取り扱う事務　②
事務の内容　（５）

公立施設幼児主食費の収滞納管理・滞納整理
事務
公立施設を利用する幼児クラスの子どもの主食
費について、収滞納の管理・滞納整理事務を行
う。

公立施設幼児給食費の収滞納管理・滞納整理
事務
公立施設を利用する幼児クラスの子どもの給食
費について、収滞納の管理・滞納整理事務を行
う。

事後
原則重要な変更に該当する
が、呼称変更のため該当せず
国制度変更による変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日
Ⅰ　基本情報　（別添１）事務
の内容　表中

児童福祉システム
生活保護システム

保険年金システム
児童福祉システム
生活保護システム
税務総合システム

事後
重要な変更に該当せず
記載漏れによる修正

令和2年11月2日

Ⅰ　基本情報　2;特定個人情
報ファイルを取り扱う事務にお
いて使用するシステム　②シ
ステムの機能　（５）

公立施設幼児主食費の利用料収滞納管理・滞
納処分情報の管理を行う機能

公立施設幼児給食費の利用料収滞納管理・滞
納処分情報の管理を行う機能

事後
原則重要な変更に該当する
が、呼称変更のため該当せず
国制度変更による変更

令和2年11月2日

Ⅰ　基本情報　（別添１）事務
の内容　（備考）第2段落の表
題

【保育所利用料・公立保育所幼児主食費の収滞
納管理の流れ】

【保育所利用料・公立保育所幼児給食費の収滞
納管理の流れ】

事後
重要な変更に該当せず
国制度変更による変更

令和2年11月2日
Ⅰ　基本情報　（別添１）事務
の内容　（備考）④

生活保護業務に対して、施設利用状況を移転
する。

削除 事後
重要な変更に該当せず
移転廃止による変更

令和2年11月2日
Ⅰ　基本情報　（別添１）事務
の内容　（備考）③

入力の際に情報連携基盤システムにより認定
及び施設利用調整に必要な生活保護情報、ひ
とり親手当情報について参照する。

入力の際に情報連携基盤システムにより認定
及び施設利用調整に必要な生活保護情報、ひ
とり親手当情報、医療乳障母情報、市民税情報
について参照。

事後
重要な変更に該当せず
記載漏れによる修正

令和2年11月2日
Ⅰ　基本情報　（別添１）事務
の内容　（備考）第2段落内⑯

口座振替不能の場合、保護者へ納付書を発
行。未納者に対し納期限後30日経過後に電話
催告（民間保育所のみ）。60日経過後に督促状
の送付。年3回催告書の発送、その他必要に応
じて差押等滞納処分を行う。

口座振替不能の場合、保護者へ納付書を発
行。60日経過後に督促状の送付。年3回催告書
の発送、その他必要に応じて差押等滞納処分
を行う。

事後

重要な変更に該当せず

民間保育所の電話催告委託
廃止による変更

令和2年11月2日
Ⅰ　基本情報　（別添１）事務
の内容　（備考）第2段落内⑮

保護者が納めた、利用料、幼児主食費のデータ
を公金収納会社でまとめて、データで受取、福
祉総合情報システムへ反映させる。

保護者が納めた、利用料、幼児給食費のデータ
を公金収納会社でまとめて、データで受取、福
祉総合情報システムへ反映させる。

事後
重要な変更に該当せず
国制度変更による変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　3特定個人情報の入手・
使用①入手元　評価実施機関
内の他部署

市民経済局地域振興部住民課(既存住民基本
台帳システム)、財政局税務部市民税課、健康
福祉局生活福祉部保護課、健康福祉局生活福
祉部医療福祉課、健康福祉局障害福祉部障害
企画課、子ども青少年局子ども未来企画部子ど
も未来企画室、子ども青少年局子育て支援部
子育て支援課

スポーツ市民局地域振興部住民課(既存住民基
本台帳システム)、財政局税務部市民税課、健
康福祉局生活福祉部保護課、健康福祉局生活
福祉部医療福祉課、健康福祉局障害福祉部障
害企画課、子ども青少年局子ども未来企画部子
ども未来企画室、子ども青少年局子育て支援部
子育て支援課

事後

原則重要な変更に該当する
が、組織名の変更のため該当
せず
部署名変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　3特定個人情報の入手・
使用
　⑧使用方法⑦

公立保育所・民間保育所の利用料、公立保育
所幼児主食費の収納管理及び滞納整理事務に
ついて、徴収金の滞納情報、世帯の状況及び
連絡先の確認を行い督促、催告等に使用する。

公立保育所・民間保育所の利用料、公立保育
所幼児給食費の収納管理及び滞納整理事務に
ついて、徴収金の滞納情報、世帯の状況及び
連絡先の確認を行い督促、催告等に使用する。

事後

原則重要な変更に該当する
が、呼称変更のため該当せず

国制度変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　3特定個人情報の入手・
使用
　⑧使用方法④

公立保育所・民間保育所の利用料、公立保育
所幼児主食費の口座振替申込用紙を受理した
際に、福祉総合情報システム内に情報を入力
し、次回以降の請求データの作成に使用する。

公立保育所・民間保育所の利用料、公立保育
所幼児給食費の口座振替申込用紙を受理した
際に、福祉総合情報システム内に情報を入力
し、次回以降の請求データの作成に使用する。

事後

原則重要な変更に該当する
が、呼称変更のため該当せず

国制度変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　3特定個人情報の入手・
使用
　⑥使用目的

保育所等の利用調整や入所・契約管理、利用
料の算定、支給認定を行い個人ごとの給付情
報及び施設・国への給付を管理を行う。また、保
育所等の利用料、公立保育所幼児主食費の収
滞納の管理を行う。

保育所等の利用調整や入所・契約管理、利用
料の算定、支給認定を行い個人ごとの給付情
報及び施設・国への給付管理を行う。また、保
育所等の利用料、公立保育所幼児給食費の収
滞納の管理を行う。

事後

原則重要な変更に該当する
が、呼称変更のため該当せず

国制度変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　4特定個人情報フアイル
の取扱いの委託　委託事項１
情報連携基盤システムの開発
委託、運用保守委託②取扱い
を委託する特定個人情報フア
イルの範囲

特定個人情報フアイルの一部 特定個人情報フアイルの全体 事後
重要な変更に該当せず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　6特定個人情報の保管・
消去①保管場所

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置し、生体認証により情報管理室への
入退室を厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置し、情報管理室への入退室を厳重
に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームはデータセン
ターに設置しており、データセンターへの入館及
びサーバー室への入室を厳重に管理する。
②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置し、生体認証により情報管理室への
入退室を厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置し、情報管理室への入退室を厳重
に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームはデータセン
ターに設置しており、データセンターへの入館及
びサーバー室への入室を行う際は、警備員など
により顔写真入りの身分証明書と事前申請との
照合を行う。
②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　4特定個人情報フアイル
の取扱いの委託　委託事項１
情報連携基盤システムの開発
委託、運用保守委託②取扱い
を委託する特定個人情報フア
イルの範囲　その妥当性

システムの開発・運用保守を実施するために、
情報連携基盤システムに提供する特定個人情
報フアイルを委託の対象にする必要がある。

システムの開発・運用保守を実施するために、
特定個人情報フアイル全体を委託の対象にす
る必要がある。

事後
重要な変更に該当せず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　3各世帯員
情報　【世帯員詳細情報管理_
基本情報】

続柄、健康状態、他施設利用
続柄、健康状態、他施設利用、選考加点用他施
設、第3子無料

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　6特定個人情報の保管・
消去③消去方法

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
＜情報連携基盤システムにおける措置＞
①保管期間を過ぎた特定個人情報は定期的に
削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
③ハード更改等の際は、記憶媒体は物理破壊
する。また、物理破壊の結果について証明書等
の提出により報告を受け確認する。
＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐づく特定個人情報
の情報連携が不要になった時点で削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。

事後

重要な変更に該当せず

保管期限を無期とすることを
前提に削除時点を記載するも
のであり、リスクの明らかな低
減に向けた変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報
【支給認定情報_支給認定結
果】

申請区分、認定却下年月日、負担区分決定日、
認定結果、認定しない理由、認定者番号、取消
理由、取消年月日、支給認定区分、認定期間、
保育の必要性（事由）、時間区分（保育必要
量）、保育の必要性（続柄）、負担区分（国）、負
担区分（市）

申請区分、認定却下年月日、負担区分決定日、
認定結果、認定しない理由、認定者番号、取消
理由、取消年月日、支給認定区分、年齢、認定
期間、保育の必要性（事由）、時間区分（保育必
要量）、保育の必要性（続柄）、優先利用事由、
負担区分（国）、負担区分（市）

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報

‐
【入所管理_入所申込・入所管理_同点時の優先
項目】指数年度、順位、優先項目、内容、指数

事後
重要な変更に該当せず
漏れていたため新設

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報
【入所管理_入所申込・入所管
理|基礎情報】

申込区分、申請事由、所管区、状態区分、同時
申込、受付区、受付年月日、優先枠、申請年月
日、待機と入所になった場合、申請有効期間、
入所形態、別施設入所になった場合、希望期
間、待機除外（国定義）、変更申請年月日、変更
事由、変更理由

申込区分、申請事由、所管区、状態区分、同時
申請、受付区、受付年月日、優先枠、申請年月
日、就学猶予、待機と入所になった場合、申請
有効期間、入所形態、別施設入所になった場
合、希望期間、待機除外（国定義）、変更申請年
月日、変更事由、変更理由

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報
【入所管理】

所管区、状態区分、申請日、希望期間、選考年
齢、選考指数、施設種類、施設名、入所年月
日、退所年月日、契約年月日

所管区、状態区分、申請日、希望期間、選考年
齢、選考指数、施設種類、施設名、入所年月
日、退所年月日、契約届出日

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報

【入所管理_減免申請】年度、申請年月日、申請
種別、申請理由、決定年月日、結果、認定年
月、減免種別、取下げ年月日、更新区分、理由

【入所管理_減免・調整申請】年度、申請年月
日、申請種別、申請理由、決定年月日、結果、
認定年月、通知階層、減免・調整種別、取下げ
年月日、更新区分、理由

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報

【入所管理_主食費その他】 【入所管理_食材料費】 事後
重要な変更に該当せず
国制度変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報
【入所管理_入所異動】

異動区分、異動内容、申請区分、決定年月日、
退所年月日、理由

異動区分、異動内容、申請年月日、決定年月
日、退所年月日、理由

事後
重要な変更に該当せず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　7利用者申
請管理情報

(新設）

７　利用者申請管理情報
【利用者申請管理情報】申請年月日、申請理
由、保育必要性、事由発生年月日、認定開始、
認定終了、所管区、決定年月日、支給認定情
報、決定結果、支給認定情報（新）
【子ども子育て入所情報】施設コード、施設名、
施設種類、入所日、退所日、契約認定区分
【補助対象利用施設】施設コード、施設名、利用
区分、利用開始日、利用終了日、支払方法、代
理
【補助金限度額基準】保育必要性の有無、幼稚
園・認定こども園1号、幼稚園での預かり保育有
無、認可施設利用有無、年齢区分、課税区分、
限度額（保育料）、限度額（預かり保育分）、限
度額合計
【汎用項目】取下年月日、里子・里親、副食免除
（市）

事後
重要な変更に該当せず

国制度変更による変更

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　5納入義務
者情報【（個人・法人）管理情
報詳細_納付書発行】

科目、年度、年分、通知書番号、期別、納期限、
賦課額、督促手数料、延滞金額、延滞金区分、
時効予定

科目、年度、年分、通知書番号、期別、納期限、
賦課額、延滞金額、延滞金区分、時効予定日

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅱ　特定個人情報ファイルの
概要　（別添2）特定個人情報
ファイル記録項目　4児童情報
【入所管理_児童賦課情報_そ
の他費用】

科目、期別、徴収額、請求済額、最新更正日、
履歴番号

科目、期別、減免情報、徴収額、請求済額、最
新更正日、履歴番号

事後
重要な変更に該当せず

誤記の修正

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策2特定個人情報の入手リ
スクに対する措置の内容

＜課税資料照会システムにおける措置＞
閲覧が認められている事務のみ課税資料を閲
覧するしくみとなっており、閲覧前にどの事務の
ために閲覧するかを選択し、それをアクセスロ
グとして残している。

削除 事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず
課税資料照会システムの廃止
による変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策3特定個人情報の使用
リスク2特定個人情報の使用
の記録　具体的な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等利用する業務システム側で特定できる記録を
残す。）

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等システム連携のため特定できない場合には、
利用する業務システム側で特定できる記録を残
す。）

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策3特定個人情報の使用
リスク2特定アクセス権限の発
効・失効の管理　具体的な管
理方法

＜福祉総合情報システムにおける措置＞
①利用者認証に職員の人事異動情報を基にし
た職員情報を使用するため、人事異動に応じて
アクセス権限を自動発行、変更及び失効する。
②嘱託職員、臨時職員については、所属長から
の利用申請に基づき、利用期間及び利用業務
をシステム管理者が決定し、アクセス権限を付
与する。

＜情報連携基盤システムにおける措置＞
①発行
利用する情報、権限の種類、利用期間、事務の
名称と内容、根拠法令等、利用者の範囲又は
利用システム等に基づき設定する。
②失効
利用期間満了時に自動的に失効される。
また、利用者の範囲から外れた職員（異動、退
職等）は自動的に失効される。

＜福祉総合情報システムにおける措置＞
①利用者認証に職員の人事異動情報を基にし
た職員情報を使用するため、人事異動に応じて
アクセス権限を自動発行、変更及び失効する。
②嘱託職員、臨時職員については、所属長から
の利用申請に基づき、利用期間及び利用業務
をシステム管理者が決定し、アクセス権限を付
与する。

＜情報連携基盤システムにおける措置＞
①発行
利用する情報、権限の種類、利用期間、事務の
名称と内容、根拠法令等、利用者の範囲又は
利用システム等に基づき設定する。
②失効
利用期間満了時に失効される。
また、利用者の範囲から外れた職員（異動、退
職等）は失効される。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 4特定個人情報ファイル
の取扱いの委託　特定個人情
報の消去ルール　ルールの内
容及びルール遵守の確認方
法

＜福祉総合情報システムにおける措置＞
情報管理室内で行う作業について、作業終了時
に返却する又はすみやかに消去することを委託
契約書に定めるとともに、その遵守状況の報告
を求め、必要とあると認める時は実地確認調査
を実施する。

＜福祉総合情報システムにおける措置＞
情報管理室内で行う作業について、作業終了時
に返却する又はすみやかに消去することを委託
契約書に定めるとともに、その遵守状況の報告
を求め、必要であると認める時は実地確認調査
を実施する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 4特定個人情報ファイル
の取扱いの委託　特定個人情
報フアイルの取り扱いの記録
具体的な方法

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを5年間保
存する。

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを７年間保
存する。

事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず

保存期間の延長

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策3特定個人情報の使用
リスク3リスクに対する措置の
内容

＜福祉総合情報システムにおける措置＞
①事務外での利用禁止を職員に研修等により
周知する。
②システムの操作ログ、アクセスログを記録す
る。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録す
る。
②許可のない情報にはアクセスできないように
制限している。

＜福祉総合情報システムにおける措置＞
①事務外での利用禁止を職員に研修等により
周知する。
②システムの操作ログ、特定個人情報フアイル
のアクセスログを記録する。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録す
る。
②許可のない情報にはアクセスできないように
制限する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 5特定個人情報の提供・
移転　リスク1　特定個人情報
の提供・移転に関するルール
ルールの内容及びルール遵
守の確認方法

＜福祉総合情報システムにおける措置＞
①移転先における情報の利用目的、根拠、情
報管理体制等を含む利用条件について、必要
な要件を満たしていることをあらかじめ確認して
いる。

＜情報連携基盤システムにおける措置＞
①移転元によって許可された移転先にのみ移
転する。
②定期的に移転元及び移転先に確認する。

＜福祉総合情報システムにおける措置＞
①移転先における情報の利用目的、根拠、情
報管理体制等を含む利用条件について、必要
な要件を満たしていることをあらかじめ確認して
いる。

＜情報連携基盤システムにおける措置＞
①移転・提供元によって許可された移転・提供
先にのみ移転・提供する。
②定期的に移転・提供元及び移転・提供先に確
認する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 5特定個人情報の提供・
移転　リスク1　特定個人情報
の提供・移転の記録　具体的
な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システム内での移転は、福祉
総合情報システムで記録を７年間保存する。
②庁内の他システムへの移転については、情
報連携基盤システムで記録を保持する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムを利用した特定個人
情報の移転は、全て情報照会・提供記録を取得
する。
②取得した情報照会・提供記録は7年間保存す
る。

＜福祉総合情報システムにおける措置＞
①福祉総合情報システム内での移転は、福祉
総合情報システムで記録を７年間保存する。
②庁内の他システムへの移転については、情
報連携基盤システムで記録を保持する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムを利用した特定個人
情報の提供・移転は、全て情報照会・提供記録
を取得する。
②取得した情報照会・提供記録は7年間保存す
る。

事後

原則重要な変更に該当する
が、リスクを明らかに軽減させ
る変更のため該当せず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 6情報提供ネットワークシ
ステムとの接続　リスク1　リス
クに対する措置の内容

＜中間サーバー・ソフトウェアにおける措置＞
①情報照会機能（※１）により、情報提供ネット
ワークシステムに情報照会を行う際には、情報
提供許可証の発行と照会内容の照会許可用照
合リスト（※２）との照合を情報提供ネットワーク
システムに求め、情報提供ネットワークシステム
から情報提供許可証を受領してから情報照会を
実施することになる。つまり、番号法上認められ
た情報連携以外の照会を拒否する機能を備え
ており、目的外提供やセキュリティリスクに対応
している。
②中間サーバーの職員認証・権限管理機能（※
３）では、ログイン時の職員認証の他に、ログイ
ン・ログアウトを実施した職員、時刻、操作内容
の記録が実施されるため、不適切な接続端末
の操作や、不適切なオンライン連携を抑止する
仕組みになっている。
（※１）情報提供ネットワークシステムを使用した
特定個人情報の照会及び照会した情報の受領
を行う機能。
（※２）番号法別表第２及び第１９条第１４号に基
づき、事務手続きごとに情報照会者、情報提供
者、照会・提供可能な特定個人情報をリスト化し
たもの。
（※３）中間サーバーを利用する職員の認証と
職員に付与された権限に基づいた各種機能や
特定個人情報へのアクセス制御を行う機能。

＜中間サーバー・ソフトウェアにおける措置＞
①情報照会機能（※１）により、情報提供ネット
ワークシステムに情報照会を行う際には、情報
提供許可証の発行と照会内容の照会許可用照
合リスト（※２）との照合を情報提供ネットワーク
システムに求め、情報提供ネットワークシステム
から情報提供許可証を受領してから情報照会を
実施することになる。つまり、番号法上認められ
た情報連携以外の照会を拒否する機能を備え
ており、目的外提供やセキュリティリスクに対応
している。
②中間サーバーの職員認証・権限管理機能（※
３）では、ログイン時の職員認証の他に、ログイ
ン・ログアウトを実施した職員、時刻、操作内容
の記録が実施されるため、不適切な接続端末
の操作や、不適切なオンライン連携を抑止する
仕組みになっている。
（※１）情報提供ネットワークシステムを使用した
特定個人情報の照会及び照会した情報の受領
を行う機能。
（※２）番号法の規定による情報提供ネットワー
クシステムを使用した特定個人情報の提供に係
る情報照会者、情報提供者、事務及び特定個
人情報を一覧化し、情報照会の可否を判断する
ために使用するもの。
（※３）中間サーバーを利用する職員の認証と
職員に付与された権限に基づいた各種機能や
特定個人情報へのアクセス制御を行う機能。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 6情報提供ネットワークシ
ステムとの接続　情報提供
ネットワークシステムとの接続
に伴うその他のリスク及びそ
のリスクに対する措置

＜中間サーバー・ソフトウェアにおける措置＞
①中間サーバーの職員認証・権限管理機能で
は、ログイン時の職員認証の他に、ログイン・ロ
グアウトを実施した職員、時刻、操作内容の記
録が実施されるため、不適切な接続端末の操
作や、不適切なオンライン連携を抑止する仕組
みになっている。
②情報連携においてのみ、情報提供用個人識
別符号を用いることがシステム上担保されてお
り、不正な名寄せが行われるリスクに対応して
いる。
＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバーと既存システム、情報提供ネッ
トワークシステムとの間は、高度なセキュリティ
を維持した行政専用のネットワーク（総合行政
ネットワーク等）を利用することにより、安全性を
確保している。
②中間サーバーと団体についてはＶＰＮ等の技
術を利用し、団体ごとに通信回線を分離すると
ともに、通信を暗号化することで安全性を確保し
ている。
③中間サーバー・プラットフォームでは、特定個
人情報を管理するデータベースを地方公共団体
ごとに区分管理（アクセス制御）しており、中間
サーバー・プラットフォームを利用する団体で
あっても他団体が管理する情報には一切アクセ
スできない。
④特定個人情報の管理を地方公共団体のみが
行うことで、中間サーバー・プラットフォームの保
守・運用を行う事業者における情報漏えい等の
リスクを極小化する。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 7特定個人情報の保管・
消去　リスク１　⑨その内容

過去に委託事業で使用していた約400人分の個
人情報の記録されたMOディスクが紛失している
ことが判明した。紛失したMOディスクに記録さ
れていた個人情報の不正利用については確認
されていない。

事業報告書をＨＰに掲載した旨を、参加申し込
みした児童の保護者に、受託事業者が電子メー
ルを一括送信した際、本来全て「ＢＣＣ」欄を使
用すべきところ誤って「ＴＯ」欄を使用したため、
500名の電子メールアドレス等が互いに分かる
形で送信した。

事後
重要な変更に該当せず

該当事例の変更による変更

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 7特定個人情報の保管・
消去　リスク１　⑤物理的対策
具体的な対策の内容

　＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理している。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。
③データを定期的に別の電子記録媒体に保存
し、別の場所に施錠保管することで、災害等発
生時のデータ復旧に備えている。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームをデータセン
ターに構築し、設置場所への入退室者管理、有
人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。

　＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理している。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。
③データを定期的に別の電子記録媒体に保存
し、別の場所に施錠保管することで、災害等発
生時のデータ復旧に備えている。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームをデータセン
ターに構築し、設置場所への入退室者管理、有
人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。
②事前に申請し承認されてない物品、記憶媒
体、通信機器などを不正に所持し、持込持出す
ることがないよう、警備員などにより確認してい
る。

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅳ　その他のリスク対策　2従
業者に対する教育・啓発　具
体的な方法

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。

＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。

＜情報連携基盤システムにおける措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、情報連携基盤
システムにおける特定個人情報の管理の状況
の点検又は情報セキュリティ監査を実施する。
②①の実施結果に応じて必要な改善措置を講
じる。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。

＜名古屋市における措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、特定個人情報
の保護責任者、特定個人情報を取扱うシステム
所管課長及び所管課長、各事務取扱担当者等
に対して、特定個人情報の適正な管理に関する
研修をおおむね1年ごとに行う。
②「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、特定個人情報
を取扱うシステムを利用する職員に対して、シス
テムの運用及びセキュリティ対策に関する研修
をおおむね1年ごとに行う。
③「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、その他の特定
個人情報を取扱う職員に対して特定個人情報
の安全管理に関する研修をおおむね1年ごとに
実施する。
＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。
＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。
＜情報連携基盤システムにおける措置＞
委託業者に対して、番号法及び関連法令の順
守、機密保持及び従事者への情報の取り扱い
に関する教育を求める。
＜中間サーバー･プラットフォームにおける措置
＞
①ＩＰＡ（情報処理推進機構）が提供する最新の
情報セキュリティ教育用資料等を基にセキュリ
ティ教育資料を作成し、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、運用規則（接続運用規程等）や情報セキュリ
ティに関する教育を年次（年2回）及び随時（新
規要員着任時）実施することとしている。
＜違反行為を行った場合の措置＞

事後

原則重要な変更に該当する
が、誤記の修正のため該当せ
ず

誤記の修正

令和2年11月2日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策 7特定個人情報の保管・
消去　リスク1　⑨再発防止策
の内容

委託業務で使用する外部記録媒体の管理取り
扱いについて規定を定め、外部記録媒体の適
切な利用管理及び個人情報保護の徹底を図っ
た。

電子メール等を送信する前には、必ず送信前に
複数の職員で宛先や内容の確認をすることを改
めて周知、徹底するよう指示した。また、受託事
業者に対して情報に関する点検結果の報告を
求めるとともに、未実施の項目については、再
発防止策を考え、すみやかに実施するよう指示
した。

事後
重要な変更に該当せず

取組内容の変更による変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和2年11月2日

Ⅴ　開示請求、問合せ　１　特
定個人情報の開示・訂正・利
用停止請求　①請求先

名古屋市市民経済局市民生活部市政情報室
名古屋市スポーツ市民局市民生活部市政情報
室

事後
重要な変更に該当せず

部署名の変更

令和2年11月2日

Ⅱ特定個人情報ファイルの概
要　６特定個人情報の保管・
消去③消去方法

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐づく特定個人情報
の情報連携が不要になった時点で削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐づく特定個人情報
の情報連携が不要になった時点で削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。消去を行ったときは、電子
情報を復元不可能な方法によって消去したこと
を証する写真その他の証拠を添えた証明書等
を提出して、委託者の確認を受ける。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。

事後

原則重要な変更に該当する
が、記載の詳細化のため該当
せず

記載の詳細化



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅰ　基本情報　２特定個人情
報フアイルを取り扱う事務にお
いて使用するシステム　システ
ム５　①システムの名称

電子申請システム 事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う
使用するシステムの追加に伴
う変更

令和2年11月2日

Ⅳその他のリスク対策　１監査
①自己点検　具体的なチェック
方法

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。
＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携
基盤システムでの特定個人情報ファイルの取り
扱いが、本評価書及び運用規則等のとおり適切
に実施されていることを確認するために、情報
連携基盤システムの運用に携わる職員及びシ
ステム開発・運用保守業者が定期的に自己点
検を実施することとしている。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。
＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携
基盤システムでの特定個人情報ファイルの取り
扱いが、本評価書及び運用規則等のとおり適切
に実施されていることを確認するために、情報
連携基盤システムの運用に携わる職員につい
ては年一回、システム開発・運用保守業者につ
いては月一回の自己点検を実施することとして
いる。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

事後

原則重要な変更に該当する
が、記載の詳細化のため該当
せず

記載の詳細化



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅱ特定個人情報ファイルの概
要３特定個人情報の入手・使
用②入手方法

○紙
○庁内連携システム
○情報提供ネットワークシステム
○その他（住民基本台帳ネットワークシステム）

○紙
○電子記録媒体（フラッシュメモリを除く。）
○庁内連携システム
○情報提供ネットワークシステム
○その他（住民基本台帳ネットワークシステム）

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅰ（別添１）事務の内容　表中
及び
備考①

【表中】

【備考①】
認定を受けようとする小学校就学前子どもの保
護者は、申請書を区役所民生子ども課・支所区
民福祉課に提出。

【表中】
　「電子申請システム＊個人番号入力無」の流
れを図で追記

【備考①】
認定を受けようとする小学校就学前子どもの保
護者は、申請書を区役所民生子ども課・支所区
民福祉課に提出。(電子申請も可)

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅰ　基本情報　２特定個人情
報フアイルを取り扱う事務にお
いて使用するシステム　システ
ム５　②システムの機能

(1)申請機能（市民等向け）
・市民等が、行政手続等を検索して、オンライン
で届出・申請できる機能
(2)申請受付・通知機能（職員向け）
・市民等が(1)の機能で申請した申請情報を取
得する機能
・市民等に対して申請に対する通知等を行う機
能
(3)申請フォーム作成機能（職員向け）
・(1)で市民等が届出・申請するための申請
フォームを作成する機能
(4)市民等が(1)の機能で申請した申請情報を取
得する機能（取得用端末より当システムから
CSVをダウンロードし、記録媒体等により福祉総
合情報システムに取り込む）

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

使用するシステムの追加に伴
う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅱ特定個人情報ファイルの概
要６特定個人情報の保管・消
去　①保管場所

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置し、生体認証により情報管理室への
入退室を厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置し、情報管理室への入退室を厳重
に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームはデータセン
ターに設置しており、データセンターへの入館及
びサーバー室への入室を行う際は、警備員など
により顔写真入りの身分証明書と事前申請との
照合を行う。
②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置し、生体認証により情報管理室への
入退室を厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置し、情報管理室への入退室を厳重
に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームはデータセン
ターに設置しており、データセンターへの入館及
びサーバー室への入室を行う際は、警備員など
により顔写真入りの身分証明書と事前申請との
照合を行う。
②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。
＜電子申請システムにおける措置＞
電子申請システム上の特定個人情報は、サー
ビス提供業者が契約するクラウドサービス
（ISMAP認証取得済み）上に保管される。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅱ特定個人情報ファイルの概
要６特定個人情報の保管・消
去　③消去方法

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
③ハード更改等の際は、記憶媒体は物理破壊
する。また、物理破壊の結果について証明書等
の提出により報告を受け確認する。
＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐づく特定個人情報
の情報連携が不要になった時点で削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。消去を行ったときは、電子
情報を復元不可能な方法によって消去したこと
を証する写真その他の証拠を添えた証明書等
を提出して、委託者の確認を受ける。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。

＜福祉総合情報システムにおける措置＞
①保管期間を過ぎたデータについては、年１回
一括処理により、システム上から削除する。
②移転が不要となった特定個人情報について、
定期的に情報連携基盤システム上から削除す
る。
③ハード更改等の際は、記憶媒体は物理破壊
する。また、物理破壊の結果について証明書等
の提出により報告を受け確認する。
＜情報連携基盤システムにおける措置＞
①団体内統合宛名番号に紐づく特定個人情報
の情報連携が不要になった時点で削除する。
②ディスク交換やハード更改等の際は、情報連
携基盤システム運用機器の保守・運用を行う事
業者において、保存された情報が読み出しでき
ないよう、物理的破壊又は専用ソフト等を利用し
て完全に消去する。消去を行ったときは、電子
情報を復元不可能な方法によって消去したこと
を証する写真その他の証拠を添えた証明書等
を提出して、委託者の確認を受ける。
＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊又は専用ソフト等を利
用して完全に消去する。
＜電子申請システムにおける措置＞
名古屋市からサービス提供業者に対して依頼
することで消去する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク1目的外の入手が行われ
るリスク　対象者以外の情報
の入手を防止するための措置
の内容

＜事務上における措置＞
　支給認定及び入所申込について、窓口で扱う
対象者は基本的に住民票等で居住実態が名古
屋市にある支給認定保護者及び児童のみとな
るため、申請窓口において申請内容や本人確
認書類（身分証明書等）の確認を行い、対象者
以外の情報の入手の防止に努める。
　転入予定者については、基本的には市内の親
族等に申請書を窓口まで持参していただくよう
に案内をする。やむをえず郵送で申請を受付け
る場合、電話連絡等により申請内容をしっかりと
確認をする。
　保育を必要としない幼稚園や認定こども園の
利用者で、施設を経由して申請書の提出がある
場合は、誰の情報が必要かあらかじめ利用者
への周知を行う。

＜事務上における措置＞
　支給認定及び入所申込について、窓口で扱う
対象者は基本的に住民票等で居住実態が名古
屋市にある支給認定保護者及び児童のみとな
るため、申請窓口において申請内容や本人確
認書類（身分証明書等）の確認を行い、対象者
以外の情報の入手の防止に努める。
　転入予定者については、基本的には市内の親
族等に申請書を窓口まで持参していただくよう
に案内をする。やむをえず郵送で申請を受付け
る場合、電話連絡等により申請内容をしっかりと
確認をする。
　保育を必要としない幼稚園や認定こども園の
利用者で、施設を経由して申請書の提出がある
場合は、誰の情報が必要かあらかじめ利用者
への周知を行う。
＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク1目的外の入手が行われ
るリスク　必要な情報以外を入
手することを防止するための
措置の内容

＜事務上における措置＞
　窓口にて支給認定や入所調整に必要な書類
を、世帯状況等に合わせて、申請に必要な最低
限の添付書類(就労証明など)の案内をするよう
に努める。施設からの代理申請の場合は、事前
に施設へ必要な書類等の連絡をしっかりと周知
するか、申請書以外の必要書類については電
話等で後日送付を依頼する。事前に相談等がさ
れず、送付がされた場合については、不要な添
付書類については返却するように努める。

＜事務上における措置＞
　窓口にて支給認定や入所調整に必要な書類
を、世帯状況等に合わせて、申請に必要な最低
限の添付書類(就労証明など)の案内をするよう
に努める。施設からの代理申請の場合は、事前
に施設へ必要な書類等の連絡をしっかりと周知
するか、申請書以外の必要書類については電
話等で後日送付を依頼する。事前に相談等がさ
れず、送付がされた場合については、不要な添
付書類については返却するように努める。
＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク３入手した特定個人情報
が不正確であるリスク入手の
際の本人確認の措置の内容

＜事務上における措置＞
番号法施行規則に従い、申請があった場合、個
人番号カードや本人確認書類(身分証明書等)を
確認する。また、受領した申告書の内容と福祉
総合情報システムの宛名情報が一致するかど
うかを確認する。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、住民基本台帳システムと連
携されるため、本人確認は行わない。

＜事務上における措置＞
番号法施行規則に従い、申請があった場合、個
人番号カードや本人確認書類(身分証明書等)を
確認する。また、受領した申告書の内容と福祉
総合情報システムの宛名情報が一致するかど
うかを確認する。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、住民基本台帳システムと連
携されるため、本人確認は行わない。
＜電子申請システムにおける措置＞
①申請者本人の個人番号を取得する場合に
は、番号法に基づく本人確認の措置を実施す
る。
②申請者本人の個人番号を取得しない場合に
は、手続の特性に応じた手法で本人確認を実
施する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク２不適切な方法で入手が
行われるリスク　リスクに対す
る措置の内容

＜事務上における措置＞
申請者が子ども・子育て支援法の規定に基づ
き、個人番号付きの申告書等を提出する際に
は、法令等において手続きに必要な事項をしめ
していることから、申請者本人は、個人番号の
記載が必要であると認識し、申請書を作成する
こととなる。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、既存住民基本台帳システ
ムと連携される。

＜事務上における措置＞
申請者が子ども・子育て支援法の規定に基づ
き、個人番号付きの申告書等を提出する際に
は、法令等において手続きに必要な事項をしめ
していることから、申請者本人は、個人番号の
記載が必要であると認識し、申請書を作成する
こととなる。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、既存住民基本台帳システ
ムと連携される。
＜電子申請システムにおける措置＞
手続ごとに必要な申請項目を設定する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク４入手の際に特定個人情
報が漏えい・紛失するリスク
リスクに対する措置の内容

＜事務上における措置＞
　申請書については、特定個人情報の漏えい及
び紛失を防止するために、入力及び照合後は
執務室内の鍵付書庫に保管する。また、申請書
等を回送する場合については、電話連絡又は、
枚数を確認するなど収受確認を行う。電算シス
テムへの申請情報入力時に、窓口対応等が
入った場合については、所定の保管場所に戻
すなど、置いたままにしないように心掛ける。
　マイナンバーを記載した申請書が民間事業者
等を経由する場合は、あらかじめ申請者に申請
書提出用封筒を配布し、本人確認書類の写しと
ともに封入後、開封せずに区役所へ届くように
する等の措置を行う。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①アクセス制御や暗号化を実施することにより、
漏えい・紛失を防止する。

＜事務上における措置＞
　申請書については、特定個人情報の漏えい及
び紛失を防止するために、入力及び照合後は
執務室内の鍵付書庫に保管する。また、申請書
等を回送する場合については、電話連絡又は、
枚数を確認するなど収受確認を行う。電算シス
テムへの申請情報入力時に、窓口対応等が
入った場合については、所定の保管場所に戻
すなど、置いたままにしないように心掛ける。
　マイナンバーを記載した申請書が民間事業者
等を経由する場合は、あらかじめ申請者に申請
書提出用封筒を配布し、本人確認書類の写しと
ともに封入後、開封せずに区役所へ届くように
する等の措置を行う。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①アクセス制御や暗号化を実施することにより、
漏えい・紛失を防止する。
＜電子申請システムにおける措置＞
アクセス制御や暗号化を実施する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　２特定個人情報の入手　リ
スク３入手した特定個人情報
が不正確であるリスク　特定
個人情報の正確性確保の措
置の内容

＜事務上における措置＞
特定個人情報の入力、削除及び訂正を行う際
には、複数の職員による２重チェック等を実施す
る。宛名情報から異動リスト等を出力し、住基の
異動を把握し、変更の申請を促す。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、既存住民基本台帳システ
ムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤シ
ステムを利用する各事務において住民基本台
帳ネットワークシステムを利用するなどして正確
な情報に更新する。

＜事務上における措置＞
特定個人情報の入力、削除及び訂正を行う際
には、複数の職員による２重チェック等を実施す
る。宛名情報から異動リスト等を出力し、住基の
異動を把握し、変更の申請を促す。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①住民については、既存住民基本台帳システ
ムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤シ
ステムを利用する各事務において住民基本台
帳ネットワークシステムを利用するなどして正確
な情報に更新する。
＜電子申請システムにおける措置＞
①手続ごとに必要な申請項目を設定する。
②入力規則を設けるなど不正確な情報が入力
されないようにする。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク1目的を超えた紐づけ、事
務に必要のない情報との紐づ
けが行われるリスク　事務で
使用するその他のシステムに
おける措置の内容

＜福祉総合情報システムにおける措置＞
①個人番号を直接保有せず、限られた処理で
情報連携基盤システムで保有する個人番号を
参照することで、個人番号の利用を制限してい
る。
②事務に不要な情報にはアクセスできないよう
に制限している。

＜福祉総合情報システムにおける措置＞
①個人番号を直接保有せず、限られた処理で
情報連携基盤システムで保有する個人番号を
参照することで、個人番号の利用を制限してい
る。
②事務に不要な情報にはアクセスできないよう
に制限している。
＜電子申請システムにおける措置＞
許可のない者が申請情報を閲覧できないよう
に、手続ごとにアクセス制御している。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク２権限のない者（元職員、
アクセス権限のない職員等）
によって不正に使用されるリス
ク　ユーザー認証の管理　具
体的な管理方法

＜福祉総合情報システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
＜情報連携基盤システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
②システム連携時には、システムの認証を実施
する。

＜福祉総合情報システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
＜情報連携基盤システムにおける措置＞
①端末利用時には、利用者個人に付与される
IDとパスワード及び生体認証による二要素認証
を実施する。
②システム連携時には、システムの認証を実施
する。
＜電子申請システムにおける措置＞
端末利用時には、利用者個人に付与されるID
と、パスワード及び生体認証による二要素認証
を実施する。また、システム利用時には、ID及び
パスワードで認証する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク２権限のない者（元職員、
アクセス権限のない職員等）
によって不正に使用されるリス
ク　アクセス権限の管理　具体
的な管理方法

＜福祉総合情報システムにおける措置＞
①定期的にアクセス権限を確認し、不要となっ
たアクセス権限は変更または削除する。
②組織改正、制度改正時等にもアクセス権限の
確認を行う。
＜情報連携基盤システムにおける措置＞
定期的にアクセス権限を確認し、不要となったア
クセス権限は変更または削除する。

＜福祉総合情報システムにおける措置＞
①定期的にアクセス権限を確認し、不要となっ
たアクセス権限は変更または削除する。
②組織改正、制度改正時等にもアクセス権限の
確認を行う。
＜情報連携基盤システムにおける措置＞
定期的にアクセス権限を確認し、不要となったア
クセス権限は変更または削除する。
＜電子申請システムにおける措置＞
定期的にアクセス権限を確認し、定期的に当該
事務を行う組織に紐付いているアカウントを確
認し、不要となったアカウントの無効化及び紐付
けの解除を行う。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク２権限のない者（元職員、
アクセス権限のない職員等）
によって不正に使用されるリス
ク　アクセス権限の発効・失効
の管理　具体的な管理方法

＜福祉総合情報システムにおける措置＞
①利用者認証に職員の人事異動情報を基にし
た職員情報を使用するため、人事異動に応じて
アクセス権限を自動発行、変更及び失効する。
②嘱託職員、臨時職員については、所属長から
の利用申請に基づき、利用期間及び利用業務
をシステム管理者が決定し、アクセス権限を付
与する。
＜情報連携基盤システムにおける措置＞
①発行
利用する情報、権限の種類、利用期間、事務の
名称と内容、根拠法令等、利用者の範囲又は
利用システム等に基づき設定する。
②失効
利用期間満了時に失効される。
また、利用者の範囲から外れた職員（異動、退
職等）は失効される。

＜福祉総合情報システムにおける措置＞
①利用者認証に職員の人事異動情報を基にし
た職員情報を使用するため、人事異動に応じて
アクセス権限を自動発行、変更及び失効する。
②嘱託職員、臨時職員については、所属長から
の利用申請に基づき、利用期間及び利用業務
をシステム管理者が決定し、アクセス権限を付
与する。
＜情報連携基盤システムにおける措置＞
①発行
利用する情報、権限の種類、利用期間、事務の
名称と内容、根拠法令等、利用者の範囲又は
利用システム等に基づき設定する。
②失効
利用期間満了時に失効される。
また、利用者の範囲から外れた職員（異動、退
職等）は失効される。
＜電子申請システムにおける措置＞
①事務を行う職員のアカウントを発行し、手続の
受付を行う組織へ紐付ける。
②異動等で不要となった職員のアカウントを無
効化する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク３従業者が事務外で使用
するリスク　リスクに対する措
置の内容

＜福祉総合情報システムにおける措置＞
①事務外での利用禁止を職員に研修等により
周知する。
②システムの操作ログ、特定個人情報フアイル
のアクセスログを記録する。
＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録す
る。
②許可のない情報にはアクセスできないように
制限する。

＜福祉総合情報システムにおける措置＞
①事務外での利用禁止を職員に研修等により
周知する。
②システムの操作ログ、特定個人情報フアイル
のアクセスログを記録する。
＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録す
る。
②許可のない情報にはアクセスできないように
制限する。
＜電子申請システムにおける措置＞
①システムの操作ログ、アクセスログを記録す
る。
②許可のない手続の申請情報にはアクセスで
きないように制限する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク２権限のない者（元職員、
アクセス権限のない職員等）
によって不正に使用されるリス
ク　特定個人情報の使用の記
録　具体的な方法

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等システム連携のため特定できない場合には、
利用する業務システム側で特定できる記録を残
す。）

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムで保有する特定個人
情報の利用記録（日時、利用者情報、処理名及
び対象者情報等）を7年間保管する。
②記録のうち、特に重要なものについては、定
期的に一覧情報を作成し、システム管理者、利
用所属責任者が確認を行う。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムで保有する特定個人
情報の情報照会・提供記録を保管する。
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等システム連携のため特定できない場合には、
利用する業務システム側で特定できる記録を残
す。）
＜電子申請システムにおける措置＞
電子申請システム上で、特定個人情報を含む
申請情報への照会・処理等の利用記録を保管
する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　３特定個人情報の使用　リ
スク４特定個人情報ファイル
が不正に複製されるリスク　リ
スクに対する措置の内容

＜福祉総合情報システムにおける措置＞
①システムで保有するデータの抽出は、業務で
やむをえず必要な場合、内容に限定し、抽出で
きるユーザーを限定する。
②システムで保有するデータを抽出した場合
は、暗号化又はパスワードを設定し保存し、不
要となった場合は、速やかに消去する。
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号法
により罰せられることを職員に研修等により周
知する。
④違反行為を行った場合は、番号法の罰則規
定により措置を講じる。
⑤システムの操作ログ、アクセスログを記録す
る。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①情報連携基盤システム・中間サーバーを利用
する端末では、許可のない外部記録媒体の使
用を禁止する。
②必要最低限の利用者又は業務システムに対
して必要最低限の出力しかできないアクセス権
を設定する。

＜福祉総合情報システムにおける措置＞
①システムで保有するデータの抽出は、業務で
やむをえず必要な場合、内容に限定し、抽出で
きるユーザーを限定する。
②システムで保有するデータを抽出した場合
は、暗号化又はパスワードを設定し保存し、不
要となった場合は、速やかに消去する。
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号法
により罰せられることを職員に研修等により周
知する。
④違反行為を行った場合は、番号法の罰則規
定により措置を講じる。
⑤システムの操作ログ、アクセスログを記録す
る。
＜情報連携基盤システム・中間サーバーにおけ
る措置＞
①情報連携基盤システム・中間サーバーを利用
する端末では、許可のない外部記録媒体の使
用を禁止する。
②必要最低限の利用者又は業務システムに対
して必要最低限の出力しかできないアクセス権
を設定する。
＜電子申請システムにおける措置＞
①職員ごとにアクセス権限を持つ手続を設定す
る。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク1特定個人情報の
漏えい・滅失・毀損リスク　⑤
物理的対策　具体的な対策の
内容

　＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理している。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。
③データを定期的に別の電子記録媒体に保存
し、別の場所に施錠保管することで、災害等発
生時のデータ復旧に備えている。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。
＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームをデータセン
ターに構築し、設置場所への入退室者管理、有
人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。
②事前に申請し承認されてない物品、記憶媒
体、通信機器などを不正に所持し、持込持出す
ることがないよう、警備員などにより確認してい
る。

　＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理している。②特定個人情報は、情報
管理室内に設置された機器に保存される。③
データを定期的に別の電子記録媒体に保存し、
別の場所に施錠保管することで、災害等発生時
のデータ復旧に備えている。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理する。②特定個人情報は、情報管
理室内に設置された機器に保存される。
＜中間サーバー･プラットフォームにおける措置
＞①中間サーバー･プラットフォームをデータセ
ンターに構築し、設置場所への入退室者管理、
有人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。②事前に申請し承認されてない物品、記憶
媒体、通信機器などを不正に所持し、持込持出
することがないよう、警備員などにより確認して
いる。
＜電子申請システムにおける措置＞①活用す
るクラウドサービス基盤は、「政府情報システム
におけるクラウドサービスの利用に係る基本方
針」がセキュリティクラウド認証等として掲げる
ISO/IEC27017、米国FedRAMP、
AICPASOC2/SOC3等に対応しており、その
データセンターへのアクセスを厳密に統制して
いる。②スタッフへの権限の付与及び最低2回
以上の2要素認証によるデータセンターのフロア
へのアクセス制限を始め、監視カメラや侵入検
知システムなどの手段による厳重な管理が行
われている。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク1特定個人情報の
漏えい・滅失・毀損リスク　⑥
技術的対策　具体的な対策の
内容

＜福祉総合情報システムにおける措置＞
（略）

＜情報連携基盤システムにおける措置＞
（略）

＜中間サーバー･プラットフォームにおける措置
＞
（略）

＜福祉総合情報システムにおける措置＞
（略）

＜情報連携基盤システムにおける措置＞
（略）

＜中間サーバー･プラットフォームにおける措置
＞
（略）

＜電子申請システムにおける措置＞
①仮想サーバーの操作を行うことが可能なコン
ソール（マネジメントコンソール）へのアクセス
は、ID・パスワードによる認証とTOTP（Time-
Based One-Time Password）による二段階認証
を強制する対策を実施している。
②操作についてはクラウドサービス基盤の機能
を活用することで、操作に関するログを取得し、
当該設備のリソースに対する操作者及び操作を
特定できる対策を実施している。
③セキュリティ対策のためのシステムを導入し、
アクセス制限、不正アクセスの検知及び防御を
行っている。
④ウイルスやマルウェア等への対策としてOS、
ミドルウェア等を定期的に最新バージョンにアッ
プデートしている。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク２特定個人情報
が古い情報のまま保管され続
けるリスク　リスクに対する措
置の内容

＜情報連携基盤システムにおける措置＞
①住民については、既存住民基本台帳システ
ムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤シ
ステムを利用する各事務において住民基本台
帳ネットワークシステムを利用するなどして正確
な情報に更新する。
＜事務における措置＞
①年に１度、保育所等を利用する支給認定保護
者に対して、現況届の提出を求め情報を更新す
るように努める。
②定期的に異動リストを作成し、情報を変更す
る。

＜情報連携基盤システムにおける措置＞
①住民については、既存住民基本台帳システ
ムと連携されるため、正確な情報となる。
②住民以外の者については、情報連携基盤シ
ステムを利用する各事務において住民基本台
帳ネットワークシステムを利用するなどして正確
な情報に更新する。
＜事務における措置＞
①年に１度、保育所等を利用する支給認定保護
者に対して、現況届の提出を求め情報を更新す
るように努める。
②定期的に異動リストを作成し、情報を変更す
る。
＜電子申請システムにおける措置＞
市民等は申請ごとに申請情報を入力するため、
リスクは発生しない。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク３特定個人情報
が消去されずいつまでも存在
するリスク　消去手順　手順の
内容

＜福祉総合情報システムにおける措置＞
①保管期間の過ぎた特定個人情報は年１回一
括処理により消去する。
＜情報連携基盤システムにおける措置＞
①保管期間が過ぎた情報は定期的に削除す
る。
②接続する業務システムからの不要となった情
報の削除要求に基づき、削除する。

＜福祉総合情報システムにおける措置＞
①保管期間の過ぎた特定個人情報は年１回一
括処理により消去する。
＜情報連携基盤システムにおける措置＞
①保管期間が過ぎた情報は定期的（月1回）に
削除する。
②接続する業務システムからの不要となった情
報の削除要求に基づき、削除する。
＜電子申請システムにおける措置＞
名古屋市からサービス提供業者に対して依頼
することで消去する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅳその他のリスク対策　１監査
①自己点検　具体的なチェック
方法

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。
＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携
基盤システムでの特定個人情報ファイルの取り
扱いが、本評価書及び運用規則等のとおり適切
に実施されていることを確認するために、情報
連携基盤システムの運用に携わる職員につい
ては年一回、システム開発・運用保守業者につ
いては月一回の自己点検を実施することとして
いる。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。
＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。
＜情報連携基盤システムにおける措置＞
①情報連携基盤システムの運用及び情報連携
基盤システムでの特定個人情報ファイルの取り
扱いが、本評価書及び運用規則等のとおり適切
に実施されていることを確認するために、情報
連携基盤システムの運用に携わる職員につい
ては年一回、システム開発・運用保守業者につ
いては月一回の自己点検を実施することとして
いる。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。
＜電子申請システムにおける措置＞
サービス提供業者において、定期的に自己点
検を実施する。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日
Ⅳその他のリスク対策　１監査
②監査　具体的な内容

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。
＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。
＜情報連携基盤システムにおける措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、情報連携基盤
システムにおける特定個人情報の管理の状況
の点検又は情報セキュリティ監査を実施する。
②①の実施結果に応じて必要な改善措置を講
じる。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。
＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。
＜情報連携基盤システムにおける措置＞
①「名古屋市における特定個人情報の適正な
取扱いに関する方針」に基づき、情報連携基盤
システムにおける特定個人情報の管理の状況
の点検又は情報セキュリティ監査を実施する。
②①の実施結果に応じて必要な改善措置を講
じる。
＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。
＜電子申請システムにおける措置＞
定期的に外部監査を実施するサービスを利用し
ている。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク1特定個人情報の
漏えい・滅失・毀損リスク　⑨
過去3年以内に、評価実施期
間において、個人情報に関す
る重大事故が発生したか　そ
の内容

事業報告書をＨＰに掲載した旨を、参加申し込
みした児童の保護者に、受託事業者が電子メー
ルを一括送信した際、本来全て「ＢＣＣ」欄を使
用すべきところ誤って「ＴＯ」欄を使用したため、
500名の電子メールアドレス等が互いに分かる
形で送信した。

自宅療養中の新型コロナウイルス感染症の陽
性者１名に対して、配食サービスを案内する電
子メールを送信する際、本来利用票のＰＤＦフア
イルのみを添付すべきところ、誤って167名分の
個人情報が記された配食サービス利用者のリ
ストを添付して送信した。

事後

原則重要な変更に該当する
が、直近事案の変更のみのた
め該当せず

事案の変更

令和3年11月15日

Ⅱ特定個人情報フアイルの概
要　２基本情報　⑥事務担当
部署

子ども青少年局保育部保育企画室、総務局行
政改革推進部情報化推進課

子ども青少年局保育部保育企画室、総務局行
政部情報化推進課

事後
重要な変更に該当せず

組織名の変更

令和3年11月15日

Ⅳその他のリスク対策　２従業
者の対する教育・啓発　従業
者の対する教育・啓発　具体
的な方法

＜名古屋市における措置＞
（略）

＜事務上における措置＞
（略）

＜福祉総合情報システムにおける措置＞
（略）

＜情報連携基盤システムにおける措置＞
（略）

＜中間サーバー･プラットフォームにおける措置
＞
（略）

＜違反行為を行った場合の措置＞
（略）

＜名古屋市における措置＞
（略）

＜事務上における措置＞
（略）

＜福祉総合情報システムにおける措置＞
（略）

＜情報連携基盤システムにおける措置＞
（略）

＜中間サーバー･プラットフォームにおける措置
＞
（略）

＜違反行為を行った場合の措置＞
（略）

＜電子申請システムにおける措置＞
①サービス提供業者に対して、番号法及び関連
法令の順守、機密保持及び従事者への情報の
取扱いに関する教育を求める。

事前

特定個人情報ファイルに対す
る重要な変更に当たるため評
価の再実施を行う

電子申請方式導入に伴う変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

表紙
＞個人のプライバシー等の権
利利益の保護の宣言

名古屋市は、子どものための教育・保育給付
（保育所等入所）に関する事務における特定個
人情報ファイルの取り扱いについて、特定個人
情報の漏えいやその他の事態発生による個人
のプライバシー等の権利利益に与える影響を認
識し、このようなリスクを軽減するための適切な
措置を講じたうえで、個人のプライバシー等の
権利利益の保護を実施していることを宣言す
る。

名古屋市は、子どものための教育・保育給付等
に関する事務における特定個人情報ファイルの
取り扱いについて、特定個人情報の漏えいやそ
の他の事態発生による個人のプライバシー等
の権利利益に与える影響を認識し、このようなリ
スクを軽減するための適切な措置を講じたうえ
で、個人のプライバシー等の権利利益の保護を
実施していることを宣言する。

事後
重要な変更にあたる
（事務の追加に伴う変更）

表紙
＞評価書名

子どものための教育・保育給付（保育所等入
所）に関する事務　全項目評価書

子どものための教育・保育給付等に関する事務
全項目評価書

事後
重要な変更にあたる
（事務の追加に伴う変更）

令和3年11月15日

Ⅲ特定個人情報フアイルの取
扱いプロセスにおけるリスク対
策　７特定個人情報の保管・
消去　リスク1特定個人情報の
漏えい・滅失・毀損リスク　⑨
過去3年以内に、評価実施期
間において、個人情報に関す
る重大事故が発生したか　再
発防止策の内容

電子メール等を送信する前には、必ず送信前に
複数の職員で宛先や内容の確認をすることを改
めて周知、徹底するよう指示した。また、受託事
業者に対して情報に関する点検結果の報告を
求めるとともに、未実施の項目については、再
発防止策を考え、すみやかに実施するよう指示
した。

電子メール等を送信する前には、必ず複数の職
員で宛先や内容の確認をすることを改めて周
知、徹底した。また、個人情報取り扱いの重要
性について、職員に対して再度周知、徹底し
た。

事後

原則重要な変更に該当する
が、直近事案の変更のみのた
め該当せず

事案の変更

Ⅰ基本情報
＞1．特定個人情報ファイルを
取り扱う事務
＞①事務の名称

子どものための教育・保育給付（保育所等入
所）に関する事務

子どものための教育・保育給付等に関する事務 事後
重要な変更にあたる
（事務の追加に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞1．特定個人情報ファイルを
取り扱う事務
＞②事務の内容

子ども・子育て支援法に基づき、以下の事務を
行う。
(１)　支給認定に関する情報管理、支給認定証
の発行・管理
　教育・保育給付をうけようとする保護者の申
請・変更申請を受付、支給認定証の発行等の情
報を管理する。また、支給認定期間の切れる都
度・毎年1回の現況確認の都度、施設利用等の
受給状況が適正かどうか確認する。
(２)　保育施設の利用調整、利用及び契約情報
の管理
　保育所等の利用申込を受けて利用調整を行
い、利用又は保留を決定し通知を行う。利用子
どもについては施設との契約状況を管理し利用
人数を把握し、次回の利用調整及び待機児童
対策を行う。
(３)　利用者負担額(利用料)の決定
　子どもの世帯状況及び世帯員の市民税課税
状況を確認し、保育所等を利用する際の利用者
負担額(利用料)を決定し、保護者へ通知する。

子どものための教育・保育給付等に関する事務
は、子ども・子育て支援法及び児童福祉法に基
づき、以下の事務を行う。
　(1) 教育・保育給付認定事務（認定要件の確
認、認定区分の決定、給付）
　(2) 施設等利用給付事務（認定要件の確認、
認定区分の決定、給付）
　(3) 負担区分決定事務 (利用料階層の決定、
実費徴収補足給付の実施)
　(4) 保育所等の利用調整事務 (保育所等の利
用申請受理、利用調整、)
　(5) 民間保育所保育料、公立保育所保育料、
公立幼児給食費、公立延長保育料の収滞納
管理
　
　上記の事務を行うために必要となる情報を入
手するため、行政手続における特定の個人を識
別するための番号の利用等に関する法律（平成
25年5月31日法律第27号。以下「番号利用法」と
いう。）第9条第1項、同法別表9の項及び127の
項で定める範囲内で、他情報保有機関への照
会を行う。

事後
重要な変更にあたる
（事務の追加に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞1．特定個人情報ファイルを
取り扱う事務
＞②事務の内容

(４)　保育所等の利用料収滞納管理・滞納整理
事務
　民間保育所及び公立保育所の利用料につい
ての請求及び収滞納の管理・滞納整理事務を
行う。また施設給付型幼稚園、認定子ども園お
よび地域型保育事業については利用料を施設
で直接徴収するため、施設側への利用料の通
知を行い、滞納額が一定額を超えた保護者に
ついては施設側からの依頼を元に把握し、施設
の滞納整理の協力を行う。
(５)　公立施設幼児給食費の収滞納管理・滞納
整理事務
　公立施設を利用する幼児クラスの子どもの給
食費について、収滞納の管理・滞納整理事務を
行う。
(６)　施設情報の管理
　子ども・子育て支援法に規定する施設の情報
を管理し、国への報告及び利用者への情報提
供を行う。また、利用子どもの状況、施設の運
営状況の把握を行うことにより、施設への給付
費の額を決定、国への給付費の請求を管理す
る。また、名古屋市独自の補助金等の管理も行
う。

同上 事後
重要な変更にあたる
（事務の追加に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム1
＞②システムの機能

＜子ども・子育て支援の個別機能＞
(１)支給認定情報を登録・管理する機能。
　①申請や届の内容を管理する。
　②各種帳票(支給認定通知書・支給認定変更
通知書・支給認定証等)を発行する。
(2)利用申込・利用選考・利用契約状態等を登
録・管理する機能。
　①申請や届の内容を管理する。
　②利用申込者の選考を行い、各種帳票(保育
利用決定通知・利用保留通知等)を発行する。
　③施設と利用者との契約情報・利用情報を管
理する。
（3）利用者負担額(利用料)算定に必要な根拠を
登録・管理し、利用者負担額を決定する機能。
　①市民税情報などの利用者負担額算定に必
要な情報を連携する。
　②申請や届の内容を管理する。
　③各種帳票(利用者負担額決定通知・納入通
知書等)を発行する。

(1)支給認定情報の登録・管理機能
　　 教育・保育給付認定及び施設等利用給付
認定(以下「支給認定」という。)申請、届出情報
の管理
　(2)負担区分判定機能
　　  利用者負担額、副食費減免判定等の利用
者負担区分の判定、管理
　(3)保育所等の利用調整・入退所管理機能
　　　保育所等の利用調整のための情報の管理
と、入退所情報の管理
  (4)請求処理・収納処理・滞納整理機能
民間保育所保育料、公立保育所保育料、公立
幼児給食費、公立延長保育料の請求デー
タ作成、収納・滞納管理
　(5)給付機能
　　給付計算、給付データ作成機能。
　(6)その他機能
　　　各種帳票出力機能
　　　統計機能

事後
重要な変更にあたる
（事務の追加に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム1
＞③他のシステムとの接続

[　　　]その他 [　〇　] その他 （申請管理システム） 事前
重要な変更にあたる
（事務の追加に伴う変更）

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム1
＞②システムの機能

(4)保育所等の利用料収滞納管理・滞納処分情
報の管理を行う機能
　①毎月賦課処理にて当該期別の請求額を算
定し、口座振替請求データ、納付書を一括作成
する機能。
　②納められた利用料情報を取込、利用料の収
納状況を管理する。
　③未納・滞納状況を管理し、各種帳票(督促
状・催告書等)の出力を行う。
(5)公立施設幼児給食費の利用料収滞納管理・
滞納処分情報の管理を行う機能
　①毎月賦課処理にて当該期別の請求額を算
定し、口座振替請求データ、納付書を一括作成
する機能。
　②納められた利用料情報を取込、利用料の収
納状況を管理する。
　③未納・滞納状況を管理し、各種帳票(督促
状・催告書等)の出力を行う。
（6）施設情報の管理を行う機能
　①施設の情報を登録・管理する。
　②施設情報及び利用児童の支給認定、契約、
賦課情報を集計し施設への給付額・補助金の
額を計算し、帳票を出力する。
　③計算した給付額についての台帳を出力す
る。
　④国への報告の為のデータを作成する。

同上 事後
重要な変更にあたる
（事務の追加に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム2
＞②システムの機能

(1) 宛名番号付番機能
（略）

(2) 宛名情報等管理機能
宛名情報を団体内統合宛名番号、個人番号と
紐付けて保存し、管理する機能。

(3) 中間サーバー連携機能
中間サーバーまたは中間サーバー端末からの
要求に基づき、団体内統合宛名番号に紐付く宛
名情報等を通知する機能。

(4) 既存システム連携機能
既存業務システムからの要求に基づき、宛名番
号、個人番号又は団体内統合宛名番号に紐付
く宛名情報を通知する機能。

(5) セキュリティ管理機能
暗号化機能及び情報照会・提供記録等を管理
する機能。

(6) 職員認証・権限管理機能
情報連携基盤システムを利用する職員または
業務システムの認証と付与された権限に基づい
た各種機能や宛名情報へのアクセス制御を行う
機能。

(7) システム管理機能
バッチの状況管理、業務統計情報の集計、稼動
状態の通知、保管期限切れ情報の削除を行う
機能。

(1) 宛名番号付番機能
（略）

(2)住登外者宛名番号管理機能
既存業務システムからの住登外者宛名番号の
紐付情報を保存し、管理する機能。既存システ
ム連携時には各既存業務システムの住登外者
宛名番号を置換する。

(3) 宛名情報等管理機能
宛名情報を団体内統合宛名番号、個人番号と
紐付けて保存し、管理する機能。

(4) 中間サーバー連携機能
中間サーバーまたは中間サーバー端末からの
要求に基づき、団体内統合宛名番号に紐付く宛
名情報等を通知する機能。

(5) 既存システム連携機能
既存業務システムからの要求に基づき、宛名番
号、個人番号、団体内統合宛名番号又は受付
番号に紐付く宛名情報等を通知する機能。

(6) セキュリティ管理機能
暗号化機能及び情報照会・提供記録等を管理
する機能。

(7) 職員認証・権限管理機能
情報連携基盤システムを利用する職員または
業務システムの認証と付与された権限に基づい
た各種機能や宛名情報へのアクセス制御を行う
機能。

事後
重要な変更にあたらない（接
続先システムの機能変更）

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム2
＞①システムの名称

情報連携基盤システム（庁内連携システム、宛
名システム等）

情報連携基盤システム（庁内連携システム、宛
名システム等及び申請管理システム）

事後
重要な変更にあたらない（詳
細な記述へ変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ基本情報
＞2.特定個人情報ファイルを
取り扱う事務において使用す
るシステム
＞システム2
＞②システムの機能

―

(8) システム管理機能
バッチの状況管理、業務統計情報の集計、稼動
状態の通知、保管期限切れ情報の削除を行う
機能。

(9)ぴったりサービス連携機能
ぴったりサービス（サービス検索・電子申請機
能）で受け付けた電子申請データを申請管理シ
ステムに連携する（受け渡す）機能。

(10)申請管理システム
連携サーバーから連携された電子申請データを
参照する機能。

(11)電子証明書シリアル番号変換機能
連携サーバーから連携された電子申請データに
含まれるマイナンバーカードの電子証明書のシ
リアル番号と宛名番号を紐付ける機能。

(12)申請状況確認機能
ぴったりサービスから受信した申請情報及び処
理状況等を確認する機能。

事後
重要な変更にあたらない（詳
細な記述へ変更）

Ⅰ　基本情報
＞5.個人番号の利用※
＞法令上の根拠

別表第1　　 8項　番号法別表第一の主務省令
で定める事務を定める命令第 8条第7項
別表第1　　94項　番号法別表第一の主務省令
で定める事務を定める命令第68条第1項～第5
項
番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

・番号利用法第9条第1項、同法別表9の項及び
127の項。
・番号利用法第9条第2項
・行政手続における特定の個人を識別するため
の番号の利用等に関する法律別表の主務省令
で定める事務を定める命令（平成26年内閣府・
総務省令第5号）第8条第7号及び第68条
・名古屋市行政手続における特定の個人を識
別するための番号の利用等に関する法律施行
条例

事後
重要な変更にあたらない（文
言の整理）

Ⅰ基本情報
2.特定個人情報ファイルを取り
扱う事務において使用するシ
ステム
＞システム2
＞③他のシステムとの接続

中間サーバー、情報連携基盤システムを利用
する業務システム

中間サーバー、情報連携基盤システムを利用
する業務システム、ぴったりサービス（サービス
検索・電子申請機能）

事後
重要な変更にあたらない（より
詳細な記述へ変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅰ　基本情報
＞6.情報提供ネットワークシス
テムによる情報連携
＞法令上の根拠

(別表第二における情報照会の根拠)
別表第2    13項  番号法別表第二の主務省令
で定める事務及び情報を定める命令第10条の3
別表第2　116項　番号法別表第二の主務省令
で定める事務及び情報を定める命令第59条の2

＜情報照会＞
・番号利用法第19条第8号
・行政手続における特定の個人を識別するため
の番号の利用等に関する法律第十九条第八号
に基づく利用特定個人情報の提供に関する命
令（令和6年デジタル庁・総務省令第9号。以下
「番号利用法情報提供省令」という。）第2条の
表17の項及び155の項

事後
重要な変更にあたらない（文
言の整理）

（別添1）事務内容 実態に合わせて、修正 事後
重要な変更にあたる
（事務の追加に伴い実情に合
わせて修正）

Ⅰ　基本情報
＞7.評価実施期間における担
当部署
＞②所属長の役職名

保育企画室長 保育企画課長 事後
重要な変更にあたらない
（組織名の変更）

Ⅰ　基本情報
＞7.評価実施期間における担
当部署
＞①部署

子ども青少年局保育部保育企画室 子ども青少年局保育部保育企画課 事後
重要な変更にあたらない
（組織名の変更）

Ⅱ　特定個人情報ファイルの
概要
＞3..特定個人情報の入手・使
用
＞①入手元
＞評価実施期間内の他部署

スポーツ市民局地域振興部住民課(既存住民基
本台帳システム)、財政局税務部市民税課、健
康福祉局生活福祉部保護課、健康福祉局生活
福祉部医療福祉課、健康福祉局障害福祉部障
害企画課、子ども青少年局子ども未来企画部子
ども未来企画室、子ども青少年局子育て支援部
子育て支援課

スポーツ市民局地域振興部住民課(既存住民基
本台帳システム)、財政局税務部市民税課、健
康福祉局生活福祉部保護課、健康福祉局生活
福祉部医療福祉課、健康福祉局障害福祉部障
害企画課、子ども青少年局子ども未来企画部子
ども未来企画課、子ども青少年局子育て支援部
子育て支援課

事後
重要な変更にあたらない
（組織名称の変更）

Ⅱ　特定個人情報ファイルの
概要
＞2..基本情報
＞⑥事務担当部署

子ども青少年局保育部保育企画室、総務局行
政部情報化推進課

子ども青少年局保育部保育企画課、総務局行
政DX推進部デジタル改革推進課

事後
重要な変更にあたらない
（組織名称の変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅱ　特定個人情報ファイルの
概要
＞3..特定個人情報の入手・使
用
＞⑦使用の主体
＞使用部署

子ども青少年局保育部保育企画室　、子ども青
少年局保育部保育運営課　、子ども青少年局企
画経理課、区役所民生子ども課　、支所区民福
祉課　、公立保育所

子ども青少年局保育部保育企画課　、子ども青
少年局保育部保育運営課　、子ども青少年局企
画経理課、区役所民生子ども課　、支所区民福
祉課　、公立保育所

事後
重要な変更にあたらない
（組織名称の変更）

Ⅱ　特定個人情報ファイルの
概要
＞3.特定個人情報の入手・使
用
＞⑧使用方法＜情報連携基
盤システム・中間サーバー＞

＜情報連携基盤システム・中間サーバー＞
団体内統合宛名番号で団体内で個人を一意に
識別することにより、情報提供ネットワークシス
テムによる情報照会・提供及び情報連携基盤シ
ステムを利用した団体内の情報連携に対応す
る。

＜情報連携基盤システム・中間サーバー＞
団体内統合宛名番号で団体内で個人を一意に
識別することにより、情報提供ネットワークシス
テムによる情報照会・提供及び情報連携基盤シ
ステムを利用した団体内の情報連携に対応す
る。また、住民番号及び住登外者宛名番号で情
報連携基盤システムを利用した団体内の情報
連携に対応する。

事後
重要な変更にはあたらない
（接続先システムの機能変更
に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅱ　特定個人情報ファイルの
概要
＞3.特定個人情報の入手・使
用
＞⑧使用方法
＞情報の統計分析

施設利用調整、保護者負担額等の検討、待機
調査・給付費支払等の国への報告等のための
統計は行うが、特定個人を判別しうるような情
報の統計や分析は行わない。

＜情報連携基盤システム・中間サーバー＞
実施しない。

＜事務における使用方法＞
利用調整、保護者負担額等の検討、待機調査・
給付費支払等の国への報告等のための統計は
行うが、特定の個人を判別しうるような情報の
統計や分析は行わない。

事後
重要な変更にはあたらない
（文言の整理）

Ⅱ　特定個人情報ファイルの
概要
＞3.特定個人情報の入手・使
用
＞⑧使用方法<事務における
使用方法>

＜事務における使用方法＞
①支給認定申請があった場合、福祉総合情報
システム内に申請者の世帯台帳を作成し、情報
連携を行い、申請者が提出した申請書の内容と
住基情報とを突合し、申請内容に間違いがない
かの確認を行う。
②支給認定申請の記載事項を福祉総合情報シ
ステム内に入力し、市民税、生活保護、ひとり親
情報、障害者手帳情報等との連携を行いその
情報を元に支給認定証を出力する。
③併せて保育の申込があった場合は、申込情
報等を福祉総合情報システム内に入力し、毎月
一定の期日で区切り、データを出力し、翌月の
利用希望者の利用調整を行い、利用調整結果
を入力、帳票出力する。
④公立保育所・民間保育所の利用料、公立保
育所幼児給食費の口座振替申込用紙を受理し
た際に、福祉総合情報システム内に情報を入力
し、次回以降の請求データの作成に使用する。
⑤支給認定情報及び契約情報を保育施設ごと
に出力し、施設へ事実の確認を依頼するために
使用する。
⑥施設への給付額の確認、支払及び国への請
求について、施設ごとの人数等の確認に使用す
る。
⑦公立保育所・民間保育所の利用料、公立保
育所幼児給食費の収納管理及び滞納整理事務
について、徴収金の滞納情報、世帯の状況及
び連絡先の確認を行い督促、催告等に使用す
る。

＜事務における使用方法＞
①支給認定申請があった場合、福祉総合情報
システム内に申請者の世帯台帳を作成し、情報
連携を行い、申請者が提出した申請書の内容と
住基情報とを突合し、申請内容に間違いがない
かの確認を行う。
②支給認定申請の記載事項を福祉総合情報シ
ステム内に入力し、市民税、生活保護、ひとり親
情報、障害者手帳情報等との連携を行いその
情報を元に支給認定証を出力する。
③併せて保育の申込があった場合は、申込情
報等を福祉総合情報システム内に入力し、毎月
一定の期日で区切り、データを出力し、翌月の
利用希望者の利用調整を行い、利用調整結果
を入力、帳票出力する。
④公立保育所・民間保育所の利用料、公立保
育所幼児給食費、公立延長保育料の口座振替
申込用紙を受理した際に、福祉総合情報システ
ム内に情報を入力し、次回以降の請求データの
作成に使用する。
⑤支給認定情報及び契約情報を保育施設ごと
に出力し、施設へ事実の確認を依頼するために
使用する。
⑥施設への給付額の確認、支払及び国への請
求について、施設ごとの人数等の確認に使用す
る。
⑦公立保育所・民間保育所の利用料、公立保
育所幼児給食費、公立延長保育料の収納管理
及び滞納整理事務について、徴収金の滞納情
報、世帯の状況及び連絡先の確認を行い督
促、催告等に使用する。

事前
重要な変更にあたる
（事務の追加に伴う変更。）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅱ　特定個人情報ファイルの
概要
＞6.特定個人情報の保管・消
去
＞①保管場所＜福祉総合情
報システムにおける措置＞

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置し、生体認証により情報管理室への
入退室を厳重に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、庁舎内の情報管
理室に設置し、情報管理室への入退室を厳重
に管理する。
②特定個人情報は、情報管理室内に設置され
た機器に保存する。
＜中間サーバー・プラットフォームにおける措置
＞
【省略】
＜電子申請システムにおける措置＞
【省略】

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、ガバメントクラウド
及び庁舎内の情報管理室に設置し、生体認証
により情報管理室への入退室を厳重に管理す
る。
②特定個人情報は、ガバメントクラウド及び情
報管理室内に設置された機器に保存する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、ガバメントクラウド
及び庁舎内の情報管理室に設置し、情報管理
室への入退室を厳重に管理する。
②特定個人情報は、ガバメントクラウド及び情
報管理室内に設置された機器に保存する。

＜中間サーバー・プラットフォームにおける措置
＞
【省略】

事前
重要な変更にあたる
（ガバメントクラウドによる管理
の開始に伴い追記）

Ⅱ　特定個人情報ファイルの
概要＞5.特定個人情報の提
供・移転＞移転先2＞①法令
上の根拠

番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

番号利用法第9条第2項
名古屋市行政手続における特定の個人を識別
するための番号の利用等に関する法律施行条
例

事後
重要な変更にあたらない
（文言の整理）

Ⅱ　特定個人情報ファイルの
概要
＞5.特定個人情報の提供・移
転
＞移転先1
＞①法令上の根拠

番号法第9条第2項
行政手続における特定の個人を識別するため
の番号の利用等に関する法律に基づく個人番
号の利用に関する条例（案）

番号利用法第9条第2項
名古屋市行政手続における特定の個人を識別
するための番号の利用等に関する法律施行条
例

事後
重要な変更にあたらない
（文言の整理）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅱ　特定個人情報ファイルの
概要
＞6.特定個人情報の保管・消
去
＞③消去方法＜ガバメントク
ラウドにおける措置＞

－

＜ガバメントクラウドにおける措置＞
①特定個人情報の消去は地方公共団体からの
操作によって実施される。地方公共団体の業務
データは国及びガバメントクラウドのクラウド事
業者にはアクセスが制御されているため特定個
人情報を消去することはない。
②クラウド事業者がHDDやSSDなどの記録装置
等を障害やメンテナンス等により交換する際に
データの復元がなされないよう、クラウド事業者
において、NIST 800-88、ISO/IEC27001等にし
たがって確実にデータを消去する。
③既存システムについては、地方公共団体が
委託した開発事業者が既存の環境からガバメン
トクラウドへ移行することになるが、移行に際し
ては、データ抽出及びクラウド環境へのデータ
投入、並びに利用しなくなった環境の破棄等を
実施する。

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅱ　特定個人情報ファイルの
概要
＞6.特定個人情報の保管・消
去
＞①保管場所＜ガバメントク
ラウドにおける措置＞

－

＜ガバメントクラウドにおける措置＞
①サーバ等はクラウド事業者が保有・管理する
環境に設置し、設置場所のセキュリティ対策は
クラウド事業者が実施する。なお、クラウド事業
者はISMAPのリストに登録されたクラウドサービ
ス事業者であり、セキュリティ管理策が適切に
実施されているほか、次を満たすものとする。
・ISO/IEC27017、ISO/IEC27018 の認証を受け
ていること。
・日本国内でのデータ保管を条件としているこ
と。
②特定個人情報は、クラウド事業者が管理する
データセンター内のデータベースに保存され、
バックアップも日本国内に設置された複数の
データセンターのうち本番環境とは別のデータ
センター内に保存される。
＜電子申請システムにおける措置＞
【省略】

事前
重要な変更にあたる
（システム標準化に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

（別添2）特定個人情報ファイ
ル記録項目
＞1 あてな情報

個人番号、個人番号対応符号、団体内統合宛
名番号、住民番号（既存住民基本台帳システム
の宛名番号）、情報照会提供記録、アクセスロ
グ

個人番号、個人番号対応符号、団体内統合宛
名番号、住民番号（既存住民基本台帳システム
の宛名番号）、住登外宛名番号、情報照会提供
記録、アクセスログ

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞3.特定個人情報の使用
＞リスク4：特定個人情報ファ
イルが不正に複製されるリス
ク＜福祉総合情報システムに
おける措置＞

①、②略
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号法
により
罰せられることを職員に研修等により周知す
る。
④違反行為を行った場合は、番号法の罰則規
定により措置を講じる。
⑤略

①、②略
③ファイルの不必要な複製を行い、正当な理由
がないのに送付及び送信を行うことは、番号利
用法により罰せられることを職員に研修等によ
り周知する。
④違反行為を行った場合は、番号利用法の罰
則規定により措置を講じる。
⑤略

事後
重要な変更にあたらない
（文言の変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞3.特定個人情報の使用
＞リスク1:目的を超えた紐付
け、事務に必要のない情報と
の紐付けが行われるリスク＜
福祉総合情報システムにおけ
る措置＞

①個人番号を直接保有せず、限られた処理で
情報連携基盤システムで保有する個人番号を
参照することで、個人番号の利用を制限してい
る。
②事務に不要な情報にはアクセスできないよう
に制限している。

①限られた処理で情報連携基盤システムで保
有する個人番号を参照することで、個人番号の
利用を制限している。
②事務に不要な情報にはアクセスできないよう
に制限している。

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞ 2.特定個人情報の入手
＞リスク3:入手した特定個人
情報が不正確であるリスク
＞入手の際の本人確認の措
置
の内容＜電子申請システムに
おける措置＞

①申請者本人の個人番号を取得する場合に
は、番号法に基づく本人確認の措置を実施す
る。
②申請者本人の個人番号を取得しない場合に
は、手続の特性に応じた手法で本人確認を実
施する。

①申請者本人の個人番号を取得する場合に
は、番号利用法に基づく本人確認の措置を実施
する。
②申請者本人の個人番号を取得しない場合に
は、手続の特性に応じた手法で本人確認を実
施する。

事後
重要な変更にあたらない
（文言の変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞6.情報提供ネットワークシス
テムとの接続
＞リスク3:入手した個人情報
が不正確であるリスク
＞リスクに対する措置の内容
＜中間サーバー・ソフトウェア
における措置＞

①中間サーバーは、特定個人情報保護委員会
との協議を経て、総務大臣が設置・管理する情
報提供ネットワークシステムを使用して、情報提
供用個人識別符号により紐付けられた照会対
象者に係る特定個人情報を入手するため、正
確な照会対象者に係る特定個人情報を入手す
ることが担保されている。

①中間サーバーは、個人情報保護委員会との
協議を経て、総務大臣が設置・管理する情報提
供ネットワークシステムを使用して、情報提供用
個人識別符号により紐付けられた照会対象者
に係る特定個人情報を入手するため、正確な照
会対象者に係る特定個人情報を入手すること
が担保されている。

事後
重要な変更にあたらない
（組織名称の変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞6.情報提供ネットワークシス
テムとの接続
＞リスク2:安全が保たれない
方法によって入手が行われる
リスク
＞リスクに対する措置の内容
＜中間サーバー・ソフトウェア
における措置＞

①中間サーバーは、特定個人情報保護委員会
との協議を経て、総務大臣が設置・管理する情
報提供ネットワークシステムを使用した特定個
人情報の入手のみ実施できるよう設計されるた
め、安全性が担保されている。

①中間サーバーは、個人情報保護委員会との
協議を経て、総務大臣が設置・管理する情報提
供ネットワークシステムを使用した特定個人情
報の入手のみ実施できるよう設計されるため、
安全性が担保されている。

事後
重要な変更にあたらない
（組織名称の変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞ 4.特定個人情報ファイルの
取扱いの委託
＞委託契約書中の特定個人
情報ファイルの取扱いに関す
る規定＜福祉総合情報システ
ム、情報連携基盤システムに
おける措置＞

①番号法及び関連法令を遵守し、適正な管理
のために必要な措置を講じること。
②～⑦略

①番号利用法及び関連法令を遵守し、適正な
管理のために必要な措置を講じること。
②～⑦略

事後
重要な変更にあたらない
（文言の変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞ 6.情報提供ネットワークシ
ステムとの接続
＞リスク1:目的外の入手が行
われるリスク
＞リスクに対する措置の内容
＜中間サーバー・ソフトウェア
における措置＞

①情報照会機能（※１）により、情報提供ネット
ワークシステムに情報照会を行う際には、情報
提供許
可証の発行と照会内容の照会許可用照合リス
ト（※２）との照合を情報提供ネットワークシステ
ムに求
め、情報提供ネットワークシステムから情報提
供許可証を受領してから情報照会を実施するこ
とにな
る。つまり、番号法上認められた情報連携以外
の照会を拒否する機能を備えており、目的外提
供やセ
キュリティリスクに対応している。
②中間サーバーの職員認証・権限管理機能（※
３）では、ログイン時の職員認証の他に、ログイ
ン・ログ
アウトを実施した職員、時刻、操作内容の記録
が実施されるため、不適切な接続端末の操作
や、不適
切なオンライン連携を抑止する仕組みになって
いる。
（※１）情報提供ネットワークシステムを使用した
特定個人情報の照会及び照会した情報の受領
を行う
機能。
（※２）番号法の規定による情報提供ネットワー
クシステムを使用した特定個人情報の提供に係
る情報
照会者、情報提供者、事務及び特定個人情報
を一覧化し、情報照会の可否を判断するために
使用するもの。
（※３）中間サーバーを利用する職員の認証と
職員に付与された権限に基づいた各種機能や
特定個人
情報へのアクセス制御を行う機能。

①情報照会機能（※１）により、情報提供ネット
ワークシステムに情報照会を行う際には、情報
提供許可証の発行と照会内容の照会許可用照
合リスト（※２）との照合を情報提供ネットワーク
システムに求め、情報提供ネットワークシステム
から情報提供許可証を受領してから情報照会を
実施することになる。つまり、番号利用法上認め
られた情報連携以外の照会を拒否する機能を
備えており、目的外提供やセキュリティリスクに
対応している。
②中間サーバーの職員認証・権限管理機能（※
３）では、ログイン時の職員認証の他に、ログイ
ン・ログ
アウトを実施した職員、時刻、操作内容の記録
が実施されるため、不適切な接続端末の操作
や、不適
切なオンライン連携を抑止する仕組みになって
いる。
（※１）情報提供ネットワークシステムを使用した
特定個人情報の照会及び照会した情報の受領
を行う
機能。
（※２）番号利用法の規定による情報提供ネット
ワークシステムを使用した特定個人情報の提供
に係る情報照会者、情報提供者、事務及び特
定個人情報を一覧化し、情報照会の可否を判
断するために使用するもの。
（※３）中間サーバーを利用する職員の認証と
職員に付与された権限に基づいた各種機能や
特定個人
情報へのアクセス制御を行う機能。

事後
重要な変更にあたらない
（文言の変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑤物理的対策＞具体的な
対策の内容＜ガバメントクラウ
ドにおける措置＞

－

＜ガバメントクラウドにおける措置＞
①ガバメントクラウドについては政府情報システ
ムのセキュリティ制度（ISMAP）のリストに登録さ
れたクラウドサービスから調達することとしてお
り、システムのサーバー等は、クラウド事業者が
保有・管理する環境に構築し、その環境には認
可された者だけがアクセスできるよう適切な入
退室管理策を行っている。
②事前に許可されていない装置等に関しては、
外部に持出できないこととしている。

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑤物理的対策
＞具体的な対策の内容＜福
祉総合情報システムにおける
措置＞

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、庁舎内の情報管
理室に設置しており、情報管理室への入退室を
厳重に管理している。
②特定個人情報は、情報管理室内に設置され
た機器に保存される。
③データを定期的に別の電子記録媒体に保存
し、別の場所に施錠保管することで、災害等発
生時のデータ復旧に備えている。

＜福祉総合情報システムにおける措置＞
①福祉総合情報システムは、ガバメントクラウド
及び庁舎内の情報管理室に設置しており、情報
管理室への入退室を厳重に管理している。
②特定個人情報は、ガバメントクラウド及び情
報管理室内に設置された機器に保存される。
③データを定期的に別の電子記録媒体に保存
し、別の場所に施錠保管することで、災害等発
生時の
データ復旧に備えている。
④ガバメントクラウドへ完全移行後は、ガバメン
トクラウド上での遠隔地バックアップ（東京リー
ジョンから大阪リージョンへのオンラインバック
アップ）を行う。

事前
重要な変更にあたる
（システム標準化に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管消去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑥技術的対策＞具体的な
対策の内容

＜福祉総合情報システムにおける措置＞

＜情報連携基盤システムにおける措置＞

＜福祉総合情報システムにおける措置＞
名古屋市情報セュキュリティ対策基準等に準拠
し、以下の通り対策を実施している。

＜情報連携基盤システムにおける措置＞
名古屋市情報セュキュリティ対策基準等に準拠
し、以下の通り対策を実施している。

事後
重要な変更にあたらない
（実態に即して修正。）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑥技術的対策＞具体的な
対策の内容＜ガバメントクラウ
ドにおける措置＞

－

＜ガバメントクラウドにおける措置＞
①国及びクラウド事業者は利用者のデータにア
クセスしない契約等となっている。
②地方公共団体が委託したASP(「地方公共団
体情報システムのガバメントクラウドの利用につ
いて【第2.1版】」（令和６年７月デジタル庁。以下
「利用について」という。）に規定する「ASP」をい
う。以下同じ。)又はガバメントクラウド運用管理
補助者（利用基準に規定する「ガバメントクラウ
ド運用管理補助者」をいう。以下同じ。）は、ガバ
メントクラウドが提供するマネージドサービスに
より、ネットワークアクティビティ、データアクセス
パターン、アカウント動作等について継続的にモ
ニタリングを行うとともに、ログ管理を行う。
③クラウド事業者は、ガバメントクラウドに対す
るセキュリティの脅威に対し、脅威検出やDDos
対策を24時間365日講じる。
④クラウド事業者は、ガバメントクラウドに対し、
ウイルス対策ソフトを導入し、パターンファイル
の更新を行う。
⑤地方公共団体が委託したASP又はガバメント
クラウド運用管理補助者は、導入しているOS及
びミドルウエアについて、必要に応じてセキュリ
ティパッチの適用を行う。
⑥ガバメントクラウドの特定個人情報を保有す
るシステムを構築する環境は、インターネットと
は切り離された閉域ネットワークで構成する。
⑦地方公共団体やASP又はガバメントクラウド
運用管理補助者の運用保守地点からガバメント
クラウドへの接続については、閉域ネットワーク
で構成する。
⑧地方公共団体が管理する業務データは、国
及びクラウド事業者がアクセスできないよう制御
を講じる。

事前
重要な変更にあたる
（システム標準化に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策　＞7.特定個人情報の保
管・消去＞リスク１：特定個人
情報の漏えい・滅失・毀損リス
ク＞⑨過去３年以内に、評価
実施機関において、個人情報
に関する重大事故が発生した
か＞その内容

自宅療養中の新型コロナウイルス感染症の陽
性者1名に対して、配食サービスを案内する電
子メールを
送信する際、本来利用票のＰＤＦファイルのみを
送信すべきところ、誤って167名分の個人情報
が記され
た配食サービス利用者のリストを添付して送信
した。

本市の事業の受託業者が、事業の参加者に対
してアンケート調査の依頼を電子メールにて一
括送信
する際、本来「BCC」欄を使用すべきところ、誤っ
て「宛先」欄を使用し、電子メールアドレス（121
名分）を
他の参加者から閲覧できる状態で送信した。

事後
重要な変更にあたらない
（期間経過に伴う記載内容の
整理。）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク2:特定個人情報が古
い情報のまま保管され続ける
リスク
＞リスクに対する措置の内容
＜事務における措置＞

①年に１度、保育所等を利用する支給認定保護
者に対して、現況届の提出を求め情報を更新す
るように努める。
②定期的に異動リストを作成し、情報を変更す
る。

①年に１度、支給認定保護者に対して、現況届
の提出を求め情報を更新するように努める。
②定期的に異動リストを作成し、情報を変更す
る。

事後
重要な変更にあたらない
（文言の修正）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑩死者の個人番号 具体的
な保管方法

＜情報連携基盤システムにおける措置＞
①死者以外の個人番号と同様に管理する。

＜福祉総合情報システム・情報連携基盤システ
ムにおける措置＞
①死者以外の個人番号と同様に管理する。

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク1:特定個人情報の漏
えい・滅失・毀損リスク
＞⑨過去3年以内に、評価実
施機関において、個人情報に
関する重大事故が発生したか
＞再発防止策の内容

電子メール等を送信する前には、必ず複数の職
員で宛先や内容の確認をすることを改めて周
知、徹底
した。また、個人情報取扱いの重要性につい
て、職員に対して再度周知、徹底した。

受託業者に対し、個人情報の取扱いについて
誤りのないよう指示徹底した。
電子メールを一括送信する際は複数の職員で
確認するように指導を行った。

事後
重要な変更にあたらない
（期間経過に伴う記載内容の
整理。）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅳその他のリスク対策
＞1.監査
＞②監査
＞具体的なチェック方法＜福
祉総合情報システムにおける
措置＞

＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。

＜福祉総合情報システムにおける措置＞
①情報保護に関する外部監査、内部監査又は
内部点検を、少なくとも年１回実施する。

事後
重要な変更にあたらない
（詳細な記述への変更）

Ⅳその他のリスク対策
＞1.監査
＞①自己点検
＞具体的なチェック方法＜福
祉総合情報システムにおける
措置＞

＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、定期的に
自己点検を実施する。

＜福祉総合情報システムにおける措置＞
①運用に携わる職員及び事業者は、1年に1
回、自己点検を実施する。

事後
重要な変更にあたらない
（詳細な記述への変更）

Ⅲ特定個人情報ファイルの取
扱いプロセスにおけるリスク対
策
＞7.特定個人情報の保管・消
去
＞リスク3:特定個人情報が消
去されずいつまでも存在する
リスク＜ガバメントクラウドに
おける措置＞

－

＜ガバメントクラウドにおける措置＞
データの復元がなされないよう、クラウド事業者
において、NIST 800-88、ISO/IEC27001等に準
拠したプロセスにしたがって確実にデータを消
去する。

事前
重要な変更にあたる
（システム標準化に伴う変更）

Ⅳその他のリスク対策
＞2.従業者に対する教育・啓
発
＞従業者に対する教育・啓発
＞具体的な方法＜福祉総合
情報システムにおける措置＞
＜電子申請システムにおける
措置＞

＜福祉総合情報システムにおける措置＞
①評価書に記載した通りに運用がなされている
かどうか、監査を少なくとも年１回実施する。

略

＜電子申請システムにおける措置＞
①サービス提供業者に対して、番号法及び関連
法令の順守、機密保持及び従事者への情報の
取扱い
に関する教育を求める。

＜福祉総合情報システムにおける措置＞
①情報保護に関する外部監査、内部監査又は
内部点検を、少なくとも年１回実施する。

略

＜電子申請システムにおける措置＞
①サービス提供業者に対して、番号利用法及び
関連法令の順守、機密保持及び従事者への情
報の取扱いに関する教育を求める。

事後
重要な変更にあたらない
（詳細な記述への変更）

Ⅳその他のリスク対策
＞1.監査
＞②監査
＞具体的なチェック方法＜ガ
バメントクラウドにおける措置
＞

－

＜ガバメントクラウドにおける措置＞
ガバメントクラウドについては政府情報システム
のセキュリティ制度（ISMAP）のリストに登録され
たクラウドサービスから調達することとしており、
ISMAPにおいて、クラウドサービス事業者は定
期的にISMAP監査機関リストに登録された監査
機関による監査を行うこととしている。

事前
重要な変更にあたる
（システム標準化に伴う変更）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

Ⅳその他のリスク対策
＞3.その他のリスク対策＜ガ
バメントクラウドにおける措置
＞

－

＜ガバメントクラウドにおける措置＞
ガバメントクラウド上での業務データの取扱いに
ついては、当該業務データを保有する地方公共
団体及びその業務データの取扱いについて委
託を受けるASP又はガバメントクラウド運用管理
補助者が責任を有する。
ガバメントクラウド上での業務アプリケーション
の運用等に障害が発生する場合等の対応につ
いては、原則としてガバメントクラウドに起因す
る事象の場合は、国はクラウド事業者と契約す
る立場から、その契約を履行させることで対応
する。また、ガバメントクラウドに起因しない事象
の場合は、地方公共団体に業務アプリケーショ
ンサービスを提供するASP又はガバメントクラウ
ド運用管理補助者が対応するものとする。
具体的な取り扱いについて、疑義が生じる場合
は、地方公共団体とデジタル庁及び関係者で協
議を行う。

事前
重要な変更にあたる
（システム標準化を伴う変更）

Ⅴ開示請求、問合せ
＞2.特定個人情報ファイルの
取扱いに関する問合せ
＞①連絡先

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市子ども青少年局保育部保育企画室
052-972-4644

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市子ども青少年局保育部保育企画課
052-972-4644

事後
重要な変更にあたらない
（組織名称の変更）

Ⅴ開示請求、問合せ
＞1.特定個人情報の開示・訂
正・利用停止請求
＞①請求方法

名古屋市個人情報保護条例第19条に基づき、
必要事項を記載した開示請求書を提出する。

2025/9/1 事後
重要な変更にあたらない
（文言の整理）

Ⅴ開示請求、問合せ
＞1.特定個人情報の開示・訂
正・利用停止請求
＞①請求先

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市スポーツ市民局市民生活部市政情報
室

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市スポーツ市民局市民生活部市政情報
課

事後
重要な変更にあたらない
（組織名称の変更）

令和7年9月1日

Ⅰ　基本情報
７．評価実施期間における担
当部署
②所属長の役職名

保育企画課長 幼保企画課長 事後
重要な変更に該当せず

役職名の変更

令和7年9月1日

Ⅰ　基本情報
７．評価実施期間における担
当部署
①部署

子ども青少年局保育部保育企画課 子ども青少年局保育部幼保企画課 事後
重要な変更に該当せず

部署名の変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和7年9月1日

（別添１）事務の内容
【教育・保育給付2、3号認定・
利用調整・負担区分決定、収
滞納管理】

保護者から申請窓口への申請（電子申請含む）
は特定個人情報を含む申請のみ記載されてい
た

実際は、特定個人情報取扱業務である認定事
務の中に特定個人情報の提出を受けない現況
届も受け付けているため、紙の申請及び電子申
請にて特定個人情報を含まない矢印を追記

事後
重要な変更に該当せず

誤記の修正

令和7年9月1日

Ⅱ　特定個人情報ファイルの
概要
２．基本情報
⑤保有開始日

平成28年1月。ただし、生活保護参照情報、ひと
り親手当参照情報、身体障害者手帳情報、愛
護手帳情報、精神障害者保健福祉手帳情報、
特別児童扶養手当受給状況、住民税情報につ
いては、評価実施時においては番号利用条例
が未制定のため保有しないが、条例が制定され
た場合に保有する予定である。

平成28年1月。ただし、生活保護参照情報、ひと
り親手当参照情報、身体障害者手帳情報、愛
護手帳情報、精神障害者保健福祉手帳情報、
特別児童扶養手当受給状況、住民税情報につ
いては、「名古屋市行政手続における特定の個
人を識別するための番号の利用等に関する法
律施行条例」が制定された令和5年12月20日よ
り保有開始している。

事後

重要な変更に該当せず

条例の制定による評価書の修
正

令和7年9月1日

（別添１）事務の内容
【教育・保育給付1号認定及び
施設等利用給付認定】

申請窓口（保育企画課（給付・無償化事務セン
ター）

申請窓口（幼保企画課（給付・無償化事務セン
ター）

事後
重要な変更に該当せず

部署名の変更

令和7年9月1日

（別添１）事務の内容
【教育・保育給付1号認定及び
施設等利用給付認定】

保護者から申請窓口への申請（電子申請含む）
は特定個人情報を含む申請のみ記載されてい
た

実際は、特定個人情報取扱業務である認定事
務の中に特定個人情報の提出を受けない現況
届も受け付けているため、紙の申請及び電子申
請にて特定個人情報を含まない矢印を追記

事後
重要な変更に該当せず

誤記の修正

令和7年9月1日

Ⅴ　開示請求、問い合わせ
２．特定個人情報ファイルの取
扱いに関する問合せ
①連絡先

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市子ども青少年局保育部保育企画課
052-972-4644

郵便番号460-8508
名古屋市中区三の丸三丁目1番1号
名古屋市子ども青少年局保育部幼保企画課
052-972-4644

事後
重要な変更に該当せず

部署名の変更

令和7年9月1日

Ⅱ　特定個人情報ファイルの
概要
３．特定個人情報の入手・使
用
⑦使用の主体

使用部署
子ども青少年局保育部保育企画課　、子ども青
少年局保育部保育運営課　、子ども青少年局企
画経理課、区役所民生子ども課　、支所区民福
祉課　、公立保育所

使用部署
子ども青少年局保育部幼保企画課　、子ども青
少年局保育部保育運営課　、子ども青少年局企
画経理課、区役所民生子ども課　、支所区民福
祉課　、公立保育所

事後

原則重要な変更に該当するが
組織の名称の変更のため該
当せず

部署名の変更

令和7年9月1日

Ⅱ　特定個人情報ファイルの
概要
２．基本情報
⑥事務担当部署

子ども青少年局保育部保育企画課、総務局行
政DX推進部デジタル改革推進課

子ども青少年局保育部幼保企画課、総務局行
政DX推進部デジタル改革推進課

事後
重要な変更に該当せず

部署名の変更



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和7年9月1日

Ⅱ 特定個人情報ファイルの概
要
６．特定個人情報の保管・消
去
③消去方法

＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの保守・運用を行う事業
者が特定個人情報を消去することはない。
②ディスク交換やハード更改等の際は、中間
サーバー・プラットフォームの保守・運用を行う
事業者において、保存された情報が読み出しで
きないよう、物理的破壊により完全に消去する。

＜中間サーバー・プラットフォームにおける措置
＞
①特定個人情報の消去は地方公共団体からの
操作によって実施されるため、通常、中間サー
バー・プラットフォームの事業者及びクラウド
サービス事業者が特定個人情報を消去すること
はない。
②クラウドサービス事業者が保有・管理する環
境において、障害やメンテナンス等によりディス
クやハード等を交換する際は、クラウドサービス
事業者において、政府情報システムのためのセ
キュリティ評価制度（ISMAP）に準拠したデータ
の暗号化消去及び物理的破壊を行う。さらに、
第三者の監査機関が定期的に発行するレポー
トにより、クラウドサービス事業者において、確
実にデータの暗号化消去及び物理的破壊が行
われていることを確認する。
③中間サーバー・プラットフォームの移行の際
は、地方公共団体情報システム機構及び中間
サーバー・プラットフォームの事業者において、
保存された情報が読み出しできないよう、データ
センターに設置しているディスクやハード等を物
理的破壊により完全に消去する。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和7年9月1日

Ⅱ 特定個人情報ファイルの概
要
６．特定個人情報の保管・消
去①保管場所

＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームはデータセン
ターに設置しており、データセンターへの入館及
びサーバー室への入室を行う際は、警備員など
により顔写真入りの身分証明書と事前申請との
照合を行う。
②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜中間サーバー・プラットフォームにおける措置
＞
①中間サーバー･プラットフォームは、政府情報
システムのためのセキュリティ評価制度
（ISMAP）に登録されたクラウドサービス事業者
が保有・管理する環境に設置し、設置場所のセ
キュリティ対策はクラウドサービス事業者が実
施する。なお、クラウドサービス事業者は、セ
キュリティ管理策が適切に実施されているほ
か、次を満たしている。・ISO/IEC27017、
ISO/IEC27018 の認証を受けている。・日本国
内でデータを保管している。
②特定個人情報は、クラウドサービス事業者が
保有・管理する環境に構築する中間サーバーの
データベース内に保存され、バックアップもデー
タベース上に保存される。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和7年9月1日

Ⅲ 特定個人情報の取扱いプ
ロセスにおけるリスク対策
６．情報提供ネットワークシス
テムとの接続
リスク４：入手の際に特定個人
情報が漏えい・滅失するリスク
リスクに対する措置の内容

＜中間サーバー･プラットフォームにおける措置
＞
③中間サーバー･プラットフォーム事業者の業務
は、中間サーバー・プラットフォームの運用、監
視・障害対応等であり、業務上、特定個人情報
へはアクセスすることはできない。

＜中間サーバー･プラットフォームにおける措置
＞
③中間サーバー･プラットフォーム事業者の業務
は、中間サーバー・プラットフォームの運用、監
視・障害対応等、クラウドサービス事業者の業
務は、クラウドサービスの提供であり、業務上、
特定個人情報へはアクセスすることはできな
い。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和7年9月1日

Ⅲ 特定個人情報の取扱いプ
ロセスにおけるリスク対策
７．特定個人情報の保管・消
去
リスク１　特定個人情報の漏え
い・滅失・毀損リスク
⑤物理的対策
具体的な対策の内容

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームをデータセン
ターに構築し、設置場所への入退室者管理、有
人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。
②事前に申請し承認されてない物品、記憶媒
体、通信機器などを不正に所持し、持込持出す
ることがないよう、警備員などにより確認してい
る。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー･プラットフォームは、政府情報
システムのためのセキュリティ評価制度
（ISMAP）に登録されたクラウドサービス事業者
が保有・管理する環境に設置し、設置場所のセ
キュリティ対策はクラウドサービス事業者が実
施する。なお、クラウドサービス事業者は、セ
キュリティ管理策が適切に実施されているほ
か、次を満たしている。
・ISO/IEC27017、ISO/IEC27018 の認証を受け
ている。
・日本国内でデータを保管している。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和7年9月1日

Ⅲ 特定個人情報の取扱いプ
ロセスにおけるリスク対策
６．情報提供ネットワークシス
テムとの接続
情報提供ネットワークシステム
との接続に伴うその他のリス
ク及びそのリスクに対する措
置

＜中間サーバー・プラットフォームにおける措置
＞
④特定個人情報の管理を地方公共団体のみが
行うことで、中間サーバー・プラットフォームの保
守・運用を行う事業者における情報漏えい等の
リスクを極小化する。

＜中間サーバー・プラットフォームにおける措置
＞
④特定個人情報の管理を地方公共団体のみが
行うことで、中間サーバー・プラットフォームの事
業者及びクラウドサービス事業者における情報
漏えい等のリスクを極小化する。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和7年9月1日

Ⅲ 特定個人情報の取扱いプ
ロセスにおけるリスク対策
６．情報提供ネットワークシス
テムとの接続
リスク６：不適切な方法で提供
されるリスク
リスクに対する措置の内容

③中間サーバー・プラットフォームの保守・運用
を行う事業者においては、特定個人情報に係る
業務にはアクセスができないよう管理を行い、
不適切な方法での情報提供を行えないよう管理
している。

③中間サーバー・プラットフォームの事業者及び
クラウドサービス事業者においては、特定個人
情報に係る業務にはアクセスができないよう管
理を行い、不適切な方法での情報提供を行えな
いよう管理している。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和7年9月1日

Ⅲ 特定個人情報の取扱いプ
ロセスにおけるリスク対策
７．特定個人情報の保管・消
去
リスク１　特定個人情報の漏え
い・滅失・毀損リスク
⑥技術的対策
具体的な対策の内容

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー・プラットフォームではUTM（コ
ンピュータウイルスやハッキングなどの脅威か
らネットワークを効率的かつ包括的に保護する
装置）等を導入し、アクセス制限、侵入検知及び
侵入防止を行うとともに、ログの解析を行う。
②中間サーバー・プラットフォームでは、ウイル
ス対策ソフトを導入し、パターンファイルの更新
を行う。
③導入しているＯＳ及びミドルウェアについて、
必要に応じてセキュリティパッチの適用を行う。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー・プラットフォームではUTM（コ
ンピュータウイルスやハッキングなどの脅威か
らネットワークを効率的かつ包括的に保護する
装置）等を導入し、アクセス制限、侵入検知及び
侵入防止を行うとともに、ログの解析を行う。
②中間サーバー・プラットフォームでは、ウイル
ス対策ソフトを導入し、パターンファイルの更新
を行う。
③導入しているＯＳ及びミドルウェアについて、
必要に応じてセキュリティパッチの適用を行う。
④中間サーバー・プラットフォームは、政府情報
システムのためのセキュリティ評価制度
（ISMAP）に登録されたクラウドサービス事業者
が保有・管理する環境に設置し、インターネット
とは切り離された閉域ネットワーク環境に構築
する。
⑤中間サーバーのデータベースに保存される特
定個人情報は、中間サーバー・プラットフォーム
の事業者及びクラウドサービス事業者がアクセ
スできないよう制御を講じる。
⑥中間サーバーと団体についてはVPN等の技
術を利用し、団体ごとに通信回線を分離すると
ともに、通信を暗号化することで安全性を確保し
ている。
⑦中間サーバー・プラットフォームの移行の際
は、中間サーバー・プラットフォームの事業者に
おいて、移行するデータを暗号化した上で、イン
ターネットを経由しない専用回線を使用し、VPN
等の技術を利用して通信を暗号化することで
データ移行を行う。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和7年9月1日
Ⅳ　その他のリスク対策
３．その他のリスク対策

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー・プラットフォームを活用するこ
とにより、統一した設備環境による高レベルの
セキュリティ管理（入退室管理等）、ITリテラシー
の高い運用担当者によるセキュリティリスクの
低減、及び技術力の高い運用担当者による均
一的で安定したシステム運用・監視を実現す
る。

＜中間サーバー･プラットフォームにおける措置
＞
①中間サーバー・プラットフォームを活用するこ
とにより、政府情報システムのためのセキュリ
ティ評価制度（ISMAP）に登録されたクラウド
サービス事業者による高レベルのセキュリティ
管理（入退室管理等）、ITリテラシーの高い運用
担当者によるセキュリティリスクの低減、及び技
術力の高い運用担当者による均一的で安定し
たシステム運用・監視を実現する。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和7年9月1日

Ⅳ　その他のリスク対策
１監査　②監査
具体的な内容

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー･プラット
フォームの運用に携わる職員及び事業者に対
し、定期的に自己点検を実施することとしてい
る。

＜中間サーバー･プラットフォームにおける措置
＞
①運用規則等に基づき、中間サーバー・プラット
フォームについて、定期的に監査を行うこととし
ている。
②政府情報システムのためのセキュリティ評価
制度（ISMAP）に登録されたクラウドサービス事
業者は、定期的にISMAP監査機関リストに登録
された監査機関による監査を行うこととしてい
る。

事前

重要な変更に当たらない

令和7年5月2日付　地情機第
4951号により、「特定個人情報
の漏えいその他の事態を発生
させるリスクを相当程度変動さ
せるものではないと考えられる
変更」に該当するため

令和8年3月27日

Ⅱ　特定個人情報ファイル
４．　特定個人情報ファイルの
取扱いの委託
委託の有無

委託する
2件

委託する
4件

事前
重要な変更にあたる
（新たな事務委託の実施）

令和8年3月27日

（別添１）事務の内容
【教育・保育給付2、3号認定・
利用調整・負担区分決定、収
滞納管理】

－
保護者から電子申請システムを介して行われた
申請の窓口を保育業務オンライン申請等事務
処理センターとする事務フロー図の変更を実施

事前
重要な変更にあたる
（新たな事務委託の実施）

令和8年3月27日

Ⅰ　基本情報
２．特定個人情報ファイルを取
り扱う事務において使用する
システム
システム５　電子申請システム
②システムの機能

(4)市民等が(1)の機能で申請した申請情報を取
得する機能（取得用端末より当システムから
CSVをダウンロードし、記録媒体等により福祉総
合情報システムに取り込む）

(4)市民等が(1)の機能で申請した申請情報を取
得する機能（端末より当システムからCSVをダウ
ンロードし、外部ツールを介する等により福祉総
合情報システムに取り込む）

事後
重要な変更にあたらない
（実態に即して修正）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅱ　特定個人情報ファイル
４．　特定個人情報ファイルの
取扱いの委託
委託事項３

－

保育業務オンライン申請等事務処理センター
①委託内容
教育・保育給付2号、3号認定及び保育所等利
用調整における申請の電子申請に係る事務処
理等
②取扱いを委託する特定個人情報ファイルの範
囲
特定個人情報ファイルの一部
対象となる本人の数　１０万人以上１００万人未
満
対象となる本人の範囲　２．③対象となる本人
の範囲と同じ
その妥当性　委託事務処理のために、特定個
人情報ファイルにアクセスできるシステムへの
入力、検索等を行う必要がある。
③委託先における取扱い者数
１０人以上５０人未満
④委託先への特定個人情報ファイルの提供方
法
その他　電子申請システム及び福祉総合システ
ムを設置する執務室内でのシステム直接操作
⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果
等の公表、名古屋市情報公開条例に基づく公
開請求により確認することができる。
⑥委託先名
アデコ株式会社名古屋第1支社
⑦再委託の有無
再委託しない

事前
重要な変更にあたる
（新たな事務委託の実施）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅱ　特定個人情報ファイル
６．　特定個人情報ファイルの
保管・消去
①保管場所

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、ガバメントクラウド
及び庁舎内の情報管理室に設置し、情報管理
室への入退室を厳重に管理する。

＜情報連携基盤システムにおける措置＞
①情報連携基盤システムは、ガバメントクラウド
に設置する。（なお、中間サーバーに接続する
ためのNW機器のみ庁舎内の情報管理室に設
置し、情報管理室への入退室を厳重に管理す
る。）

事前
重要な変更にあたる
（基盤システムが新しくなった
ことに伴う変更）

令和8年3月27日

Ⅱ　特定個人情報ファイル
４．　特定個人情報ファイルの
取扱いの委託
委託事項４

－

新制度・無償化事務処理センター
①委託内容
教育・保育給付1号認定及び施設等利用給付認
定等に係る事務処理等
②取扱いを委託する特定個人情報ファイルの範
囲
特定個人情報ファイルの一部
対象となる本人の数　１０万人以上１００万人未
満
対象となる本人の範囲　２．③対象となる本人
の範囲と同じ
その妥当性　委託事務処理のために、特定個
人情報ファイルにアクセスできるシステムへの
入力、検索等を行う必要がある。
③委託先における取扱い者数
10人以上50人未満
④委託先への特定個人情報ファイルの提供方
法
その他　電子申請システム及び福祉総合システ
ムを設置する執務室内でのシステム直接操作
⑤委託先名の確認方法
名古屋市契約事務手続要綱に基づく入札結果
等の公表、名古屋市情報公開条例に基づく公
開請求により確認することができる。
⑥委託先名
株式会社　パソナ
⑦再委託の有無
再委託しない

事前
重要な変更にあたる
（新たな事務委託の実施）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
情報保護管理体制の確認

＜福祉総合情報システム、情報連携基盤システ
ムにおける措置＞
①委託契約の締結にあたり、体制の確認を行う
とともに秘密保持に関する誓約の提出を求め
る。

＜福祉総合情報システム、情報連携基盤システ
ムにおける措置＞
①委託契約の締結にあたり、体制の確認を行う
とともに秘密保持に関する誓約の提出を求め
る。

＜保育業務オンライン申請等事務処理センター
及び新制度無償化給付センター委託における
措置＞
①委託契約の締結にあたり、体制の確認、秘密
保持に関する誓約の提出、関係法令の遵守を
求める。

事前
重要な変更にはあたらない
（新たな事務委託に伴う措置
の追加）

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
３．特定個人情報の使用
リスク２：権限のないものに
よって不正使用されるリスク
特定個人情報使用の記録

＜情報連携基盤システムにおける措置＞
②①の記録には宛名番号、成否、日時、所属、
事務、事務手続、職員、システムＩＤ、特定個人
情報、特定個人情報の項目を含む（所属、職員
等システム連携のため特定できない場合には、
利用する業務システム側で特定できる記録を残
す。）

＜情報連携基盤システムにおける措置＞
②①の記録には宛名番号、住登外宛名番号、
成否、日時、所属、事務、事務手続、職員、シス
テムＩＤ、特定個人情報、特定個人情報の項目
を含む（所属、職員等システム連携のため特定
できない場合には、利用する業務システム側で
特定できる記録を残す。）

事後
重要な変更にあたらない
（基盤システムが新しくなった
ことに伴う記録項目の追加）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
特定個人情報ファイルの閲覧
者・更新者の制限
具体的な制限方法

＜福祉総合情報システムにおける措置＞
①作業者を限定するため、委託作業者の名簿
を年1回と異動があるごとに提出させている。
②本市施設内の作業場所への入室は、委託先
の申請を受けて作業者ごとにＩＤを発行し、必要
最小限の作業者に限定している。
③閲覧／更新権限を持つ者のアカウント管理を
行い、システム上の操作を制限している。

＜情報連携基盤システムにおける措置＞
①作業実施体制の提出を求める。
②作業実施にあたり必要となる最低限の従事
者に対して個別にアクセス権限を付与する。

＜福祉総合情報システムにおける措置＞
①作業者を限定するため、委託作業者の名簿
を年1回と異動があるごとに提出させている。
②本市施設内の作業場所への入室は、委託先
の申請を受けて作業者ごとにＩＤを発行し、必要
最小限の作業者に限定している。
③閲覧／更新権限を持つ者のアカウント管理を
行い、システム上の操作を制限している。

＜情報連携基盤システムにおける措置＞
①作業実施体制の提出を求める。
②作業実施にあたり必要となる最低限の従事
者に対して個別にアクセス権限を付与する。

＜保育業務オンライン申請事務処理センター委
託における措置＞
①作業者を限定するため、委託作業者の名簿
を年1回と異動があるごとに提出させている。
②執務室への入室は、委託作業者に限り、適正
に管理されている。
③作業実施にあたり必要となる最低限の従事
者に対して個別にアクセス権限を付与する。

＜新制度無償化給付センター委託における措
置＞
①作業者を限定するため、委託作業者の名簿
を年1回と異動があるごとに提出させている。
②執務室への入室は、委託作業者に限り、適正
に管理されている。
③作業実施にあたり必要となる最低限の従事
者に対して個別にアクセス権限を付与する。

事前
重要な変更にはあたらない
（新たな事務委託に伴う措置
の追加）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
特定個人情報の提供ルール
委託先から他者への提供に関
するルールの内容及びルール
順守の確認方法

＜福祉総合情報システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

＜情報連携基盤システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、実地確認調査を実施する。

＜福祉総合情報システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

＜情報連携基盤システムにおける措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、実地確認調査を実施する。

＜保育業務オンライン申請等事務処理センター
及び新制度無償化給付センター委託における
措置＞
①提供を禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

事前
（新たな事務委託に伴う措置
の追加）

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
特定個人情報ファイルの取扱
いの記録
具体的な方法

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを７年間保
存する。

＜福祉総合情報システムにおける措置＞
①システムの操作について、ログイン時より全
ての閲覧／更新操作を、操作ログに取得して保
管している。

＜情報連携基盤システムにおける措置＞
①システムの操作ログ、アクセスログを記録して
いる。
②システムの操作ログ、アクセスログを７年間保
存する。

＜保育業務オンライン申請事務処理センター委
託における措置＞
①福祉総合情報システムのシステムの操作に
ついて、ログイン時より全ての閲覧／更新操作
を、操作ログに取得して保管している。

＜新制度無償化給付センター委託における措
置＞
①福祉総合情報システムのシステムの操作に
ついて、ログイン時より全ての閲覧／更新操作
を、操作ログに取得して保管している。

事前
重要な変更にはあたらない
（新たな事務委託に伴う措置
の追加）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
特定個人情報の提供ルール
委託元と委託先間の提供に関
するルールの内容及びルール
順守の確認方法

＜福祉総合情報システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

＜情報連携基盤システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、実地確認調査を実施する。

＜福祉総合情報システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

＜情報連携基盤システムにおける措置＞
①庁舎外への持ち出しを禁止する。
②契約に基づき遵守状況の報告を求めるととも
に、実地確認調査を実施する。

＜保育業務オンライン申請等事務処理センター
及び新制度無償化給付センター委託における
措置＞
①不要な閲覧を禁止する
②庁舎外への持ち出しを禁止する。
③契約に基づき遵守状況の報告を求めるととも
に、必要があると認める時は実地確認調査を実
施する。

事前
（新たな事務委託に伴う措置
の追加）

令和8年3月27日

Ⅲ　特定個人情報ファイルの
取扱いプロセスにおけるリスク
対策
４．　特定個人情報ファイルの
取扱いの委託
委託契約中の特定個人情報
ファイルの取扱いに関する規
定
規定の内容

＜福祉総合情報システム、情報連携基盤システ
ム＞
①番号利用法及び関連法令を遵守し、適正な
管理のために必要な措置を講じること。
②第三者に開示あるいは漏洩してはならないこ
と。
③目的外に使用してはならないこと。
④漏えい、滅失又は改ざんの防止に必要な措
置を講じること。
⑤許可なく複写・複製しないこと。
⑥漏えい、滅失又は改ざん等の事故が生じ、又
は生ずるおそれがあることを知ったときは、直ち
に委託者に報告し、委託者の指示に従うこと。
⑦従事者の教育を実施すること。

＜福祉総合情報システム、情報連携基盤システ
ム、保育業務オンライン申請等事務処理セン
ター及び新制度無償化給付センター委託におけ
る措置＞
①番号利用法及び関連法令を遵守し、適正な
管理のために必要な措置を講じること。
②第三者に開示あるいは漏洩してはならないこ
と。
③目的外に使用してはならないこと。
④漏えい、滅失又は改ざんの防止に必要な措
置を講じること。
⑤許可なく複写・複製しないこと。
⑥漏えい、滅失又は改ざん等の事故が生じ、又
は生ずるおそれがあることを知ったときは、直ち
に委託者に報告し、委託者の指示に従うこと。
⑦従事者の教育を実施すること。

事前
（新たな事務委託に伴う措置
の追加）



変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明

令和8年3月27日

Ⅳ　その他のリスク対策
１監査　②監査
具体的な内容

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。
②事務委託先事業者に対しても契約上定めた
遵守事項、管理事項が守られているか、本市職
員が点検する。

事前
（新たな事務委託に伴う措置
の追加）

令和8年3月27日

Ⅳ　その他のリスク対策
１監査　①自己点検
具体的なチェック方法

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。

＜事務上における措置＞
①定期的に自己点検を実施するように周知す
る。
②事務委託先事業者に対しても定期的な自己
点検の実施及び実施報告を求める。

事前
（新たな事務委託に伴う措置
の追加）

令和8年3月27日

Ⅳ　その他のリスク対策
２．従業者に対する教育・啓発
従業者に対する教育・啓発
具体的な方法

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。

＜事務上における措置＞
①年に１回の事務指導において、本庁職員が
自己点検の内容及び実際の情報取扱い状況に
ついて点検する。
②事務委託先事業者に対しても契約上定めた
遵守事項、管理事項が守られているか、本市職
員が点検する。

事前
（新たな事務委託に伴う措置
の追加）


